HIGH SCHoOOL

REGULAR MEETING ~ November 18, 2021

A Regular Meeting of the Tech Valley Regional Technology Institute (Tech Valley High School), a joint
venture of the Board of Cooperative Educational Services of Albany-Schoharie-Schenectady-Saratoga
Counties, 900 Watervliet-Shaker Road, Albany, New York, and the Board of Cooperative Educational
Services of Rensselaer-Columbia-Greene Counties, 10 Empire State Boulevard, Castleton, New York,
was held on November 18, 2021 via Zoom, as directed in the Governor’s Executive Order 202.1, due to the
response to the COVID-19 Pandemic. The meeting was called to order at 6:35 p.m. by President Brooks.

PRESENT ABSENT GUESTS
John Bergeron Lynn Clum Wendy Ashley
Edmund Brooks Nancy delPrado Mike Buono
John Hill Joseph Garland Harry Hadjioannou
Lynne Lenhardt Kevin Kutzscher Danielle Hemmid
John Phelan Rafael Olazagasti
Frank Zwack STAFFE John Tafilowski
Gladys Cruz, Dist. Supt. Shannon Tahoe
Anita Murphy, Dist. Supt. Amy Hawrylchak Anthony Taibi
Gretchen Wukits,

Clerk of the Board
Due to there not being a quorum at 6:25 p.m., it was decided that Mr. John REVIEW OF THE

Tafilowski, Cusack and Company, Certified Public Accountants LLC, would EXTERNAL AUDIT
begin presenting the External Audit Report for TVHS for 2020-21 while the REPORT FOR TVHS
Board waited for the sixth Board member to arrive. Mr. Tafilowski began his

presentation at 6:25 p.m.

He extended his thanks to the Board and acknowledged Ms. Wendy Ashley,
Director, Business Operations, and her staff for their assistance with preparations
for the report. Mr. Harry Hadjioannou, Deputy Superintendent and Chief
Innovation Officer, Questar III BOCES, raised a question about the amount of
the Proportionate Share of Net Pension Liability under Noncurrent Liabilities.
After discussion, it was determined that the amounts for the Proportionate Share
of Net Pension Liability and the Accrued Other Postemployment Benefits had
been transposed, Mr. Tafilowski stated the correction would be made, and copies
of the corrected report would be submitted.

246 Tricentennial Drive = Albany, NY 12203
Phone; 518.862.4960 « Fax: 518.437.8677
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Dr. Bergeron arrived at 6:35 p.m. The meeting was called to order at 6:35 p.m.
by President Brooks.

President Brooks led the Pledge of Allegiance.

It was moved by Mrs. Lenhardt and seconded by Mr. Phelan to accept the
agenda and to waive the 72-hour notice to add items to the agenda by
unanimous resolution. The motion passed unanimously.

It was moved by Mr. Phelan and seconded by Mrs. Lenhardt to accept the
September 23, 2021 Reorganization Meeting and the September 23, 2021
Board Mecting Minutes. The motion passed unanimously.

President Brooks formally acknowledged M, Tafilowski and Ms. Danielle
Hemmid, Special Education Teacher, TVHS.

Tt was moved by Mrs. Lenhardt and seconded by Mr. Phelan to approve the
following:

RESOLVED: that the Tech Valley High School Operating Board accepts the
Tech Valley Regional Technology Institute Financial Report dated June 30,
2021, contingent upon the correction of the transposed amounts of Proportionate
Share of Net Pension Liability and Accrued Other Postemployment Benefits on
pages 13, 30, and 32. The motion passed unanimously.

It was moved by Dr. Bergeron and seconded by Mrs. Lenhardt to approve the
following:

RESOLVED: that the Tech Valley High School Operating Board approves the
fee of $8,100 for independent audit services for the TVHS fiscal year ending
Tune 30, 2022 in accordance with the agreement between Tech Valley High
School and Cusack & Company, CPA's LLC. The motion passed unanimously.

Tt was moved by Dr. Bergeron and seconded by Mr. Zwack to ratify the
following policy:

Policy Title Number
Attendance Policy No. 5100

The motion passed unanimously.

It was moved by Dr. Bergeron and seconded by Mr. Zwack to conduct a first
reading of the following revised policy:
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Policy Title Number
Child Abuse Reporting Policy and Regulations Policy No. 5300

In accordance with Policy #2040, Policy Development, which allows for the
Board to waive a second reading and adopt a policy upon the first reading when
an urgent need exists to do so or other circumstances so watrrant, it was agreed to
do so for Policy No. 5300, Child Abuse Reporting Policy and Regulations.

It was moved by Dr, Bergeron and seconded by Mr. Zwack to waive the second
reading and to ratify the following policy:

Policy Title Number
Child Abuse Reporting Policy and Regulations Policy No. 5300

The motion passed unanimously.

It was moved by Dr. Bergeron and seconded by Mr. Zwack to approve the INTERNAL
following: CLAIMS
AUDITOR

RESOLVED: that the Tech Valley High School Operating Board accepts the REPORT
Internal Claims Auditor Report for September 1, 2021 through October 31,
2021. The motion passed unanimously.

It was moved by Mr. Hill and seconded by Mrs. Lenhardt to approve the TREASURER’S
following;: REPORTS

RESOLVED: that the Tech Valley High School Operating Board approves the
Treasurer’s Reports for the periods ending September 30, 2021 and October 31,
2021. The motion passed unanimously.

It was moved by Mr. Zwack and seconded by Mr. Phelan to approve the ACCEPTANCE
following: OF DONATIONS

RESOLVED: that the Tech Valley High School Operating Board hereby
accepts the following in accordance with Capital Region BOCES Policy
No. 2090:

A set of microfiber “Envirocloths” from Norwex.

Books in Chinese from the Confucius Institute (CI), University at Albany, State
University of New York.

The motion passed unanimously.

Dr. Amy Hawrylchak, Principal and Chief Academic Officer, TVHS, provided ~ PRINICIPAL’S
an update on school operations and the ongoing implementation of COVID-19  REPORT
protocols. She shared information on the development of a TVHS code of
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values reflecting those of the NYSED and NTN Frameworks, Dr. Hawrylchak
provided data on the change in Capital Region demographics and how that is
reflected in the applicants and students of TVHS. In order to accommodate
these changes, she said she was exploring translation services for parents of
students.

Ms. Anita Murphy, District Superintendent, Capital Region BOCES, spoke
about the opportunities afforded to students who attend TVHS and the attention
of the Board of Regents to innovation at TVHS. Dr. Gladys Cruz, District
Superintendent, Questar III BOCES provided an update on meeting with the
TVHS staff and P-TECH grants.

President Brooks welcomed Mr. Frank Zwack who rejoined the TVHS
Operating Board.

The following items are follow-up items for the next meeting,
- Corrected pages from External Audit Report

It was moved by Mrs. Lenhardt and seconded by Dr, Bergeron to adjourn the
meeting at 7:25 p.m. The motion passed unanimously.

January 18, 2022
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.3

Inherent Risk Areas

Below are inherent risks that should be addressed as part of conducting the annual independent
audit and the ongoing internal audit function:

FY 2020121 Financial Risk Assessment for Tech Valley High School

RISK AREA

DESCRIPTION

RECOMMENDATION

Changlng
En [ronment

. Tech

+] compliance
| complexities place task burdens on
“| Teeh Valley employees.
| complexity of the tasks increases the |

Valley operates in an
environment of complex or frequently

"j:. changing compliance requirements.

The risk to Tech Valley is that as
regulations  change

The

risk that Tech Valley could feel

| adverse consequences if it were to.

lose a erson i e business |
key person in ss -__vacanmes in financial positions.

office.

To mitigate this. risk, Tech Valley should
continue the ;process of documenting all
critical financial processes, such as payroll,

purchasmg, ‘accounts payable and IT
processes. T-ﬁe_se documents should be
reviewed,

tested,.and updated as the
processes change

In addmon employees'should continue to
be cross trained to coverall-critical process
during vacations, prolonged’ absences, or

;Comp]ex
-Transactlons :

| The entity has a mix of program types
funded by third parties:that could
- | motivate management to shift.costs or
| manipulate accounting transactions. -

Th|s always an area of inherent risk. Tech
Valley's ‘Internal Audit function should
monitor practlces that ensure that funding
regulations ‘are understood and complied

-_fWIth

In addltton a properly functioning claims
auditing procedure will review the
appropriateness of costs charged to the
various programs.

Segregatlon of_ f .
_-_Dutles :

The segregatlon of duties is an |ssue

o within schools-primarily due to fimited
e =staff:ng and/or: changes to employee

responsibilities. - There  may be

| instances where Tech: Val]ey has risk

axposure and no mltlgatmg controls.

Segregation of duties issues can be
addressed in several ways:

s Tech Valley could reassign work so that
checks and balances are put in place
and no one person has a span of control
that is too extensive;

+ Additional review procedures could be
developed and implemented either at
the beginning or end of the process; or

» The involvement of the claims auditor or
internal audit function could be
increased.

Prior Audits

Internal Audit has performed the

+ following audits that will require a
| follow-up:

e FY2018/19 - Payrol

The Board of Education (BOE)} should
consider having Internal Audit perform
follow-up audits to ensure management
corrective actions to audit observations are
working effectively and efficiently.
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Assessment of Risk

FY 2020/21 Financial Risk Assessment for Tech Valley High School

Below is an assessment of Tech Valley's internal controls for each functional area which are classified
as low; moderate: or high risk. The assessment is based on the likelihood and impact that an unfavorable
event would have on Tech Valley. The functions that we deemed to be high risk areas are critical to the
operation of Tech Valley or are assets susceptible to misappropriation. In addition, this information may
be used by the Board of Education for developing an audit plan for the upcoming year.

~ RiskClassification

_ Functional Area |\

S Prior Year. |  Current Year -

Cash — Business Office Low Low : il

& MCapital Reglon 'BOCES is the food service
Cash — Lunch Pregram N/A N/A provider for Tech Valley for the fiscal year

2020/21 Hi
Cash — Extraclassroom Activities Moderate = :'quv géugf have not been fnanc:laliy active in FY
Cash — Petty Cash Low Low/Moderate | No Board policy in place regard:ng petty cash
Accounts Receivable ~ General Moderate Moderate |
égﬁ(:;gtosnReceivable — Special Moderét_.e_._ - Moderate |- |
Accounts Receivable — Medicaid NIA = . N_fA ;focge;/salley is not involved in the Medicaid
State Aid N/A NIA Tech Valley does not recaive state aid
Banking _ Low o Low =
Accounts Payable 17 :Moderate * Moderate
Payraoll " ‘Moderate Maderate
Human Resources Low!Moderate Low/Moderate
Purchasing _ Low/Moderate Low/Maderate
Fixed Assets Accountability -.. _Moderaie.fHigh'_fj"'-'-- e Moderate Tech Valley now has a ceniral fixed asset
eng uent feu inventory listing

Transportatio.hzi.:uel NIA ;r:r?;?ce\s{,a‘(lctegtu g:r?tss not provide transportation
Inventory Tr_an_sportatlon Parts & | N/A Tect] Valley does not have transportation
Supplies sarvices
nventory — Lunc.ﬁﬂp-rgégr"?’rm NJA N/A Iété;xég grogram provided by Capital Region
Inventory — Operations & M.é'.i.rlt,enaf_\_(_lé. NIA N/A ﬁgmuiii provided by the SUNY Polytechnic
Inventory - Extraclassroom Low Low
Facilities Usage N/A N/A Tech Valley does not rent out facilities
Employee Benefits Low Low
Employee Expense Reimbursements Low Low
Information Systems Moderate/High Moderate/High
Capital Projects NIA N/A Tech Valley does not conduct capital projects
Budgeting Low/Moderate Low/Moderate
Claims Auditing Low/Moderate Low/Moderate
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. FY 2020/21 Financial Risk Assessment for Tech Valley High School

Prior Years’' Comments and Recommendations

We noted the following issues within functional areas that could use improvement to their internal
controls. The comments and recommendations provide a tool for management to assist in
developing or maintaining a risk management system that mitigates risk to an acceptable level
as determined by the Board of Education. The issues were identified from prior risk assessments
and are summarized in the table below along with our recommendations.

AREA IMPACTED DESCRIPTION RECOMMENDATION

Accounts Payable | The accounts payable clerk has the | Tech . Valley should revise the
' 2| ability to add new vendors into the permlssmns in.the WinCap system to
| WinCap system. prevent the ablllty of the accounts
: |ipayable clerks to be able to add new
|| 'vendors. In addition, Tech Valley should
develop a policy - that details the
. | separation of duties between the two
4 BOCES that jointly opera’{e Tech Valley
| {Questar Il BOCES and Capital Region
‘BOCES).

Updated March 2021

ere has been hb':c:h_ange from the prior year risk
assessment. i E

| Tech Valley currently does not have _Tech_ Valley should implement controls
a system of p0s1t;ve pay in place h _cash that will limit threats from

S outside the organization by establishing
a positive pay system with the bank. This
would require that the organization
instruct the bank regarding the checks
that it has issued and has authorized the
bank to pay. To accomplish this, the
organization would create an electronic
file of checks issued that would include
the amount, and check number. The
bank would be required to refer to this list
before they could clear a check from the
organization’s account. This control
would limit the District's exposure to
check raising and fraudulent checks
being paid from the organization's funds.

| “Updated March 2021: At the time of the risk assessment, the Tech Valley
was in the process of interviewing as part of the request for proposal
(RFP) process for new banking services. If the new bank is chosen and
approved by the Operating Board, positive pay would be included as a
service. In addition, the Treasurer reviews the bank account activity daily.
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FY 2020/21 Financial Risk Assessment for Tech Valley High School

AREA IMPACTED

DESCRIPTION

RECOMMENDATION

Extraclass bom

" | Profit & Loss forms are not always

utilized as recommended by NYSED
for fundraising activites in Tech

Valley.

Tech Valley's Extraclassroom clubs
should ensure they are completing
Profit & Loss statements as applicable.

Updated March 2021: There has not been enough financial activity from
the Extraclassroom clubs in fiscal year 2020/21 to be able to determine
if the clubs are consistently completing proflt & loss statements when

applicable.

~i There has not been a full physical
-] inventory completed to account and
] track all fixed asset inventory. We'
.| noted assets are owned by either
| Questar i1l BOCES or Capital Region

Tech Valley should complete a full
‘physical inventory to account and track
‘all inventory. Once there is a complete
inventory listing of items, the Ilst should

| BOCES and each BOCES accounts:
| for o
.| databases. There is no combined

: addition, a fixed asset listing is not

' hand

be prowded to the Prmmpal

their assets on their ownii:

inventory listing of:all inventory. In

provided io the princlpal of Tech
Valley. The list of fixed asset items.

- | Tech Valley possess ‘should .be| .

provided to the Prmcupal 50 the
Principal - |s aware of the items on

" Updated March 2021: Questar 11l BOCES will be conducting a full physical
mventory in the spring of 2021. Tech Valley now has a combined, central
fixed asset listing which is ‘managed by Questar Ili BOCES. The Principal

- fTech Valley has not been provided a listing of the fixed assets.

Questar It BOCES Response: The Questar 1ll Asset Management and
Valuation Service has completed the re-inventory of the TVHS fixed
assets. Fixed asset listings will be provided to the TVHS Principal
annual_ly upon re-inventory,

Enformat[on i
Technology

~ |.The ba::c;kup pracedures for the
‘- |'\WinCap system have not been
tested by NERIC staff.

NERIC staff should test the backup
procedures for WinCap to ensure
information is being backed up correcily.

Updated March 2021: NERIC staff noted there has not been specific
testing of the WinCap system backup and restoration for Tech Valley.
NERIC staff noted backup data has been restored for other school
district’s NERIC services, so NERIC is assured information would be able
to be restored if the need ever occurred.
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Issues Identified in the Current Year

We noted the issues below within functional areas that could use improvement to their internal controls.
The comments and recommendations provide a tool for management to assist in developing or
maintaining a tisk management system that mitigates risk to an acceptable level as determined by the
Board of Education. The issues were identified from the FY 2020/21 Risk Assessment and are

FY 2020/21 Financial Risk Assessment for Tech Valley High School

summarized in the table below along with our recommendations.

AREA IMPACTED

DESCRIPTION

RECOMMEN DATION

/| During our review of the policies for

banking, we noted the Operating

=| Board has not established a policy
- for petty cash.

___updates

Tech VaIEey shouEd take steps to develop
a formal policy regarding petty cash and
review it perio |:c_ally for any changes or

. The SchoolTool

is not

| not been required o change ’chetr'-*E
beginning
employment with Te_ch VaIEey.

passwords since

3'Informatlon system ’ The SchoolTool system that is managed
-:Techno[ogy configured to prompt users: to|by Questar IllI BOCES should be
| change their passwords. Users have_‘ configured to require  systematic

password-changes at least annually to

‘ensure security of the system. For best

practices, passwords should be complex
in nature

| Questar Il BOCES Responss: The Questar Ill Data Analyst Team will be
| working with its Informatlon Technology Team to develop a protocol for
appropr:ate password updates to the SchooITooI system.

e Dunng lnterwews with staff, we noted
it has been. - established between
'Capital Reglon BOCES and Tech

Valley that the Data Protechon
Officer for. Tech....VaIley will be the

S same Data Protection - Officer that
" l'was appointed, for Capital Region
i BOCES however, this individual was

I not -~

formally approved by the
Operating, Board ‘as Tech Valleys

1 Data F’rotectlon Officer.

The Operatmg Board should approve the
appointment of the Data Protection
Officer. Per Education Law 2-D (Ed Law
2-D) section 121.8, “Each educational
agency shall designate a Data
Protection Officer to be responsible for
the implementation of the policies and
procedures required in Education Law
§2-d and this Part, and to serve as the
point of contact for data security and
privacy for the educational agency.” To
ensure best practices, the Data
Protection Officer should be appointed
each vyear in the reorganizational
meeting.

" | The Parent's Bill of Rights was not
| published on Tech Valleys website.
| At the time of the risk assessment

Tech Valley was in the process of
determining a plan to comply with Ed

Law 2-D section 121.3.

Per Ed Law 2-D: §121.3 Bill of Rights for
Data Privacy and Security. (@) Each
educational agency shall publish on its
website a parent’s bill of rights for data
privacy and security (“bill of rights”) that
complies with the provisions of
Education Law §2-d (3). (b).
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DESCRIPTION RECOMMENDATION

AREA IMPACTED

Tech Valley does not have on their
website a platform where parents
can submit a complaint regarding a
| breach or unauthorized release of
A4 PIlL At the time of the risk
assessment, Tech Valley was in the
process of determining a plan to
7| include a platform on their website
i) where parents can submit a
| complaint.

New York State Education Law 2-D
section 1214 (a) states that each
educational agency must establish and
communicate to parents, eligible
students, teachers, principals, or other
staff of an educational agency, its
procedures. for‘them to file complaints
about breaches or unauthorized
releases of student data.

Tech Valley does not have on their

-] website a listing of data inventory. At

o -1 the time of the risk assessment T_e;cih
| Valley was in the process: of

o -| determining a plan to upload on the!
website all approved subscriptions'

| and applications.

;_New York State Educatlon Law Section
2-D “requires that’ ‘the. State. Education
Department make pubhcly available on
the department's website ‘an” inventory
and understandable description of the
student, teacher and principal data
‘elements collected with an explanation
andfor. legal or regulatory authority
outllnmg the reasons such data
elements are collected and the intended

uses and:disclosure of the data. This
Jltable contains the inventory and a

description of the data element.
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Cleared Comments

The following comments and recommendations were identified from previous annual risk assessments
but have been adequately addressed by the High School. This information is reporting for informational

FY 2020/21 Financial Risk Assessme

for Tech Valley High School

and historical purposes only.

AREA IMPACTED

DESCRIPTION

CORRECTIVE ACTION

Accounts Payable
St place for accounts payable process.

There is no operational procedure in

Updated March 2021: There is an
operational procedure in place for the
accounts payable process.

The petty cash funds issued were not
| approved by the Board of Education

Updated March 2021: The Petty cash
fund was approved in the Operating

~lin the reorganizational meeting:| Board’s reorganizational meeting.
| minutes. e
Extraclassroom- | The Extraclassroom  -central | Updated ~ March  °2021:  The
caieno o gregsurer is not approved by the | Extraclassroom  Central  Treasurer
| Board of Education on an annual|:was appointed by the Operating
| basis. Board in the January 28, 2021

Operatzng Beard minutes.

| that s

| Tech Valley does not have a formal
training:
_non-"

cybersecurity awareness
provided to “all
instructional and mstructfonal ‘staff.

| As.a result, Tech Valley staff have

limited knowledge regardmg

' 'potentlal exposure to cyberthreats or
attacks :

Updated N‘Earch 2021: As of the fall of

2020, all Tech Valley staff are required
‘1o take an online cybersecurity and

awareness training. The fraining will
be required to be taken by all staff on
an annual basis. The training includes
information on password security,
personal emails, personal use of the
internet, and personal identifiable
information (Pll}. Tech Valiey also has
data protection Fridays where an
informative newsletter is sent to ali

staff regarding information
technology best practices and
information.

‘Tech Valley has not established a
|-formal: process in the event of a
|’breagh and/or unauthorized use of
| Personal
| (P

ldentifiable Information

Updated March 2021: Capital Region
BOCES has established a formal
written cyber security incident
response plan that Tech Valiey will
follow. In addition, the high school
has adopted board policies 8633
Information Security Breach and
Notification and policy 8635-R
Information Security Breach and
Notification Regulation.
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H1GH SCHOOL

Date: October 20, 2021
From:  lohn Mattox
To: Wendy Ashley

Subject: Response to the FY 2020/21 Risk Assessment

Inherent Risk Area

Changing Environment

Recommendation: To mitigate this risk, Tech Valley should continue the process of
documenting all critical processes, stuch as payroll, purchasing, accounts payable and IT
processes. These documents should be reviewed, tested and updated as the processes
change.

In addition, employees should continue to be cross trained to cover all critical process during
vacations, prolonged absences or vacancies in financial positions.

Management’s Response: The procedures used to process the payroll, purchasing, accounts
payable, Information Technology, and other business office function are the same as Capital
Region BOCES. Employee are cross-trained to cover vacations and prolonged absences.

Complex Transactions

Recommendation: This is always an area of inherent risk. Tech Valley’s Internal Audit
Function should monitor practices that ensure that funding regulations are understood and
complied with.

In addition, a properly functioning claims auditing procedure will review the appropriateness of
cost charged to the vatious programs.

Managements Response: Tech Valley High School is just that, a high school. It does not have
the same inherent risks as a normal K-12 school district has. A majority of the revenue is
through student tuition paid by the home BOCES and a NYS Grant.

Tech Valley High School has a properly functioning claims auditing process.
Segregation of Duties
Recommendation: Segregation of duties issues can be addressed in several ways:

o Tech Valley could reassign work so that checks and balances are put in place and ho
one person has a span of control that is too extensive:
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o Additional review procedures could be developed and implemented either at the
beginning or the end of the process; or internal audit function could be increased.

Management’s Response: Tech Valley High Schoo! does have checks and balances to
monitor all aspects of the business office.

Prior Audits

Recommendation: The Board of Education should consider having the internal Audit perform
follow-up audits to ensure management corrective actions fo audit observations are working
effectively and efficiently

Issues identified in the Prior Year:

Accounts Payable:

Recommendation: Tech Valley should revise the permissions in the WinCap system to prevent
the ability of the accounts payable clerks to be able to add new vendors. In addition, Tech
Valley should develop a policy that details the separation of duties between the two BOCES that
jointly operate Tach Valley.

Management’s Response;

Compensating controls considerations:

1. Purchasing Agent has to review documentation and approve the purchase and create a
PO. Before the Purchasing Agent approving the PO, the chain of approvals from the
administration at TVHS would also have had to take place.

2. If step #1 isn't followed, or the attempt to create a PO after a purchase has been made a
PO exception report is created which has to be approved by an additional supervisor
and is reported by the claims auditor in the claims auditor report to the Board.

3. The Claims Auditor reviews all claims and has extensive working knowledge of the
claims and vendors common amongst school districts and questions vendors out of the
ordinary. The Claims Auditor reviews the claims for remit address as well as agreement
to the vendor address on the original PO.

We can also use a compensating control with a quarterly review by Tech Valley's Deputy
Treasurer of the “Vendor Record Change Report” to reduce the risk of vendor information being
changed.

Banking;

Recommendation: Tech Valley should implement controls over cash that will limit threats from
outside the organization by establishing a positive pay system with the bank. This would require
that the organization instruct the bank regarding the checks that it has issued and has
authorized the bank to pay. To accomplish this, the organization would create an electronic file
of checks issued that would include the amount, and check number. The bank would be
required to refer to this list before they could clear a check from the organization’s account. This
controf would limit the District’s exposure fo check raising and fraudulent checks being paid from
the organization’s funds.
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Management’s Response:

Tech Valley utilizes Payment Protection Service, a free service where you would go into Key
Navigator daily, review the payment protection report for all checks presented for payment, any
checks not issued by Tech Valley will be marked and returned, and all others will pay by

default. It does have to be reviewed daily — the check list is available by 9am. If no one reviews
the check list, ALL will pay at the 2pm deadline.

ExtraClassroom Activity Fund:

Recommendation: Tech Valley's Extraclassroom clubs should ensure they are completing
Profit & Loss statements as applicable.

Management’s Response: This is a good practice and will be reviewed for each club, however
not required under the Regulations of the Commissioner. { 8 NYCRR Part 172 )
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> CAP[TAL REGION

YY) BOCES

Ta: Tech Valley High School Board of Education
From: Capital Region BOCES
RE: Capital Region BOCES Response to the TVHS Risk Assessment Report

Date: January19, 2022

TVHS 2020-2021 Risk Assessment Update

Background

Questar 1l BOCES Internal Audit Staff performed arisk assessment update of TVHS during the 2020-21
school year. The audit reviewed a majority of functions that are performed by the Business Office of
Capital Region BOCES, which is alse reviewed annually by an independent external audit firm. The Risk
Assessment update contained several comments and recommendations to inherent risk, areas of risk
identified in prior year reports, and currentyear issues.

We appreciate the observations and recommendations provided in the assessment, howeverthere are
concerns overthe independence of the internal audit assessment and the method of evaluating some of
the internal controls. A couple of recommendations for corrective action were foractions to be taken by
Questar 111 BOCES. Since Questar llis also providingthe internal audit service, this could create the
appearance of a conflict,

A number of recommendations also appeared to be “boilerplate” comments without taking into
consideration the relative size and scope of Tech Valley High School’s operations. Many of the risks that
are found at a usual school district are not present at Tech Valley due to its size and narrow operations.

During the evaluation of internal controls, it also appears the audit may have beenan “audit by
checklist” instead of taking the collection of preventative, detective, and compensating controls
togetherto evaluate the “system” of internal controls. We believe if this approach had beentaken,
many recommendations could have been eliminated.

The recommendations and management’s response to the recommendation are as follows. All
recommendations were taken directly from the draft audit report as they appeared in the report.
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Inherent Risk Area

Changing Environment

Recommendation: To mitigate this risk, Tech Valley should continue the process of documenting all
critical processes, such as payroll, purchasing, accounts payable and IT processes, These documents
should be reviewed, tested and updated as the processes change.

In addition, employees should continue to be cross trained to cover all critical process during vacations,
prolonged absences orvacancies in financial positions.

Management’s Response: Management believes we are constantly evaluating the changing
environment. The procedures used to process the payroll, purchasing, accounts payable, Information
Technology, and other Business Office functions are the same as Capital Region BOCES. Employees are
cross-trained to cover vacations and prolonged absences.

During the past year, as a result of operating under COVID restrictions, these procedures weretested
with personnel operating remotely and with differentindividuals performing some operations asa result
of COVIDvacancies/quarantines,

Complex Transactions

Recommendation: This is always an area of inherent risk. Tech Valley’s Internal Audit Function should
monitor practices that ensure that funding regulations are understood and complied with.

In addition, a properly functioning claims auditing procedure will review the appropriateness of cost
charged to the various programs.

Management's Response: This recommendation is confusing since the recommendation is that the
auditors writing the report are making a recommendation forthem to continue to perform their duties
to monitor.

This recommendation is additionally confusing. Based onthe size and scale of Tech Valley High School,
financial operations are much less complex than a normal K-12 school district. Amajority of the revenue
comes from student tuition paid by the home BOCES and a NYS grant. Many of the complexities
involved with a public school district, such as a tax cap, and reserve calculations, are not presentwith
TVHS.

Additionally, on the expenditure stde of Tech Valley High School, there are also very limited complex
transactions. Forexample, duringthe 2020-21 school yearthere were only 63 vendors paid through
accounts payahle with the top 10 vendors comprising over ninety percent of the expenses. Tech Valley
High School has a limited number of complex transactions since many functionsare outsourced to either
Questar or Capital Region BOCES.

Tech Valley has a very experienced claims auditor and based on the limited number of vendors used by
Tech Valley, is very aware of whatnormal operational expenses are and whatvendors can be expected

to be utilized.

Segregation of Duties
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Recommendation: Segregation of duties issues can be addressed in several ways:
e Tech Valley could reassign work so that checks and balances are put in place and no one person
has a span of controlthat is too extensive:
e Additionalreview procedures could be developed and implemented either at the beginning or
the end of the process; or internal audit function could be increased.

Management’s Response: Tech Valley High School does have checksand balancesto monitor all aspects
of the business office and we believe this risk has been significantly minimized with the design of the
internal controls.

Prior Audits

Recommendation: The Board of Education should consider having the Internal Audit perform follow-up
audits to ensure management corrective actions to audit observations are working effectively and
efficiently,

Management’s Response: There is ho recommendation needed. The Board will continue to evaluate
all audit areas each year when presented with the Risk Assessment. Aspart of the Board’s
responsibilities, the performance of operationsis always being evaluated.

Issues identified in the Prior Year:

Accounts Payable:

Recommendation: Tech Valley should revise the permissions in the WinCap system to prevent the ability
of the accounts payable clerks to be able to add new vendors. In addition, Tech Valley should develop a
policy that details the separation of duties between the two BOCES that jointly operate Tach Valley.

Management’s Response: We feelthat due to the size and scope of Tech Valley High Schools vendors
and that there are very few additions or deletions, we have significant compensating controls that
significantly reduce the risk of fraud or impropriety. The compensating controls are:

1, The Purchasing Agent must review documentation, approve the purchase and create a purchase
order. Before the Purchasing Agent approvesthe purchase order, the chain of approvals from the
administration at TVHS would also have had to take place. If the Accounts Payable staff were toattempt
fraud, collusion would have to involve the Accounts Payable clerk, the purchasing agent, the
administrator at TVHS, and possibly the Claims Auditorto effectively commit fraud.

2. If step#1isn't followed, or the attempt to create a purchase orderaftera purchase has beenmade, a
purchase order exception reportis created which has to be approved by an additional supervisor and as
reported by the Claims Auditorin the Claims Auditor reportto the Board. The dates of all POsand the
dates of receipt of the product or service are reviewed by the Claims Auditor.

3. The Claims Auditor reviews all claims and has an extensive working knowledge of the claims and
vendors commonly used by school districts and specifically Tech Valley High School. The Claims Auditor
guestions paymentrequests to vendors thatare not ordinary. As part of the Claims Auditor review, the
remit address as well as the vendoraddress on the original PO s reviewed.

4. We can also performaquarterly review by Tech Valley’s Deputy Treasurer of the “Vendor Record
Change Report” to reduce the risk of vendor information being changed.

3
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The control of preventing accounts payable staff from creating vendors is a recommended best practice
in most sectors of business, however, most organizations do not have dedicated purchasing age nts and
claims auditors that are the internal control gatekeepers at the beginning and end of the transactions.
We believe our process provides strong internal controls and reduces the need for additional personnel
to input vendor file data, at an additional expense to the school.

As an additional consideration, this process for Tech Valley High Schoolis the same processthat is
performed at Capital Region BOCES, with the same personnel. The independentinternaland external
auditars have reviewed this process and did not issue any findings or recommendations in their reports.
This is significant since the risk, based on transaction volume and dollar amountfar exceeds Tech Valley
High School.

Banking:

Recommendation: Tech Valley should implement controls over cash that will limit threats from outside
the organization by establishing a positive pay system with the bank. This would require that the
organization instruct the bank regarding the checks that it has issued and has authorized the bank to
pay. To accomplish this, the organization would create an electronic file of checks issued that would
include the amount, and check number. The bank would be required to refer to this list before they could
clear a check from the organization’s account. This controlwould limit the district’s exposure to check-
raising and fraudulent checks being paid from the organization’s funds.

Management's Response: Tech Valley utilizes “Payment Protection Service”, afree service where you
go into Key Navigator daily, review the payment protection report forall checks presented for payment,
any checks not issued by Tech Valley will be marked and returned, and all others will pay by default. It
does have to be reviewed daily — the checklist is available by 9 am. If no ane reviews the check list, ALL
items will pay at the 2 pm deadline.

We recognize that positive pay is ideal for organizations with a large volume of checks, but it comes with
an expense from the bank. During the 2020-21 school year, Tech Valley High School issued only 147
accounts payable checks and less than 30 payroll checks. We believe that we have desighed our
internal controls in a mannerthat reflects the risk and is also cost-effective.

ExtraClassroom Activity Fund:
Recommendation: Tech Valley’s Extra-classraom clubs should ensure they are completing Profit & Loss
statements as applicable.

Management’s Response: This is a good practice and will be reviewed foreach club, however, thisis not
required underthe Regulations of the Commissioner. (8 NYCRR Part 172 )

Fixed Assets:

Recommendation: Tech Valley should complete a full physical inventory to account and track all
inventory. Once thereisa complete inventory listing of items, the list should be provided to the
Principal.

{Fromthe audit repart...)
Updated March 2021: Questar 11l BOCES will be conducting a full physical inventory in the spring
of 2021. Tech Valley now has a combined, centralfixed asset listing which is managed by

4
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Questar 11l BOCES. The Principal of Tech Valley has not been provided alisting of the fixed
assets.

Questar I1l BOCES Response: The Questarlll Asset Managementand Valuation Service has
completed the re-inventory of the TVHS fixed assets. Fixed asset listings wilt be providedtothe
TVHS Principal annually upon re-inventory.
Management’s Response: Asnoted in the above response, Questarlll BOCES, the same organization
performing the internal audit, has performed the inventory. This should resolve this deficiency,

Information Technology:
NERIC staff should test the backup procedures for WinCap to ensure information is being backed up

correctly.

(Fromthe audit report...}

Updated March 2021: NERICstaff noted there has not been specific testing of the WinCap
system backup and restoration for Tech Valley. NERIC staff noted backup data has been restored
for otherschool district’s NERIC services, so NERIC is assured information would be able to be
restored if the need ever occurred.

Management’s Response: Although not specific to Tech Valley High School, NERIChas an IT audit
performed by externalindependent [T auditors which examine backup procedures.

Issues ldentified inthe Current Year:

Operating Board Policies:
Recommendation: Tech Valley shouid take stepsto develop a formal policy regarding petty cash and

review it periodically for any changes or updates.

Management’s Response: The Board will update its policies to include a petty cash policy during the
2022 school year.

Information Technology:

Recommendation: The SchoolTool system that is managed by Questar 11l BOCES should be configured
to require systematic password changes at least annually to ensure security of the system. For best
practices, passwords should be complexin nature.

(Fromthe audit report...)

Questar Il BOCES Response: The Questarili Data Analyst Team will be working with its
information Technology Team to develop a protocol for appropriate password updates to the
SchoolTool system.

Management's Response: As noted this carrective action will be addressed by Questar I BOCES, the
same organization that performed the internal audit.

Data Protection Recommendations:
1. The Operating Board should approve the appointment of the Data Protection Officer. Per
Education Law 2-D (Ed Law 2-D) section 121.8, “Each educational agency shall designate aData

5
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Protection Officer to be responsible forthe implementation of the policies and procedures
required in Education Law §2-d and this Part, and to serve as the point of contact for data
security and privacy for the educational agency.” To ensure best practices, the Data Protection
Officershould be appointed each yearin the reorganizational meeting.

PerEd Law 2-D: §121.3 Bill of Rights for Data Privacy and Security. (a) Each educational agency
shall publish on its website a parent’s bill of rights for data privacy and security (“bill of rights”)
that complies with the provisions of Education Law §2-d (3}. {b).

New York State Education Law 2-D section 121.4 (a) states that each educationalagency must
establish and communicate to parents, eligible students, teachers, principals, or other staff of an
educational agency, its procedures forthemto file complaints about breaches or unauthorized
releases of student data.

New York State Education Law Section 2-D requires that the State Education Department make
publicly available onthe department'swebsitean inventory and understandable description of
the student, teacherand principal data elements collected with an explanation and/orlegal or
regulatory authority outlining the reasons such data elements are collected and the intended
uses and disclosure of the data. This table contains the inventory and a description of the data
element.

Management’s Response: The Operating Board and Tech Valley High School Administration will
implement the requirements to comply with the appointment and disclosures required to comply with
Ed Law 2D, duringthe 2022 school year.

Final Observation: Every organization needs to design a system of internal controls thatfits the

organization’s size and scale to achieve a balance of risk and expense. We believe we have designedan
internal control structure that minimizesrisk to an acceptable level. Notwo internal control structures
are going to be designed the same and therefor the audits of internal controls should also be designed
to view the entire system of internal contrals.
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July 23, 2021

Board of Education
Tech Valley High School
246 Tricentennial Drive
Albany, New York 12203

We have completed the annual testing of contro[s for Tech Valley H|gh School. Our
engagement was designed to evaluate the adequacy of internal controls over the Information
Technology process to ensure they are appropriately designed and operating” effectively and
efficiently. And, to provide a report wcth recommended changes for strengthening controls and
reducing identified risks. : S

The purpose of the audit was to review the mterna[ controls that the school has in place to
prevent errors, detect fraud and ensure that fmanc eportlng is: ‘accurate and that the school
assets are safeguarded. - -

RELIABILITY OF ]NFORMATION

As noted, the purpose of our engagement was to asssst you in improving the process by which
you monitor and manage the risks that face the school. Any findings and recommendations in
the attached report are the - respon5|bliity of -the school to implement, accept the risk as
identified, or implement alternative controls “that will mitigate the risk to a level that is
acceptable by the school.. Ultlmately, it |s your responsibility to assess the adequacy of your
risk management system W

10 Empire State Baulevard « Castleton, New York 12033 « 518 477-8771 « FAX: 518-477-6833
THE BOARD OF COOPERATIVE EDUCATIONAL SERVICE FOR RENSSELAER « COLUMBIA » GREENE COUNTIES
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DISTRIBUTION OF THE REPORT

This report is intended solely for the information and use of the Board of Education and
management of Tech Valley High School and should not be used for any other purpose.

We appreciate the opportunity to serve you and thank the individuals in your organization for
their cooperation. Over time, it will be necessary to reassess your risks to ensure that they
have not changed and to ensure that your risk management system is functioning properly.
Through our ongoing involvement with you as a client and our knowledge of your school and
its processes, we are in a unique position to assist you with that process Please contact us at
any time should you desire such services. .

Sincerely,

Mark Beaudette
internal Audit Manager
Questar Il

10 Empire State Boulevard « Castleton, New Yaork 12033 « 518 477-8771 » FAX: 518-477-9833
THE BOARD OF COOPERATIVE EDUCATIONAL SERVICE FOR RENSSELAER « COLUMBIA « GREENE COUNTIES
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. " REPORTTOTHE BOARD OF EDUCATION -

Executive Summary

Objectives and Scope

The Tech Valley Operating Board has asked us to examine Tech Valley’s IT process. Key objectives
include evaluating whether or not Tech Valley is receiving the Cooperative Technology Services from
NERIC.

Our fieldwork concluded on July 23, 2021.

For the audit we interviewed various staff members from the Northea' tern Reglonal Information
Center (NERIC) and from Tech Valley to gain information aboutftlge IT process. In addition, we tested
a sample of 35 help desk tickets to ensure tickets are bemg/_c sed timely. We-also reviewed a visitor
fog Tech Valley maintains to ensure a NERIC technician is’ 1te one day perweek from September
2020 — June 2021.

Conclusion

Three observations were noted and are é'il_m_marized below. Ourrecommendations are detailed in the

report.

Risk

Reference
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|| FY2020/21 TECH VALLEY HIGH SCHOOL INFORMATION TECHNOLOGY AUDIT REPORT
ENTITY NAME Tech Valley High School
REPORT DATE July 23, 2021

Process REVIEWED | Information Technology

PERSONNEL Dr. Amy Hawrylchak, Chief Academic Offlcer/PrmcrpaI (TVHS)
INTERVIEWED
Sarah Fiess, School Outreach Coordinator (TVHS)
David Versocki, Chief Technology Officer (NER_I__C)
Michael Olson Jr, Technology Operations Manager. (NERIC)

Kevin Kerr, Management Program

.procedures and
ES, NERIC, and

SCOPE OF WORK We reviewed the information technology policies
conducted interviews with key personnel from Questar 1l B
Tech Valley to obtain an unhderstandi e process.

ots thfat were issued from Tech Valley
020, we randomly selected 35 tickets
i_ng closed in a reasonable, timely

From a population of 299 help des
from November 1, 2018 — October 3

manner.

Reviewed a badge Iog in report which notes the ,ates and times a NERIC staff
member who mainly services h-Valley entered Tech Valley's building. We
reviewed the log and {ested all we m February 2021 — June 2021 to
ensure:a. NERIC staff member was on, site at least one day per week per the

sheets at tech vailey as well as the Tech Valley app report logs
een September 2020 — January 2021.

ScoPE RESTRICTIONS

AupIT OBJECTIVES
s Determine the existence and effectiveness of the system of internal
,_;.jcontrols over Network Security,
. Evaluate if the high school is receiving the necessary support from NERIC,
e Provide recommendations to help mitigate any identified risks.
KEY PROGRAM The High School has created the following key program controls designed to
CONTROLS ' meet business obligations, provide accountability, and promote operational

effectiveness & efficiencies:
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FY 2020/21 TECH VALLEY HIGH SCHOOL INFORMATION TECHNOLOGY AUDIT REPORT

« Tech Valley receives Cooperative Technology Services (CTS) from
NERIC. These services provide tech support to Tech Valley and include
but are not limited to: an onsite help desk technician one day per week,
procurement services, ServiceNow enterprise Service Management
Platform implementation, and additional on-site and remote support as
needed.

« The Technical Operations Manager of NERIC and the Tech Valley
Principal hold weekly meetings to discuss IT related items such as
technology goals and initiatives as well as budgetmg and project status.

« NERIC has protections on Tech Valle etwork and various forms of
intrusion detection. NERIC also has & firewall to protect Tech Valley's
network from other Districts. NERIC ajso offers D mal Service Attack
protection that protects the mtemet oonnectlon

« Staff at the high school use cloud-based services to ace ss documents
such as Google and ECH loud Solutions. These syste
encrypted.

« When staff use the intemet, the hypertext transfer pfotocol secure
(HTTPS). In HTTPS, the communication protocol is encrypted using
Transport Layer.Security.

« Each staff memb sued a Windows device. These devices have end
user encryption Vi a bit locker encrypt:on”. his is disk level encryption. In
addition, the cell phones that'ar - ed to staff members are encrypted
and passcode protected =

OBSERVATIONS AND
RECOMMENDATIONS

-:Ob
':-ja d the badge log in report; we noted for 7 out of 42 weeks tested there was

as to who was oh
NNERIC help

Jation 1: During ou'r'rewew of thé visitor sign in logs, the app report logs,

vidence of NERIC staff bemg on site at Tech Valley. During conversations

wit staff,’ we noted NERIC does not have a system in place to ensure the

.are supposed to be and there is no log maintained
e In addition, we noted various instances where the
desk technician did not sign in/badge in on time in the morning,
Ut the individual is supposed to on site one full day (8 hours including a half
hour lunch) per. week per the Cooperative Technology Service Description.

Rec f_mendatfon NERIC should develop a formal log to keep track of TECH's
who 'e out in the field. NERIC should ensure there is a technician on site at
Tech:Valley at least one full day per week per the Cooperative Technology

Service they provide to Tech Valley.

uObservation 2: During our testing of 35 help desk tickets, we noted 13

instances where NERIC was not timely in closing help desk tickets. These
instances ranged from 6 to 205 days from the date the ticket was opened to
the date the ticket was closed. We also noted instances where technicians are
not putting detail notes in the tickets to note when they address the ticket and
give updates to the requestor on the status of the ticket. According to the
NERIC Service Level Description for Cooperative Technology Services page
3, the target incident resolution schedule is that less than 5 business days 75%
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of incident tickets will be resolved. For request tickets it notes the resolution
time is dependent upon a number of factors that includes the scope and nature
of the request, so a target request resolution is fluid. In addition, during
conversations with the Tech Valley staff they noted tickets are not always
addressed timely. One staff noted if they submit a ticket for a broken computer,
it will go unaddressed for months; and that there are times where a ticket is
noted as moderate or high urgency, but it is still not addressed timely.

Recommendation: NERIC should devise a formal process on ensuring they
are answeting help desk tickets in a timely ma nér. In addition, NERIC should
provide training fo all Technicians that are igned to resolve help desk
tickets. The training should include method maximize documentation of
valuable detail in the tickets and to ensure tha ickets are addressed as
soon as possible.

Observation 3: Tech Vall does not have imple ted .two factor
authentication for staff to*log onto their eman nor Google drive or Google
classroom. |mplementing two fa(_s__t\” ’ authentloa‘uon could secure user logins
from attackers who exploit weak log incredentials.

Recommendation.: Tech Valley should consider implementing two factor
s ' -and Google drive. Tech Valley
should decipher whether.of: not they would ave: staff use their celf phone or a
token for two factor authentlca ;

SUBMITTED BY:

Alexa Schaefer, Interna!;:_Aiu‘_dttor

DATED:

uly 23, 2021




To: Tech Valley High School Board of Education

From: Capital Region BOCES

RE: Capital Region BOCES response to TVHS 20-21 Infarmation Technology Audit-
Report date: July 23, 2021 for Fiscal Yr 20-21

Date: January19, 2022

Background

Questar 111 BOCES Audit staff conducted a Risk Assessment of Tech Valley High School (TVHS) which resulted in
an internal audit of Capital Region BOCES technology support services provided to the Tech Valley High School.
The purpose of the engagement was to evaluate the adequacy of internal controls overinformation technology
process to ensure they are properly designed and operating effectively and efficiently.

The audit report contains three (3) observations and recommendations, su mmarized as follows:

#1 Observation and Recommendation

Observation Summary:

Capital Region BOCES IT staff attendance at TVHS.

a.  Audit staff reviewed a 42-week period and found that CR BOCES [T staff was not onsite 7 out of the
42 weeks.

b. NERICdoes not have a systemin place to ensure the attendance of the assigned technician.
The assigned NERIC IT technician did not sign in or badge in on time “various” instances. According
to the Cooperative Service Agreement the assigned technicianis supposedto be onsite one full day
perweek (8 hours per day).

Audit Recommendation:

NERIC should develop aformal log to keep track of IT staff who are out in the field. NERICshould ensure
there is a technician on site at TVHS at least one per week.

#2 Observation and Recommendation

Observation Summary:

Help Desk tickets and response for support.
a. Audit staff review 35 service tickets. There were 13 instances where tickets were not closed timely.
b. Instanceswere identified where therewas insufficient detail notes in the ticket to indicate when
they address the issue and update the requestor.
¢. TVHS staff noted thattickets are not always addressed timely.

An Equal Opporiunity Employer
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RE: TVHS 20-21 Information Technology Audit- Report date: July 23, 2021 forFiscal Yr 20-21

Audit Recommendation:

NERICshould devise aformal process to ensure they are answering help desk tickets in a timely mannerand
provide training to all technicians assigned to resolve tickets. Training should include methods to maximize
documentation of valuable detail in tickets and to make sure issues are addressed timely.

#3 Observation and Recommendation

Observation Summary:

TVHS has not implemented two-factorauthentication

a.}) Thereis no two-factor authentication for email, Google drive or Google classroom
Audit Recommendation:

TVHS should considerimplementing two factor authentication for staff email and Google drive. TVHS
should also consider if they would have staff use their cell phone or a token for authentication.

Capital Region BOCES Response

The Capital Region BOCES has several concerns regarding the Risk Assessmentand Internal Audit. Our
concern and response centers on the following areas:

¢ Independence and Objectivity
e Focus, Scope and Necessity of the Internal Audit
e Response toAudit Observations and Recommendations.

Independence and Objectivity

One of the central tenants of an audit function is the notion of independence and objectivity.
Governmental Auditing Standards and the Institute for Professional Practice of Internal Auditors and the NYS
Education Department have outlined recommended relationship standards to ensure independence and
objectivity and to prevent the appearance of a conflict of interest.

There are several relational circumstances that are presentinthe operation of the Tech Valley High
School that could be construed to be in contravention of best practice standards for independence and
objectivity as it relates to TVHS. Below are examples of this:

e Tech Valley High School (“TVHS"} is a joint program combining both Questar|ll BOCES and Capital
Region BOCES. TVHS’s Board and the management decisions forthe programare made up of
members from both BOCES. Since the internal audit functionis a service within Questar BOCES, it is
questionable if a level of Independence can be maintained in regard to operations managed and/or
decisions made by Questar management with respect to TVHS.

e Internal Audit guidelines published by the New York State Education Department state that BOCES
are notallowed to be the internal auditor to their componentschools. AlthoughTVHSis nota

2
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RE: TVHS 20-21 Information Technology Audit- Report date: July 23, 2021 for Fiscal Yr 20-21

component school, it operates in an substantial position of influence in this setting as Questaris
significantly involved in the management of the school.

The current year's risk assessment report identifies deficiencies that have management responses
supplied by Questar. This alone would send up a red flag to the State Education Departmentor the
NYS Comptroller’s Office, since Questaris essentially auditing themselves in this matter and the
management of Questar is responding to the internal audit service operated by Questar.

Focus, Scope and Necessity of the Internal Audit

Internal Audits in NYS public schools were first legislated in 2005 as part of the NYS State budget

in response financial malfeasance and incompetence occurring at school districts across the state.

The legislation and subsequent requirementsin the Comptroller's five-point plan were focused

on improving financial controls for school districts and BOCES at the organization or entity level. In
response boards of education created audit committees to oversee the assessment process and to
select areas of audit based on the level of level of risk.

Since 2005 legislation stipulating who is required to maintain an internal audit function also

changed. Currently school districts who employ less than 8 teachers, have less than $5 million in
expenditures OR have fewerthat 1,500 enrolled students are NOT required to maintain an internal audit
function.

TVHS is a BOCES program operated jointly by two BOCES and operatesin much the same way as
all BOCES Instructional programs. It is not a “school district”, it is a high-schoollevel BOCES
program, therefor there is no requirementto maintain or have an internal audit function.
Districts electto participate and send students and are charged a tuition similar to Careerand
Technical Education programs. Budgets are developed based on program needs and tuitionis
set based on the revenues needed to balance the budget. Thus, the internal audit in this context
is analogous to conducting an internal audit of a specific BOCES program.

The internal audit function has always been intended to focus on internal control structures
related finances, NOTtechnology. The risk assessmentand audit scope related to information
technology has been added to the financial controls scope. An assessment of IT controls should
be conducted as an IT audit or assessment, using audit or assessment frameworks specificto
information technology such as NISTCSF. This audit was conducted underthe guise of a
financial controls framework, notan [T assessment framework

The scape focused primarily on a self-selected service performance criteria used to evaluate
NERIC staff. There appears to be little to no focus on T practices associated with security
practices or school operations where technologies are present, suchasthe its’ use in
instructional programming.
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RE: TVHS 20-21 Information Technology Audit- Report date: July 23, 2021 forFiscal Yr 20-21

An Internal Audit usually involves a risk assessment and then aselected “focus area”. However,
the review of the risk assessment and the selection of the focus area is usually performedthe
Board or the Board’s Audit Committee. Duringthe pastyear’s review, it appears that the Risk
Assessment results were not discusse d with the TVHS Board or Audit Committee, and it also
appears that the Board or Audit Committee did not select of the audit focus area. Usually, the
area selected is an area of significant risk. This audit was essentially an audit of services by the
other BOCES that jointly manages TVHS. This would appear to be a conflict by having one arm
of management, auditing the other managing group. Again, creating perceptions of a fack of
independence.

As a matter of law each of the BOCES conducts an annual assessment and internal audit of their
own financial operations as well external audits of financial operations. The audit of an internal
BOCES program, such as TVHS, creates unnecessary redundancy and expensefor both
organizations.

Response to Audit Observations and Recommengdations

In response to the three observations and recommendations appearingin the audit;

NERIC supportto TVHS is a cooperative IT suppart model. Meaning that the TVHS IT needs are
supported through ateam of technicians. Service is not delivered and built to be located “on
site”, to support the needs of TVHS, thereforthe observation and recommendation related to
NERIC staffing presence, is not an indicator of a lack of support but a reflection of the mannerin
which the cooperative technology service is executed. Supportsincluded in the service are:

o Onsite staff as needed {tentative ”day”'to be onsite to handle physical tickets.

o Check-ins with Technical Operations Manager regarding problems and projects.

o Central site supportfrom Network and Server Support teams {monitoring, break fix and

project planning support).
o Overall staff resources that can assist with TVHS needs is 20+ staff as part of this service.
o Securitytool licensing and support (CrowdStrike and Umbrella).

During the audit period NERIC staff responded to 298 requests for supportand closed 275
tickets. 23 remained open after the audit period as they were part of a longerterm remediation
issue. Additionally, NERIC staff have been reminded of the need to complete service tickets
timely and in a complete manner providing adequate notesinthe ticket.

The lack of twao-factor authentication is a responsibility of the administration of TVHS not NERIC
staff. NERIC staff can assist in the implementation of this control butthis needstobe an
initiative directed by the administrative leadership at TVHS.
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RE: TVHS 20-21 Information Technology Audit- Report date: July 23, 2021 for Fiscal Yr 20-21

In closing, the TVHS Board should consider the value and efficacy associated with maintaining an
internal audit function. If there is a decision to continue an internal audit program for TVHS, its structure and
focus should be jointly decided by the TVHS Board of Education.




38

OUES

Audits Completed at other Districts:

» Human Resources

e Purchasing

o Staff Attendance

¢ Fixed Assets Inventory

¢ Information Technoiogy Inventory
e Claims Auditing

e Extraclassroom

» Cash Receipts/Disbursements

e Accounts Payable

e Payroll

¢ Information Technology

10 Empire State Boulevard » Castleton, New York 12033 « 518 477-8771 « FAX: 518-477-9833
THE BOARD OF COOPERATIVE EDUCATIONAL SERVICE FOR RENSSELAER » COLUMBIA « GREENE COUNTIES
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"HIGH SCHOOL

TECH VALLEY HIGH SCHOOL

INTERNAL CLAIMS AUDIT REPORT
Nov - Dec 2021

Warrant # Description Check Dates  Amount Checks Issued EFT's Check Series
25 General Payable 11/3/2021 S 48,260.06 2 0 4582-4583
26 Federal - 11/3/2021 § 17,292.00 1 0 4584
27 Payroll Deductions 11/10/2021 $§ 18,137.53 2 7 11349-11350
28 Payroll Deductions 11/24/2021 $§ 18,855.16 2 7 11352-11353
29 General Payables 11/24/2021 § 48,613.25 7 0 4585-4591
30 Extra-classroom 11/24/2021 S 250.00 1 Q 1058
31 T&A Misc. 11/24/2021 S 5,542.08 1 0 11354
32 General Payables 12/1/2021 S 16,879.00 1 0 4592
33 Payroll Deductions 12/8/2021 S 18,429.11 2 7 11357-11358
34 Payroll Deductions 12/22/2021 5 18,313.44 2 7 11361-11362
35 General Payables 12/22/2021 § 52,304.62 12 0 4593-4604
36 T&A Misc 12/22/2021 & 5,542.08 1 0 11363

Period Totals S 268,418.33 34 28
Exceptions: Warrant Amount Vendor Explanation
None

Weckaod Wot

Michael T. Wolff, C.1.A, 47
Internal Claims Auditor
Tech Valley High School

January 3, 2022
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REVENUES
Estimated Number of Sfudents

Tultlon

Tuitlon Other BOGES

Tultlon Non-Component

Speclal Eduaation Billlng

Legilslative Grant #1

Legislative Grant Indirect

Revenua for Carry Over Encumbrance
Refunds Prlor Years Expenses
Tach Vallay High School Foundation
Miscellaneous Revenue

Fund Balance

Contributed Rent

Interest Income

TOTAL REVENUES

ACTUAL APPROVED ACTUAL
RESULTS BUDGET Budget
202072021 202112022 2021/2022

132 130 130

2,125,000 1,787,500 1,787 600

o

47,223 31,860 31,860

- 260,000 259,000

450,666 460,666 480,666

17,282 17,292

73,052 68,116
314

- 16,000 15,000

25,213 5,000 5,000

104,304 104,304

695,951

96 100 100

2,731,564 2,674,722 3,435,788
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s of Décember.31,:2021

ACTUAL APPROVED ACTUAL
RESULTS BUDGEY Budget
2020/2021 202112022 2024/2022
EXPENSES
ADMINISTRATIVE
Personnel
Administrative Salaries 69,100 148,000 118,000
Supporl & Clerica) Salarles 52,840 £4,384 54,384
Fringe Beneflls 63,391 88,857 88,857
176,031 261,241 261,241
Equlpment
Equipment 35683 10,060 20,500
Materials & Supplies
General Supplies 12,000 10,000 10,000
Petlodicals - 500 500
Assels under $500 4,000 1,000 1,000
Meeting Expenses/Food & Grocery 1,000 -
Subscriptions 360 250 250
Software Licenses 5,600 4,600 4,600
19,950 16,260 16,250
Contractual
Telephone 7,005 9,605 9,605
Equip Repalr and Malnt 12,926 - 3,120
OTHER Operations & Maint 2,180 - 2,148
Insurance 45,468 47 466 46,666
Equlp Rentals & Leases/ Hardware Software Rental 8,181 34,306
Postage 1,600 1,000 1,000
Travel-in-District 385 1,000 1,000
Confsrence & Other Travel 693 5,000 3,000
Assoc Dues & Memberships/Staff Dev 13,000 12,000 14,800
Printing & Copying 500 1,000 1,000
Workshop Related Costs 250 250 260
Other Misc Expense 5180 5,000 5,000
Contributed Rent 695,951
Other Rental of Facility 84,120 86,700 86,700
179,256 169,021 904,545
Gontract Prof Gearvice
External Accountants & Auditors 17,115 7,898 16,730
Funding initlatives 17,282 17,292 17,292
Other Prof & Tech 433 -
34,840 25,190 33,022
School Districts & Other BOCES
BOCES/SCH DST -OTHER SRV 149,119 99,105 38,532
148,119 93,1956 38,632

Ocoupancy
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Data Communications
Claaning/Ancillary Lease costs

TOTAL ADMIISTRATIVE

ACTUAL APPROVED AGTUAL
RESULTS BUDGET Budget
202012021 202112022 202112022

8,855 8,756 19,345
£.855 8,765 19,345
602,744 £89,652 4,203,435
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INSTRUGTIONAL
Parsonnel

instructional Salaries
instructional Support Salaries
Substitute Teacher Salaries
instructional Authorizations
Non-nstructional Salaries
Non Inst Auth

Fringe Benefits

Equipment
Equipment

Materials & Supplies

Supplies
Texthooks

Assels under $500
Software Licenaes

Contractuat

Postage

Hardware Software Rental

Trael Exp Business

Staff Davelapment & Conferences Travel
Admissions

Transportation

Physical Education-Related Expendliures
Foad Seivice

Misc

BOCES/SCH DST -OTHER SRV

TOTAL INSTRUCTIONAL

TOTAL PROGRAM COSTS

COST PER STUDENT

SURPLUS OR (DEFICIT)

e

Data

f Dacember 3‘i;‘202'fi

ACTUAL APPROVED ACTUAL
RESULTS BUDGET Budget
202002021 202112022 202412022
1,047,223 1,082,422 1,005,427
214,183 182,076 180,104
9,040 2,500 3,550
- . 2,302
43,603 45,729 47,729
16,415
534,865 572,440 570,347
T.849,714 1,885,167 1,015,874
117.632 40,000 93,499
197,632 40,000 93,430
23,470 15,000 8,000
2,500 8,000 4,307
- 1,000 1,000
8,000 10,640 4,220
33,970 34,840 17,627
1,000 . -
42,480
500
300 4,200 700
1,300 3,200 1,200
- 10,500 3,500
- 2,000 178
59,962 50,000 50,000
3,800 3,000 3,000
6,362 72,800 101,568
28,858 49,396 13,896
2,096,536 2,082,103 2,142,353
2,699,280 2,671,756 3,435,788
$ 20,449 § 20552 § 26,429
$ 32,284 § (33) § {0)
Crn O \\

Transurer

I —

#laancy & !:laﬂé ]
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TECH VALLEY REGIONAL HIGH SCHOOL
EXTRA CLASSROOM ACGOUNT

o

s
Lof
MONTH OF Novambar 30, 2021
Gagh Balance as of: Qgtober 31, 20219
Exlra Glassroom- Key Bank 8,788.01
TOTAL BEGINNING CASH: $ 8,798.01
RECEIPTS:
Exlra Classroom- Key Bank -
TOTAL RECEIFTS! -
DISBURSEMENTS:
Exlra Classroonm- Key Bank 3560.00
TOTAL DISBURSEMENTS! 360,00
Cas (¢T3 ar 30, 202
+ - Exira Classroom- Key Bank 8,448.04
()
TOTAL ENDING CASH; $ 8,448.01 v~
BANK BALANCES
Balancs per ey Bank Stalement; ) $ 8,608.01
Lesa: Quistanding Checks- Key Checking $ (250.00)
{260.00)
Add: Daposlls In Translt § -
TOTAL $ 8,448.01
" He()
g A S
i I Veriilad B DSpuly Treasurer Prepared By Treasurer
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TECH VALLEY REGIONAL HIGH SCHOOL

CHECKING ACCOUNT

MONTH OF Novembet 30, 2021

avh 8 [ [4] aher 3
General Fund - Key Bank
Speclal Ald Fund - Key
T&A Fund - Key
Capilat Fund - Key

RECEIPTS:

General Fund - Key

Speclal Ald Fund - Key

Trust & Agency Fund - Key
Capllal Fund « Key

Intarest oh investmenls & Savings

DISBURSEMENTS:
General Fund - Key
Speclal Ald Fund - Key
Trust & Agency Fund - Key
Capltal Fund - Key

Cash B as of Novemb 202

General Fund - Key
Speolel Ald Fund - Key
T&A Fund - Kay
Capltal Fund - Key

b o o 0 i R I P o e et A o R e 3

BANK BALANCES
Balance per Key Bank Stalement:

Lass: Oulslanding Checks- Key Ghacking

Add: Deposlis in Transit

TOTAL

639,033.93
79,42048
(346.58)

140,641,99

$ 848,749,83

TOTAL BEGINNING CASH:

326,056,13
126,141,60

6,37

TOTAL RECEIPTS: 450,204,10

(196,361.01)
{42,665.20)
(126,232,06)

TOTAL DISBURSEMENTS: {364,638,67)

767,746,42
3B,484.68
{437.04)
130,641,600

$34,414.96

TOTAL ENDING CASH: $

-.nn-nu-u-—-_p—-—-ﬂ.-n—--n-u-—-—n—-—un—q-—-—u.—-—--—co—-m-—-u—-.—

$ 964,397.36

$  (19,082.39)
(18,982.39)

$ 934414.96

‘ Preparad‘"ﬁ'y Treasurer




TECH VALLEY REGIONAL HIGH SGHOOL

Ca ance as of Novembse 2024
General Fund - Key Bank

Speclal Ald Fund - Key

T8A Fund - Key

Copllal Fund - Key

RECEIPTS:

Qeneral Fund - Kay

Speclal Ald Fund - Key

Trusl & Agency Fund - Key
Capital Fund - Key

Interes! on Investments & Savings

D|SBURSEMENTS:
General Fund - Kay
Speclal Ald Fund - Kay
Trust & Agency Fund - Key
Gaplial Fund - Key

Cas alce as o 81, 2021
General Fund - Key

Spedlal Ald Fund - Key

T&A Fund - Key

Capllal Fund ~ Key

CHECKING AGCOUNT

MONTH OF December 31, 2021

TOTAL BEGINNING CASH;

TOTAL RECEIPTS:

TOTAL DISBURSEMENTS:

TOTAL ENDING CASH:

767,745,42
36,464.69
(437.04)

130.641,98

$ $3d,414.96

226,419.96

124,234.,01

7.50
360,661.47

(167.763.77)
{25,863.86)
(123,677.79)

(317,205,38),

826,419.11
10,800.73
(80,76}
130,641.09
$ 987,781.07

n-mnm..—u—.—-—ums-n-—;—.—.-ua-uu—u-:u—-y--m--c-—t-v—nm-ma.»---lu—cnpmun—n—t-mlw-'-—-uHH—HMIH’AP‘*H‘—*M

BANK BALANCES
Balance par Key Bank Siatementl:

Less: Outslanding Ghecks- Key Checking

Add: Daposlis [n Transil

TOTAL

NN Q,B\S.)d\:u\\

Verifiad By Deputy Treasurer

$ 871,076.91

(4,005.84)
{4,005.84}

$ 987,781.07

~Andesg A AN

Prepared By Tressurer




TECGH VALLEY REGIONAL HIGH SCHOOL
EXTRA CLASSROOM ACCOUNT

MONTH OF December 34, 2021

Gash Batanve ge of: Movember 30, 2021
Exira Classroom- {Cay Bank 8,448.01

TOTAL BEQINNING CASH: $ 8,448.01

RECEIPTS: :
Extra Classroom- Key Bank -

TOTAL RECEIPTS: ; v

DISBURSEMENTS;
Extra Glassroom- Key Bank

TOTAL DISBURSEMENTS: d

Balanee as of Da er 31, 20 )
Exira Classroom- Key Bank 8,448.01

TOTAL ENDING CASH: $ 8,448.01

-._-_._gm‘n._._,_am._._._._.....,,...,_.._.m.,_.,,_...—._,...._....._._-...—ouu-u-n-m-.—-._.—n—uu-—wu-—-n—um-

BANK BALANCES
Batance per Key Bank Statemant: . $ 8,448.01

Less: Outstanding Chacks- Key Checking

Add: Deposits in Transtt $ -

TOTAL $ 8,448.01

SO ~Andiba D00

Variﬂed by Deputy Treasurer Propared By Treasurer
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Bank

CASH MANAGEMENT MASTER AGREEMENT

Customer: TECH VALLEY HIGH SCHOOIL.

TD Bank, N.A. (“Bank”) provides a broad range of non-consumer cash management products and services to its customers. The
customer identified above (“Customer”) wishes to use, and Bank is willing to provide to Customer, those services that have been
checked below:

I, TD eTreasury Services {APPERdiX 1) coovovimiemsiiniiinnmimssimessstesssssssstssssssrsssannes B4
2.  TD ACH Origination Services (Appendix I} oo . B4
3. TD Wire Transfer Services (Appendix II1) oo <]
4. TD Sweep Services (APPendix IV) o i ssssssesssssse e I:]
5. TD Positive Pay Services (APPendix V) ..ot X
6. TD Controlled Disbursement Services (Appendiz VI [l
7. TD Lockbox Services (Appendix VII ..o mrcvemmreimmeiistissiessissssssssssassanssnsssesss |
8. TD Digital Express Services (Appendix VIIL) .......cocnivcrimmmmmmmrrmnmm s K
9. TD Account Reconcilement Services - Full (Appendix D) X
10. TD Account Reconcilement Services — Partial {Appendix X) ..o, ]
11, TD Deposit Reconcitement Services (Appendix XI) v l:|
12. TD Check Imaging Services (Appendix K1)t ]

13. TD Zero Balance Account Services (Appendix XIIL) .o...eevreveeereresseceessmseessonsessssess L)

14. TD Currency Services (APPendiz XTV ) ... orevroreessemssmmsssmmssmmsenssnrrrsersesssssssssssssssss B

15. TD EscrowDirect Services {Appendix XV) .o 1
16. TD Information Reporting File Transmission Services (Appendix XVI) coovcvienne, [:I
17. TD Data Exchange Services (Appendix XVIE) ..o |
18. TD ACH Third Party Sender Services (Appendix XVIID. oo, ]
19. TD Image Cash Letter Services (Appendix XD} .oooiiemmmnims s ]
20. TD Healthcare Remittance Management Services (Appendix XX) ..o 1
21. TD Data Transmission Services (Appendix XKD ..c..occcvrvervs et [
22, TD ACH Positive Pay Services (Appendix XXIE) .o X
23, TD Currency Services for Smartsafe (Appendix XX .o O

Iaof6i 1018
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24, TD Electronic Bill Payment Presentment & Payment Services (Appendix XXIV) we L]
25. TD Integrated Payables Processing Services (Appendix XX V) v 1
26. TD Electronic Lockbox (Bill Payment Aggregation) Services (Appendix XXVI)..... D
27. TD Paymode-X Services (Appendix XXVIL) .o isssssmscsssesinns |___]
28, TD Integrated Receivables Services (Appendix XX VI .o O

The “Cash Management Service(s)” or “Service(s)” shall hereafter mean the cash management service(s) identified above and
provided by Bank (and/or Bank’s third-party service providers) to Customer pursuant to this Agreement, the Appendices, including
Amended Appendices, as defined below, exhibits, Setup Formy(s), and any service guides or manuals made availabie in writing to
Customer by Bank.

Agreement

This Cash Management Master Agreement is by and between Bank and Customer. This Cash Management Master Agreement
shall be and is hereby incorporated by reference into and forms part of the "Contract” between the parties, the terms of which
include: (1)} the Request for Proposal (the "RFP"); and this Agreement . The Parties agree that any ambiguity, conflict or
inconsistency in the foregoing documents that together constitute the Contract shall be resolved in the following order: (1) this
Agreement; (2) and the RFP. Any and all ambiguities in the RFP documents, the RFP awards, the Agreement, or related documents
shall be constructed in favor of Customer,

Bank agrees to provide to Customer and Customer agrees to use certain Cash Management Services {as defined above) offered and
approved by Bank for Customer's use. Bank and Customer agree that the Cash Management Services will be governed by the
general terms and conditions of the Contract, including the rules and procedures applicable to each of the Services (collectively,
the “Rules™). The Rules are contained in the Appendices to this Agreement, and are hereby incorporated in and made a part of this
Agreement.

The following terms and conditions are applicable to all Cash Management Services provided to Customer hereunder.

1. Definitions,  Capitalized terms used in this “Appendix” means a description of the rules and

Agreement and in any Appendix, unless otherwise defined
herein or therein, shall have the meanings set forth below:

“decess Devices” means collectively all security,
identification and authentication mechanisms, including,
without limitation, security codes or tokens, PINs, electronic
identities or signatures, encryption keys and/or individual
passwords associated with or necessary for Customer’s
access to and use of any Cash Management Services.

“Aecount” means an Account, as such term is
defined in the Account Agreement, used in connection with
any Cash Management Services.

“decount Agreement” means the DBusiness
Deposit Account Agreement issued by Bank and governing
Customer’s deposit relationship with Bank, as the same may
be amended from time to time.

“Affiliate(s)” means, with respect to any party,
any company conirolled by, under the control of, or under
commeon control with such party.

“Admended Appendix” means an amendment to an

Appendix that supplements or revises, but does not revoke
in its entirety, a prior Appendix for a particular Service.

24f61

procedures applicable to a particular Service to be provided
by Bank to Customer prior to signing this Agreement and
attached to this Agreement. Each such Appendix, including
any Amended Appendix, is incorporated herein by reference
and made a part hereof, and all references herein to
Agreement shall be deemed to include all Appendices unless
otherwise expressly provided. If there is any conflict
between the provisions of this Agreement and any Appendix
or Amended Appendix, the Appendix or Amended
Appendix shall govern, but only to the extent reasonably
necessary to resolve such conflict.

“Authorized Representative” means a person
designated by Customer as an individual authorized to act on
behalf of Customer with respect to certain matters and/or
authorized to access and use the Services, as evidenced by
certified copies of resolutions from Customer’s board of
directors or other governing body, if any, or other certificate
or evidence of authority satisfactory to Bank, including,
without limitation, any Customer enroliment or Setup
Form(s) completed by Customer.

“Bank Internet Systen?” means Bank’s Internet-
based electronic information delivery and transaction
initiation system, as may be offered by Bank from time to
time, including but not limited to Bank's ¢Treasury Services.

1018



54

“Bank Internet System Appendix® means the
agreement issued by Bank prior to signing this Agreement
that governs Customer’s use of the Bank Internet System.

“Business Day” has the meaning given to it in the
Account Agreement.

“Calendar Day” has the meaning given to it in the
Account Agreement.

“Primary Account” means the Account
designated in writing by Customer to which any direct
Service fees due Bank may be charged in accordance with
this Agresment, Unless otherwise agreed upon in writing by
Bank, the address for Customer associated with the Primary
Account shall be the address to which all notices and other
communications concerning the Services may be sent by
Bank,

“Substitute Check” has the meaning given to it in
Section 3(16) of the Check Clearing for the 21 Century Act
{“Check 21™), P.L. 108-100, 12 U.S.C. § 5002(16).

2. The Services.

2.1 Bank shall provide to Customer, subject
to this Agreement and the applicable Appendix, all Cash
Management Services that Customer may request in writing
and that Bank may approve from time to time. Bank shall
not be required to provide any Services specified in an
Appendix unless Customer also provides all information
reasonably required by Bank to provide to Customer the
Service(s) specified therein.

2.2 Customer, through its Authorized
Representative, may use the Services solely in accordance
with the terms and conditions of this Agrecment and the
related Appendices.

2.3 With the exception of scheduled off-
peak downtime periods, Bank shall make all reasonable
efforts to make the Services available to Customer each
Business Day.

2.4 Access to on-line or Internet-based
Services may be denied for various reasons, including if
invalid Access Devices are used or if the user exceeds the
number of invalid attempts allowed by Bank.

2.5 Customer s authorized to use the
Services only for the purposes and in the manner
contemplated by this Agreement.

2.6 Customer agrees to  reasonably
cooperate with Bank, as Bank may reasonably request, in
conjunction with the performance of the Services.

2.7 Customer agrees to comply with the
Rules, as they may be amended from time to time by Bank.

2.8 A number of Bank’s Services are
subject to processing cut-off times on a Business Day.
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Customer can obtain information on Bank’s current cut-off
time(s) for Service(s) by reviewing the relevant Service’s
Setup Form(s), as applicable, or by calling Treasury
Management Services Support at 1-866-475-7262, or by
contacting Customer’s Treasury Management Services
Representative. Instructions received after a cut-off time or
on a day other than a Business Day will generalty be deemed
received as of the next Business Day.

2.9 Except for the Service Fees (as further
defined in Section 4.2 of this Agreement} and scope of
included Services applicable to the Term of the Contract as
further described in Section 14 of this Agreement. Bank may
make changes to this Agreement and any Appendix at any
time by providing notice to Customer in accordance with the
terms of this Agreement or as may be required by applicable
law. Notwithstanding anything to the conirary herein, any
Appendix that provides for an alternative form and methed
for making changes to such Appendix and for providing
notice of the same shall govern for that Service. Further,
notwithstanding anything to the contrary in the Contract, if
Bank believes immediate action is necessary for the security
of Bank or Custorner funds, Bank may immediately initiate
changes to any security procedures associated with the
Services and provide prompt subsequent notice thereof to
Customer.

2.10 In connection with this Agreement and
the Services, Customer agrees that it shall present, and Bank
shall have a duty to process, only Substitute Checks that are
created by financial institations; provided, however, that this
limitation shall not apply to Substitute Checks created with
data from Customer pursuant to any Appendix for Services
involving the creation of electronic check images using
check conversion technology.

3. Covenants, Representations and Warranties.

3.1 Customer represents and warrants that
the individual(s) executing this Agreement and any other
agreements or documents associated with the Services
has/have been authorized by all necessary Customer action
to do so, to issue such instructions as may be necessary to
garry out the purposes and intent of this Agreement and to
enable Customer to receive each selected Service. Bach
Authorized Representative whom Customer permits to
access and use the Services is cduly authorized by ali
necessary action on the part of Customer to (i) access the
Account(s) and use the Services; (if} access any information
related to any Account(s) to which the Authorized
Representative has access; and (iii) engage in any transaction
relating to any Account(s) to which the Authorized
Representative has access,

32 Bank may unconditionally rely on the
validity and accuracy of any communication or transaction
made, or purported to be made, by an Authorized
Representative and in accordance with the terms of this
Agreement,

33 Customer shall take all reasonable
measures and exercise all reasonable precantions to prevent
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the unauthorized disclosure or use of all Access Devices
associated with or necessary for Customer’s use of the
Services.

34 Customer is not a “consumer™ as such
term is defined in the regulations promulgated pursuant to
the Gramm-Leach-Bliley Act, 15 U.S.C. § 6801 et seq., nor
a legal representative of a “consumer.”

3.5 Customer shall use the Services only for
its own lawful business purposes. Customer shall not use the
Services for or on behalf of any third party, except as may
otherwise be approved by Bank in its sole and exclusive
discretion, and as further described in Section 33. Customer
shall take all reasonable measures and exercise reasonable
precautions to ensure that Customer’s officers, employees
and Authorized Representatives do not use the Services for
personal, family or houschold purposes, or for any other
purpose not contemplated by this Agresment,

3.6 Customer agrees not to use or attempt to
use the Services (a) to engage in any illegal purpose or
activity or to violate any applicable law, rule or regulation,
{b) to breach any contract or agreement by which Customer
is bound, or (c) to engage in any Internct or online gambling
transaction, whether or not gambling is legal in amny
applicable jurisdiction, or (d) to engage in any transaction or
activity that is not specifically authorized and permitted by
this Agreement. Customer acknowledges and agrees that
Bank has no obligation to monitor Customer’s use of the
Services for transactions and activity that is impermissible
or prohibited under the terms of this Agreement; provided,
however, that Bank reserves the right to decline to execute
any transaction or activity that Bank believes violates the
terms of this Agreement.

37 Customer and Bank shall comply with
(i) all applicable federal, state and local laws, regulations,
rules and orders; (ii} the Account Agreement;, (iii) all
applicable National Automated Clearing House Association
(“NACHA™) rules, regulations, and policies; (iv) the
Uniform Commercial Code; (v) Office of Foreign Asset
Confrol (FOFAC™) requirements; and (vi) all applicable
laws, regulations and orders administered by the U.S.
Department of the Treasury’s Financial Crimes Enforcement
Network (“FinCEN”) (collectively (i) through (vi),
“Compliance Laws™).

38 Bank represents and warrants that: (i) it
has the authority to enter into this Agreement and it shail be
bound by the terms herein; (ii) the exccution, performance
and delivery of any term of this Agreement or any Appendix
does not infringe upon the legal rights of another individual
or entity and does not create a default under any other
agreement, contract or obligation of Bank; (iii) it will use
due care in providing Services in a professional and
workmanlike manner; (iv) it will use reasonable efforts to
prevent the Services from containing known viruses, worms,
Trojan horses, keysiroke loggers, rootkits, spyware,
dishonest adware, malware, ransomware, crimeware or ther
harmful, malicious or unwanted software code, files, scripts,
agenis or programs; (v) it is the valid owner of the Services
(including any documentation, updates, subscriptions,
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replacements, enhancements, improvemnts, or
modifications thereof); (vi) the Services or any part thereof
or any intended use thereof by Customer do not and will not
infringe the intellectual property or other rights of any third
party, including, without limitation, any patent, copyrigh,
trade secret or other proprietary right of any third party; (vii)
it will deliver the Services free from claims of any third party
for infringement, including without limitation, of patents,
trademarks andcopyrights, imporper use of intellectual
property, or misappropriation of trade secrets; (viil) it
maintains adequate cybersecurity systems, backup, and
other protocols, policies, and procedures that are in
accordance with applicable federal and state law and
industry standards to protect the sccurity of Customer's
confidential information and prevent and guard against a
hack or data breach, including without Ilimitation,
maintaining physical, technical, administrative, and
operational controls and risk monitoring processes, as well
as conducting periodic self-assessments of the security of the
Services and its processes and practices with regard to the
security of the Services; and (ix) it shall not collect, process,
store, maintain, or transfer Customer's persenally
idenitifiable information outside of the United States and if
Bank collects, processes, stores, maintains, or transfers
Customer's personally identifiable information outside of the
United States, Bank assumes full responsibility for
compliance with foreign data privacy laws and full liability
for any non-compliance with foreign data privacy laws.

4, Account Agreement; Service Fees.

4.1 Bank and Customer agree that any
Account established by Customer in connection with
Services offered by Bank shall be governed by the Account
Agreement, including one or more fee schedules issued by
Bank for the Account. If there is any conflict between the
terms and provisions of this Agreement and the Account
Agreement, the terms and provisions of this Agreement shall
govern, but only to the extent reasonably necessary to
resolve such conflict.

4.2 During the Term of the Agreement, as
described in Section 14, Customer agrees to compensatc
Bank for all Accounts and Services that Bank provides
pursuant to this Agreement, any Appendices, and in
accordance with the Proposal(the “Service Fees™). Any fees
and charges associated with Accounts or Services that are
not specified in the Contract shall be governed by Bank's
standard schedule of fees and charges applicable to Accounts
or Services generally, By signing below, Customer
acknowledges receipt of the Account Agreement and
acceptance of the Service Fees, and agrees to be bound by
their terms.

4.3 Customer authorizes Bank to charge the
Primary Account for all applicable charges and fees to the
extent that such charges and fees are not offset by carnings
credits or other allowances for Customer’s Account(s). If
the balance of available funds in the Primary Account is not
sufficient to cover such fees, Bank may charge such fees to
any other deposit Account mainiained on Bank’s records in
Customer’s name. Customer also agrees to pay all sales, use
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or other taxes (other than taxes based upon Bank’s gross
receipts, net income, or assets) that may be applicable to the
Services provided by Bank hereunder.

44 During the Term of this Agreement, as
described in Section 14, Bank may not amend Service Fee(s)
associated with those Services provided by Bank in
accordance with the Contract, unless by mstual written
agreement of the parties, Bank acknowledges and agrees that
the fees reflected in the Proposal, shall control and be in
effect for the Term of this Agreement. Notwithstanding the
foregoing, Bank may charge or amend Service Fee(s)
associated with new or additional Services that Customer
may request that are not included in the Services under the
Contract,

S. Customer Information. Customer agrees to
provide to Bank, before Bank begins providing any Services
to Customer, any and all information that Bank requests in
writing required to comply with applicable law and Bank’s
policies and procedures relating to customer identification
and authority. Such information may include, without
limitation, official certificates of customer existence, copies
of Customer formation agreements, business resolutions or
equivalent documents, in a form acceptable to Bank
authorizing Customer to enter into this Agreement and to
receive Services from Bank pursuant hereto, and designating
certain  individuals as  Customer’s  Authorized
Representatives.

6. Software.

6.1 Bank may supply Customer with certain
software owned by or licensed to Bank to be used by
Customer in connection with the Services (“Software”).
Customer agrees that all such Software is and shall remain
the sole property of Bank andfor the vendor of such
Software. Customer agrees to comply with all of the terms
and conditions of all license and other agreementis which are
provided to Customer in wiiting by Bank and/or the
Software vendor and/or which govern Customer’s use of
Software associated with the Services. Unless otherwise
agreed in writing between Bank and Customer, Customer
shall be responsible for the payment of all costs of
installation of any Software provided to Customer in
connection with the Services, as well as for selection,
installation, maintenance and repair of all hardware required
on Customer’s premises for the successful operation of the
Software,

6.2 Except as  otherwise  expressly
prohibited or limited by applicable law, Customer shall
indemnify, defend and hold harmless Bank, its successors
and assigns, from and against any loss, damage or other
claim or liability attributable to Customer’s unauthorized
distribution or disclosure of any Software provided with the
Services or any other breach by Customer of any Software
license. The provisions of this paragraph shall survive
termination of this Agreement.

6.3 Any breach or threatened breach of this
Section will cause immediate irreparable injury to Bank, and
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Customer agrees that injunctive relief, including preliminary
injunctive relief and specific performance, should be
awarded as appropriate to remedy such breach, without
limiting Bank’s right o other remedies available in the case
of such a breach, Bank may apply to a court for preliminary
injunctive relief, permanent injunctive relief and specific
performance, but such application shall not abrogate Bank’s
right to proceed with an action in a court of compstent
jurisdiction in order to resolve the underlying dispute.

7. Computer Requirements. For certain Cash
Management Services, Customer will need to provide, at
Customer’s own expense, a computer or similar Internet-
enabled device, software and Internet or other connections
and equipment as needed to access the Services
(collectively, the “Computer”), Customer’s Internet or other
web browser software must support & minimum 128-bit SSL,
encryption ar other security measures as Bank may specify
in writing. Customer’s browser must be one that is certified
and supported by Bank for optimal performance. Customer
is responsible for the installation, maintenance and operation
of the Computer and all related charges, including without
limitation all Internet service provider, telephone and other
similar charges incurred in connecling to the Services.
Customer is responsible for installing and maintaining
appropriate virus protection software on Customer’s
Computer. Bank recommends that Customer routinely scan
the Computer using reliable virus protection products, and to
remove any viruses found using such products, Bank is not
responsible for any errors or failures caused by any
malfunction of the Computer. Bank is not responsible for
any Computer virus or related problems that may be
associated with access to or use of the Services, amy
Software, the Computer or other Internet access, including
but not limited to any virus, Trojan horse, worm, keystroke
logger, rootkit, spyware, dishonest adware, crimeware or
other malicious or unwanted software or related problems
that may be associated with access to or use of the Services,
any Software ot the Computer. Bank also is not responsible
for any losses or delays in transmission of information
Customer provides to Bank or otherwise arising out of or
incurred in connection with the use of any Internet or other
service provider providing Customer’s connection to the
Internet or any browser software. From time to time, Bank
may require that Customer upgrade or install software to the
Computer to ensure the proper operation of the Services.
Customer agrees to promptly load any such upgrades or
additional installations upon Bank’s notice to Customer.

8. Bank Third Parties.

8.1 Customer acknowledges that certain
third parties, agents or independent service providers
{(hereinafter “Third Parties”) may, from time to time, provide
services (“Third Party Services™) to Bank in connection with
Bank’s provision of the Services to Customer and that
accordingly, Bank’s ability to provide the Services
hereunder may be contingent upon the continuing
availability of certain services from such Third Parties.
Third Party Services may involve the processing and/or
transmission of Customer’s data, instructions {oral or
written) and funds. In addition, Customer agrees that Bank
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may disclose Customer’s financial information to such Third
Parties (i) where it is necessary to provide the Services
requested; (ii) in order to comply with laws, government
agency rules or orders, court orders, subpoenas or other legal
process ot in order to give information to any government
agency or official having legal authority to request such
information; or (ifi) when Customer gives its written
permission, Bank shall enter into appropriate agreements
with any such Third Parties requiring said Third Parties to
maintain the confidentiality, privacy, and security of
Customer's information in accordance with applicable laws
and standard industry best practices,

82 Rank will be responsible for the acts and
omissions of its Third Parties in the same manner as if Bank
had performed that portion of the Services itself, and no
claim may be brought by Customer against such Third
Parties. Notwithstanding the foregoing, any claims against
Bank (with respect to the acts or omissions of its Third
Parties) or its Third Parties shall be subject to the limitations
of liability set forth herein to the same extent as if Bank had
performed that portion of the Services itself. However, Bank
will not be deemed to be the agent of, or responsible for, the
acts or omissions of any person (other than its Third Parties},
and no such person shali be deemed Bank’s agent.

9, Customer Communications; Security
Procedures.
9.1 In providing the Setrvices, Bank shall be

entitled to rely upon the accuracy of all information and
anthorizations received from Customer or an Authorized
Representative and, where applicable, the authenticity of any
signatures purporting to be of Customer or an Authorized
Representative. Customier agrees promptly to notify Bank
of any changes to any information or authorizations provided
to Bank in connection with the Services, and further agrees
to prompily execute any new or additional documentation
Bank reasonably deems necessary from time to time in order
to continue to provide the Services to Customer.

9.2 Customer agrees that it shall be solely
responsible for ensuring its compliance with any
commercially reasonable security procedures established by
Bank in connection with the Services, as such may be
amended from time to time, and that Bank shall have no
liability for any losses sustained by Customer as a result of a
breach of security procedures if Bank has complied with the
security procedures.

9.3 Bank shall be entitled to rely on any
written list of Authorized Representatives provided to Bank
by Customer until revoked or modified by Customer in
writing, Customer agrees that Bank may refuse to comply
with requests from any individual until Bank receives
documentation reasonably satisfactory to it confirming the
individual’s authority. Bank shall be entitled to rely on any
notice or other writing believed by it in good faith to be
gemyine and correct and to have been signed by an
Authorized Representative. Bank may also accept verbal
instructions from persons identifying themselves as an
Authorized Represeniative, and Bank’s only obligation to
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verify the identity of such person as an Authorized
Representative shall be to call back such person at a
telephone number(s} previously provided in writing to Bank
by Customer as part of the Account or Services’ Setup
Form(s). Bank may, but shall have no obligation to, call
back an Authorized Represeniative other than the
Authorized Representative from whom Bank purportedly
received an instruction, Bank may, but shall have no
obligation to, request additional confirmation, written or
verbal, of an instruction received from an Authorized
Representative via telephone at any time or for any reason
whatsoever prior to executing the instruction. Bank may
also in its discretion require the use of security codes for
Authorized Representatives and/or for receiving instructions
or items from Customer. Customer understands and agrees,
and Customer shall advise each Authorized Representative
that, Bank may, at Bank’s option, record telephone
conversations regarding instructions received from an
Authorized Representative.

94 Any security procedures maintained by
Bank are not intended to detect errors in the content of an
instruction received from Customer or Customer’s
Authorized Representative, Any errors in an instruction
from Customer or Customer’s Authorized Representative
shall be Customer’s sole responsibility. Customer agrees
that all security procedures described in this Agreement and
applicable Appendix are commercially reasonable and that
Bank may charge Customer’s Account for any instruction
that Bank executed in good faith and in conformity with the
security procedures, whether or not the fransfer is in fact
authorized.

9.5 Each of Bank and Customer agrees to
adopt and implement its own commercially reasonable
internal policies, procedures and systems to provide security
to information being transmitted and to receive, store,
transmit and destroy data or information in a secure manner
to prevent loss, theft or unauthorized access to data or
information (“Data Breaches™), Each of Bank and Customer
also agrees that it will promptly investigate any suspected
Data Rreaches and monitor its systems regularly for
unauthorized intrusions. Each of Bank and Customer will
provide timely and accurate notification to the other party of
any Data Breaches affecting the other party when known or
reasonably suspected by Bank or Customer and will take all
reasonable measures, which may include, without limitation,
determining the scope of any data or transactions impacted
by any Data Breaches affecting the other party, and promptly
providing to the other party all such information to the extent
affecting the other party, subject to any limitation imposed
on Bank or Customer by law enforcement or applicable law
or regulation.

9.6 BANK’S SECURITY PROCEDURES
ARE STRICTLY CONFIDENTIAL AND SHOULD BE
DISCLOSED ONLY TO THOSE INDIVIDUALS WHO
ARE REQUIRED TO KNOW THEM OR AS
OTHERWISE PROVIDED BY LAW. IF A SECURITY
PROCEDURE WNVOLVES THE USE OF ACCESS
DEVICES, THE CUSTOMER SHALL BE RESPONSIBLE
TO SAFEGUARD THESE ACCESS DEVICES AND
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MAKE THEM AVAILABLE ONLY TO DESIGNATED
INDIVIDUALS. CUSTOMER HAS THE SOLE
RESPONSIBILITY TO INSTRUCT THOSE
INDIVIDUALS THAT THEY MUST NOT DISCLOSE OR
OTHERWISE MAKE AVAILABLE TO
UNAUTHORIZED PERSONS THE  SECURITY
PROCEDURE OR ACCESS DEVICES. CUSTOMER
HAS THE SOLE RESPONSIBILITY TO ESTABLISH
AND MAINTAIN ITS OWN PROCEDURES TO ASSURE
THE CONFIDENTIALITY OF ANY PROTECTED
ACCESS TO THE SECURITY PROCEDURE.

10. Fraud Detection / Deterrence; Positive Pay.
Bank offers certain products and services such as Positive
Pay (with or without payee validation), ACH Positive Pay,
and Account blocks and filters that are designed to detect
and/or deter check, automated clearing house (“ACH") or
other payment system fraud. While no product or service
will be completely effective, Bank believes that the products
and services it offers will reduce the likelihood that certain
types of fraudulent items or transactions will be paid against
Customer’s Account. Failure to use such products or
services could substantially increase the likelihood of fraud.
Customer agrees that if, after being informed by Bank or
after Bank otherwise makes information about such
products or services available to Customer consistent
with Section 27 of this Agreement, Customer declines or
fails to implement and use any of these products or
services, or fails to follow these and other Bank-identified
or recommended precautions reasonable for Customer’s
particular circumstances, Customer will be precluded
from asserting any claims against Bank for paying any
unauthorized, altered, counterfeit or other fraudulent
item that sach product, service, or precaution was
designed to detect or deter, and Bank will not be required
to re-credit Customer’s Account or otherwise have any
liability for paying such items, except to the extent that
Banlk has failed to exercise the required standard of care
under the Uniform Commercial Code.

11, Duty to Inspect. Customer is responsible for
monitoring all Services provided by Bank, including cach
individual transaction processed by Bank, and notifying
Bank of any errors or other problems within ten (10)
Calendar Days (or such fonger period as may be required by
applicable law) after Bank has made available to Customer
any report, statement or other material containing or
reflecting the error, including an Account analysis statement
or on-line Account access. Except to the extent otherwise
required by law, failure to notify Bank of an error or problem
within such time will relieve Bank of any and all liabiliey for
interest upon correction of the error or problem (and for any
loss from any subsequent transaction involving the same
etror or problem). In the event Customer fails to report such
error or problem within thirty (30) Calendar Days after Bank
made available such report, statement or on-line Account
access, the transaction shall be deemed to have been properly
authorized and executed, and Bank shall have no liability
with respect to any error or problem. Customer agrees that
its sole remedy in the event of an error in implementing any
selection with the Services shall be to have Bank correct the

7of 61

error within a reasonable period of time afer discovering or
receiving notice of the error frem Customer.

12, Overdrafts; Set-off. Bank may, but shall not be
obligated to, complete any transaction in connection with
providing the Services if there are insufficient available
funds in Customer’s Account(s) to complete the transaction.
In the event any actions by Customer result in an overdraft
in any of Customer’s Accounts, including but not limited to
Customer’s failure {o maintain sufficient balances in any of
Customer’s Accounts, Customer shall be responsible for
repaying the overdraft immediately, without notice or
demand. Bank has the right, in addition to all other rights
and remedies available to it, to set off the unpaid balance of
any amount owe it in connection with the Services against
any debt owing to Customer by Bank, including, without
limitation, any obligation under a repurchase agreement or
any funds held at any time by Bank, whether collected or in
the process of collection, or in any other Account maintained
by Customer at, or evidenced by any certificate of deposit
issued by, Bank. Except as otherwise expressly prohibited
or limited by law, if any of Customer’s Accounts become
overdrawn, under-funded or for any reason contain a
negative balance, then Bank shall have the right of set-off
against all of Customer’s Accounts and other property or
deposit Accounts maintained at Bank, and Bank shall have
the right to enforce its interests in collateral held by it to
secure debts of Customer to Bank arising from notes or other
indebtedness now or hereafier owing or existing under this
Agreement, whether or not matured or liquidated,

13. Transaction Limits.

13.1 In the event that providing the Services
to Customer results in unacceptable credit exposure or other
risk to Bank, or will cause Bank to violate any law,
regulation, rule or order to which it is subject, Bank may, in
Bank’s sole and exclusive discretion, without prior notice,
limit Customer’s transaction volune or dollar amount and
refuse to execute transactions that exceed any such limit, or
Bank may terminate any Service then being provided to
Cuostomer. Bank will provide notice of such limits
toCustomer in accordance with the terms of this Agreement.
Bank will communicate such limits to Customer as described
in Section 13 to the extent that and in the same from and
manner as Bank provides to all or substantially all of its Cash
Management Services customers,

132 Customer shall, upon request by Bank
from time to time, provide Bank with such financial
information and statements and such other documentation as
Bank reasonably determines to be necessary or appropriate
showing Customer’s financial condition, assets, liabilities,
stockholder’s equity, current income and surplus, and such
other information regarding the financial condition of
Customer as Bank may reasonably request to enable Bank to
evaluate its exposure or risk. Any limits established by Bank
hereunder shall be made in Bank’s sole discretion and shalt
be communicated promptly to Customer,

14. Term and Termination.
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14.1 This Agreement shall be effective when
(i) signed by an Authorized Representative of Customer and
Bank, and (ii) Customer delivers to Bank all documents and
information, including any Setup Form{s} and efectronic
data, reasonably required by Bank prior to commencing to
provide the Services or otherwise in accordance with the
Contract, and shall terminate three (3) years after the date set
forth on the signature page of this Agreement (the "Initial
Term™). The partics may renew this Agreement by mutual
written agreement of Customer and Bank for three (3)
additional and consectiwtive one (1} year periods (the
"Renewal Term{s)"). Bank will determine the adequacy of
such documentation and information in its sole discretion
and may refuse to provide the Services to Customner until
adequate documentation and information are provided.

14.2 This Agreement shall continue in effect
as described in Section 14.1, unless and until terminated by
cither party with thirty (30) Calendar Days® prior written
notice to the other. Either party may terminate an Appendix
in accordance with the provisions of this Section without
terminating either this Agreement or any other Appendix.
Upon termination of this Agreement or any Appendix,
Customer shall, at its expense, return to Bank, in the same
condition as when delivered to Customer, normal wear and
tear excepted, all property belonging to Bank and all
proprietary material delivered to Customer in connection
with the terminated Service(s).

143 If an Appendix is terminated in
accordance with this Agreement, Customer must contact
Treasury Management Services Support for instructions
regarding the cancellation of all future dated payments and
transfers. Bank may continue to make payments and
transfers and to perform other Services that Customer has
previously authorized or may subsequently authorize;
however, Bank is not under any obligation to do so. Bank
will not be Hable if it chooses to make any payment or
transfer or to perform any other Services that Customer has
previously authorized or subsequently authorizes after an
Appendix had terminated.

144 Notwithstanding the foregoing, Bank
may, without prior notice, terminate this Agreement and/or
terminate or suspend any Service(s} provided to Customer
pursuant hereto (i) if Customer or Bank closes any Account
established in connection with the Service(s) that is
necessary for the ongoing use of the Service(s) or necessary
for Bank to charge Service Fees, including, but not limited
to, closure of the Primary Account, (ii} if Bank determines
that Customer has failed to maintain a financial condition
deemed reasonably satisfactory to Bank to minimize any
credit or other risks to Bank in providing Services to
Customer, including the commencement of a voluntary or
involuntary proceeding under the United States Bankruptcy
Code or other statute or regulation relating to bankruptey or
relief of debtors, (iii) in the event of a material breach,
default in the performance or observance of any term, or
material breach of any representation or warranfy by
Customer, {iv) in the event of default by Customer in the
payment of any sum owed by Customer to Bank hereunder
or under any note or other agreement, as may be defined
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therein, (v) if there has been a seizure, attachmetd, or
garnishment of Customer’s Accounts, assets or properties,
(vi) if Bank believes immediate action is necessary for the
security of Bank or Customer funds or (vii) if Bank
reasonably believes that the continued provision of Services
in accordance with the terms of this Agreement or any
Appendix would violate federal, state or local laws or
regulations, or would subject Bank to unacceptable risk of
loss. In the event of any termination hereunder, all fees due
Bank under this Agreement as of the time of termination
shall become immediately due and  payable,
Notwithstanding any termination, this Agreement shall
remain in full force and effect with respect to all transactions
initiated prior to such termination.

15. Limitation of Liability; Disclaimer of
Warranties.

15.1 Customer acknowledges that Bank’s
fees and charges for the Services are very small in relation
to the amounts of transfers initiated through the Services
and, as a result, Bank’s willingness to provide the Services
is based on the limitations and allocations of Hability
contained in this Agreement. Unless expressty prohibited or
otherwise restricted by applicable law, the liability of Bank
in connection with the Services will be limited {o actual
damages sustained by Customer and only to the extent such
damages are a direct result of Bank’s gross negligence,
willful misconduct, or bad faith. In no event shall Bank be
liable for any consequential, special, incidental, indirect,
punitive or similar loss or damage that Customer may suffer
or incur in connection with the Services, including, without
limitation, attorneys’ fees, lost earnings or profits and loss or
damage from subsequent wrongful dishonor resulting from
Banl’s acts, regardless of whether the fikelihood of such loss
or damage was known by Bank and regardless of the basis,
theory or nature of the action on which a c¢laim is asserted.
Unjess expressly prohibited by or otherwise restricied by
applicable law, and without limiting the foregoing, except
for gross negligence, willful misconduct, or fraud, breaches
of the confidentiality and data security provisions hereundet,
or violations of law or regulation, Bank’s aggregate liability
to Customer for all losses, damages, and expenses incurred
in connection with any single claim shall not exceed an
amount equal to the monthly billing paid by, charged to or
otherwise assessed against Customer for Services over the
twelve (12) month-period immediately preceding the date on
which the damage or injury giving rise to such claim is
alleged to have occurred or such fewer number of preceding
months as this Agreement has been in effect.
Notwithstanding any of the foregoing, for transactions
which are subject to Article 4A of the UCC, Bank shall be
Hable for such damages as may be required or provided
under Article 4A or the Fedwire Regulations, as applicable,
except as otherwise agreed in this Agreement. This
Agreement is only between Bank and Customer, and Bank
shall have no liability hereunder to any third party.

152 Except as otherwise expressly provided
in Section 8 of this Agreement, Bank shall not be liable for
any loss, damage or injury caused by any act or omission of
any third party; for any charges imposed by any third party;
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ar for any loss, damage or injury caused by any failure of the
hardware or software utilized by a third party to provide
Services to Customer.

153 Bank shall not be liable or responsible
for damages incurred as a result of data supplied by
Customer that is inaccurate, incomplete, not current, or lost
in transmission. It is understood that Bank assumes no
liability or responsibility for the inaccuracy, incompleteness
or incorrectness of data as a result of such data having been
supplied to Cusiomer through data transmission.

15.4 Bank is not liable for failing to act
sooner than required by any Appendix or applicable law.
Bank alse has no liability for failing to take action if Bank
had diseretion not to act.

15.5 Bank shall not be responsible for
Customer's acts or omissions {including, without limitation, the
amount, accuracy, timeliness of transmittal or due
authorization of any entry, funds transfer order, or other
instruction received from Customer) or the acts or omissions of
any other person, including, without limitation, any Automated
Clearing House processor, any Federal Reserve Bank, any
financial institution or bank, any transmission or
communication facility, any receiver or receiving depository
financial institution, including, without limitation, the return of
an entry or rejection of a funds transfer order by such receiver
or receiving depository financial institutions, and no such
person shall be deemed Bank's agent. Bank shall be excused
from failing to transmit or delay in transmitting an entry or
funds transfer order if such transmittal would result in Bank's
having exceeded any limitation upon its inira-day net funds
position established pursuant to Federal Reserve guidelines or
otherwise violating any provision of any risk control program
of the Federal Reserve or any rule or regulation of any other
U.8. governmental regulatory authority. In no event shall
Bank be liable for any damages resulting from Bank’s action
or inaction which is consistent with regulations jssued by the
Board of Governors of the Federal Reserve System,
operating circulars issued by a Federal Reserve Bank or
general banking customs and usage. To the extent required
by applicable laws, Bank will compensate Customer for loss
of interest on funds as a direct result of Bank’s failure to
comply with such laws in executing electronic transfers of
funds, if such failure was within Bank’s control. Bank shall
not be liable for Customet’s attorney’s fees in connection
with any such claim.

. 156 EXCEPT AS OTHERWISE SET
FORTH IN THIS AGREEMENT, CUSTOMER
EXPRESSLY AGREES THAT USE OF THE SERVICES
IS AT CUSTOMER’S SOLE RISK, AND THE SERVICE
IS PROVIDED “AS 1S,” AND BANIKC AND ITS SERVICE
PROVIDERS AND AGENTS DO NOT MAKE, AND
EXPRESSLY DISCLAIM ANY, WARRANTIES, EITHER
EXPRESSED OR IMPLIED, WITH RESPECT TO THE
SERVICES, INCLUDING WITHOUT LIMITATION ANY
IMPLIED WARRANTIES OF MERCHANTABILITY,
FITNESS FOR A PARTICULAR PURPOSE, TITLE, OR
NON-INFRINGEMENT OF INTELLECTUAL
PROPERTY RIGHTS, OR THAT THE SERVICES WILL
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BE UNINTERRUPTED OR ERROR FREE, WITHOUT
BREACHES OF SECURITY OR WITHOUT DELAYS.
IN THOSE STATES THAT DO NOT ALLOW THE
EXCLUSION OR LIMITATION OF LIABILITY, THE
LIABILITY OF BANK AND ITS SERVICE PROVIDERS
AND AGENTS 1S LIMITED TO THE FULLEST
POSSIBLE EXTENT PERMITTED BY LAW,

15.7 The provisions of this Section 15 shall
survive termination of this Agreement.

16. Indemnification.

16.1 Except as otherwise  expressly
prohibited or limited by faw, Customer shall indemnify and
hold Bank harmless from any and all liabilities, losses,
damages, costs, and expenses of any kind (including,
without limitation, the reasonable fees and disbursements of
counsel in connection with any investigative, administrative
or judicial proceedings, whether or not Bank shali be
designated a party thereto) which may be incurred by Bank
due to any claim or action by any person, entity or other
third-party against Bank to the extent such claim or action
relates to or arises out of:

(i} any claim of any person that
(a) Bank is responsible for any act or omission of Customer
or (b) a Customer payment order contravenes or
compromises the rights, title or interest of any third party, or
contravenes any law, rule, regulation, ordinance, court order
or other mandate or prohibition with the force or effect of
law;

(ii} any failure by Customer to
observe and perform properly alt of its obligations hereunder
or any wrongful act of Customer or any of its Affiliates;

(iii) any breach by Customer of
any of its warranties, representations or agreements;

{iv} any action taken by Bank in
reasonable reliance upon information provided to Bank by
Customer or any Affiliate or subsidiary of Customer; and

(v) any legal action that Bank
responds fo or initiates, including any interpleader action
Bank commences, invofving Customer or Customer’s
Account(s), including without limitation, any state or federal
legal process, writ of attachment, execution, garnishment,
tax levy or subpoena.

162 The provisions of this Section 16 shall
survive termination of this Agreement.

17. RESERVED.

18. Force Majeure,  Neither party shall bear
responsibility for non-performance of this Agreement to the
extent that such non-performance is caused by an event
beyond that party’s control, including, but not necessarily
limited to, fire, casualty, breakdown in equipment or failure
of telecommunications or data processing services, lockout,
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strike, unaveidable accident, act of God, riot, war or the
enactment, issuance or operation of any adverse
governmental law, ruling, regulation, order or decree, or an
emergency that prevents Bank or Customer from operating
normally.

19, Documentation. The parties acknowledge and
agree that all documents evidencing, relating to or arising
from the parties’ relationship may be scanned or otherwise
imaged and electronically stored and the originals (including
manually signed originals) destroyed. The parties agree to
treat such imaged documents as original documents and
further agree that such reproductions and copies may be used
and introduced as evidence al any legal proceedings
including, without limitation, trials and arbitrations, relating
1o or arising under this Agreement.

20. Entire Agreement. Bank and Customer
acknowledge and agree that the Contract and amy
amendments hereto, all other documents incorporated by
reference therein, constituie the complete and exclusive
statement of the agreement between them with respect to the
Services, and supersede any prior oral or writien
understandings, representations, and agresments between
the parties relating to the Services.

21. Amendments. Except for the Service Fees (as
further defined in Section 4.2 of this Agreement} and scope
of included Services applicable to the Term of the Contract.
Bank may, at any time, amend this Agreement, the Services
or Appendices in its sole discretion and from time to time.
Except as expressly provided otherwise in this Agreement,
any such changes genetally will be effective as provided in
the notice to Customer as described below. Customer will
be deemed to accept any such changes if Customer accesses
or uses any of the Services after the date on which the change
becomes effsctive. Customer will remain obligated under
this Agreement and any Appendices, including without
limitation, being obligated to pay all amounts owing
thereunder, even if Bank amends this Agreement or any
Appendices. Notwithstanding anything to the contrary in
this Agreement, in any Appendix or the Contract, if Bank
believes immediate action is necessary for the security of
Bank or Customer funds, Bank may immediately initiate
changes to any security procedures and provide prompt
subsequent notice thereof to Customer, As set forth in
Section 14.2, Customer may terminale this Agreement or
any Appendix upon its receipt of any notice of change that
is not acceptable to Customer.

22. Severability. If any provision of this Agreement
shall be determined by a court of competent jurisdiction to
be unenforceable as written, that provision shall be
interpreted so as to achieve, to the extent permitted by
applicable law, the purposes intended by the original
provision, and the remaining provisions of this Agreement
shall continue intact. In the event that any statute, regulation
or government policy to which Bank is subject and that
governs or affecis the transactions contemplated by this
Agreement, would invalidate or modify any portion of this
Agreement, then this Agreement or any part thereof shall be
deemed amended to fthe extent necessary to comply with
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such statute, regulation or policy, and Bank shall incur no
liability to Customer as a result of Bank’s compliance with
such statufe, regulation or policy.

23. Assignment and Delegation, Each of Bank and
Customer may not sell, convey, assign, delegate or otherwise
transfer this Agreement or its rights or responsibilities under
this Agreement without the other party's prior written
consent, which consent may be granted or withheld in such
party's sole discretion.

24, Successors. This Agreement shall be binding
upon and inure to the benefit of the parties and their
successors and permitied assigns.

25. Non-Waiver, Cumulative Rights. No deviation
from any of the terms and conditions set forth or
incorporated in this Agreement shall constitute a waiver of
any right or duty of either party, and the failure of either
party to exercise any of its rights hereunder on any occasion
shall not be deemed to be a waiver of such rights on any
future occasion.

26. Governing Law. Any claim, controversy or
dispute arising under or related to this Agreement shall be
governed by and interpreted in accordance with federal law
and, to the extent not preempted or inconsistent therewith,
by the laws of the State of New Jersey.

27. Notices,

27.1 Except as otherwise expressly provided
in this Agreement, all notices that are required or permitted
to be given by Customer (including all documents
incorporated herein by reference) shall be sent by first class
mail, postage prepaid, and addressed to Bank at the address
provided to Customer in writing for that purpose. All such
notices shall be effective upon receipt.

272 Customer authorizes Bank to, and
Customer agrees that Bank may, send any notice or
communication that Bank is required or permitted to give to
Customer under this Agreement, including but not limited to
notice of any change to the Services, this Agreement or any
Appendix, to Customer’s business mailing address or
Customer’s business e-mail address as it appears on Bank’s
records, or electronically by posting the notice on Bank’s
website, on an Account statement or via facsimile, and that
any such notice or communication will be effective and
deemed delivered when provided to Customer in such a
manner. Customer agtees to notify Bank promptly about any
change in Customer’s business mailing or Customer’s
business e-mail address and acknowledges and agrees that
no such change will be effective until Bank has had a
reasonable opportunity to act upon such notice. Customer
agrecs that Bank may consider any such notice or
communication as being given to all Account owners when
such netice or communication is given to any one Account
owner,

28, Jury Trial Waiver, BANK AND CUSTOMER
EACH AGREE THAT NEITHER BANK NOR
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CUSTOMER SHALL (I) SEEK A JURY TRIAL IN ANY
LAWSUIT, PROCEEDING, COUNTERCLAIM, OR ANY
OTHER ACTION BASED UPCN, OR ARISING OUT OF,
THIS AGREEMENT OR ANY ACCOUNT OR THE
DEALINGS OF THE RELATIONSHIP BETWEEN BANK
AND CUSTOMER, OR (II) SEEK TO CONSOLIDATE
ANY SUCH ACTION WITH ANOTHER IN WHICH A
JURY TRIAL CANNOT BE OR HAS NOT BEEN
WAIVED. THE PROVISIONS OF THIS SECTION
SHALL BE SUBIECT TO NO EXCEPTIONS. NEITHER
BANK NOR CUSTOMER HAS AGREED WITH OR
REPRESENTEDD TO THE OTHER THAT THE
PROVISIONS OF THIS SECTION WILL NOT BE FULLY
ENFORCED IN ALL INSTANCES. BANK AND
CUSTOMER EACH ACKNOWLEDGE THAT THIS
WAIVER HAS BEEN KNOWINGLY  AND
VOLUNTARILY MADE, The provisions of this Section 28
shall survive termination of this Agreement.

29, Beneficiaries. This Agreement is for the benefit
only of the undersigned parties hereto and is not intended to
and shall not be construed as granting any rights to or
otherwise benefiting any other person.

30. Recording of Communications. Customer and
Bank agree that all telephone conversations or data
transmissions between them or their agents made in
connection with this Agreement and related to the Services
may be recorded and retained by either party by use of any
reasonable means, except as otherwise expressly prohibited
or limited by applicable law.

31. Facsimile Signature. The parties acknowledge
and agree that this Agreement and any Appendix or
Amended Appendices may be executed and delivered by
facsimile, and that a facsimile signature shall be treated as
and have the same force and effect as an original signature,
Notwithstanding the foregoing, Bank may, in its sole and
exclusive discretion, also require Customer to deliver this
Agreement and any Appendix or Amended Appendices with
an original signature for its records.

32, Relationship. Customer and Bank arc not, and
Custoimner and Bank’s licensors are not, partners, joint
venturers or agents of each other as a result of this
Agreement.

33. Third-Party Service Provider Activities,

33.1 Customer As a_Third-Party Service
Provider. Subject to Bank’s prior approval and in its sole
and exclusive discretion, Customer may be permitted to use
one or more of the Services provided hereunder on behalf of
and in conjunction with Accounts that belong to Customer’s
clients, who may or may not otherwise be customers of
Bank, as well as on Customer’s own behalf (hereinafter,
when acting in such capacity, referred to as “Customer As
Service Provider”). Customer shall execute any such other
agreement(s) or documents as deemed necessary or
appropriate by Bank prior to the initiation or continuation by
Customer of any Services in such capacity. Customer agrees
that Bank retains the right to reject any request by Customer
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to engage in Customer As Service Provider activities as well
as any transactions initiated by Customer in such capacity,
in Bank’s sole discretion. In the event Bank approves
Customer’s use of the Services in the capacity of Customer
As Service Provider, then the following shall also apply:

(a) Customer represents and warrants to Bank that
each Customer client has given Customer authority to access
and conduct transactions with respect (o iis Accounts
through use of any of the Services to the same extent as if
Customer owned them, including in the capacity of a “third
party service provider;”

(b} each reference to “Customer™ in the
Agreement will be deemed to be a collective reference to
Customer and each Customer client whose Accounts are
included in Bank’s implementation of Customer’s sct~up for
the Services;

{c) all of the provisions set forth in the Agreement
will apply to Customer client’s Account(s) as if Customer
owned them;

(d) each person who is authorized to act on
Customer’s behalf with respect to a Service is also
authorized to act on Customer’s behalf o the same extent
with respect to the Accounis of each Customer client whose
Accounts are included in Bank’s implementation of
Customer’s set-up for that Service; and

(e) Customer shall be liable for all monetary,
confidentiality and other obligations to Bank under this
Agreement as they relate to Customer’s use of the Services
for itself as well as each such Customer client. Bank may
require written confirmation from each Customer client that
it has authorized Customer to include its Accounts in Bank’s
implementation of Customer’s set-up for the Services, and
Customer agrees to notify Bank immediately if that authority
is revoked or changed.

332 Customer Engaging a Third-Party
Service Provider, Subject to Bank’s prior approval and in
its sole and exclusive discretion, Customer may appoint &
third-party service provider to act as Customer’s agent to use
one or more of the Services (hereinafter such third-party to
be referred to as “Customer’s Third-Party Service
Provider”). In such event, all transactions received by Bank
from Customer’s Third-Party Service Provider are hereby
authorized by Customer, All acts and omissions of
Customer’s Third-Party Service Provider shall be the acts,
omissions and responsibility of Customer and shall be
governed by the provisions of this Agreement. Customer
agrees, jointly and severally with Customer’s Third-Party
Service Provider, to indemnify and hold Bank harmless from
any and all liabilities, losses, damages, costs and expenses of
any kind (inchuding, without limitation, the reasonable fecs
and disbursements of counsel in connection with any
investigative, administrative or judicial proceedings,
whether or not Bank shall be designated a party thereto)
which may be incurred by Bank relating to or arising outf of
the acts or omissions of Customer’s Third-Party Service
Provider on behalf of Customer, Customer and Customer’s
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Third-Party Service Provider shall execute any such other
agreement(s) or documents as deemed necessary or
appropriate by Bank prior to the initiation or any
continuation by Custemer’s Third-Party Service Provider of
any Services on Customer’s behalf Notice of any
termination of Customer’s Third-Party Service Provider’s
authority to use one or more of the Services on Customer’s
behalf shall be given to Bank in writing. The effective date
of such termination shall be ten (1)) Business Days afier
Bank receives written notice of such termination. Customer
agrees that Bank retains the right to reject any transactions
initiated by Customer’s Third-Party Service Provider in its
sole discretion.

34, Section Headings. The section headings used in
this Agreement are only meant to organize this Agreement,
and do not in any way limit or define Customer's or Bank's
rights or obligations.

35. Confidentiality. In further consideration of the
terms of this Agreement, each party expressly covenants and
agrees that, effective as of its execution of this Agreement,
such party will not disclose, nor authorize its agents or
attorneys to disclose, directly or indirectly, orally or in
writing, spontaneously or in response to inquiries from any
entity or person, the terms of this Agreement, and any other
document or agreement to which reference is made herein,
or any confidential or proprietary information of the other
party including any personally indentifiable information,
except pursuant to any order, summons or other legal process
issued by any state or federal court, or any state, federal,
municipal or other governmental agency, or as required by
applicable law, or as reasonably necessary to tax advisors,
attorneys, accountants, and other professionals, or as
necessary to fulfill any contractual undertakings hereunder,
Each party expressly recognizes that any unauthorized
disclosure of information specified herein, or any threatened
disclosure, would cause irreparable injury to the other party
which may not be adequately compensated by damages.
Accordingly, in the event of a breach or threatened breach of
the provisions of Section 35 of this Agresment by a party,
The non-breaching party shall be entitled to an injunction
restraining and prohibiting Customer from doing so or
continuing to do so. Nothing herein shall be construed as
prohibiting the non-breaching party from pursuing any other
remedies available for such breach or threatened breach,
including the recovery of damages. The resirictions set forth
in this Section 35 shall not apply to information which (i)
was, is or becomes public knowledge not in violation of this
Section 35; (ii) is acquired by Customer from 4 third party
lawfully possessing such information; or (iii} is disclosed in
testimony, pleadings or papers filed by Bank or Customer in
any judicial proceeding. Each party understands and agrees
that this Section 35 is a material provision of this Agreement,
that the other party would not have entered into this
Agreement without such confidentiality obligations, and that
any breach of this Section 35 shall be a material breach of
this Agreement.

36. Collateral, The Bank shall enter inito a third party
custodian  agreement (the “Third Party Custodian
Agreement”) with Customer providing for daily Bank
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monitoring of deposit balances. The Third Party Custodian
Apreement must fully collateralize all deposits not insured
by the Federal Deposit Insurance Corporation (“FDIC”) ata
minimum of one hundred two percent (102%) of daily
account balances, in strict accordance with the New York
State Comptroller’s guidelines and all other applicable
regulations. Bank shall be responsible to ensure that
Customer’s requirement of continuous full collateralization
is met at alf times, Bank will monitor Customer’s deposit
balances cach Business Day and Bank will maintain
appropriate collateral in accordance with the New York State
Comptroller’s guidelines and other applicable regulations.
Bank must provide Customer with FDIC insurance on all
applicable deposits and investments under FDIC guidelines.
Bank shall provide a collateralizationstatement to Customer
on a monthly basis. Bank shall also provide monthly
compensating balance reports showingeach bank account
activity, banking charges, earnings creditand associated data.

37. Advertising. Bank shail not advertise or publish
without the prior written approval of Customer, the fact that
Customer has entered into this Agreement or any other
agreement with Bank, except to the extent necessary to
comply with proper requests for information form an
authorized representative of the federal, state, or local
government,

38. Representations. No information derived from
inspection of Customer records or reporls of investigation
concerning this Agreement, will in any way relieve Bank
form its responsibility or from properly performing its
obligations under this Apgreement. Customer may have
provided information as a convenience to Bank and did so
without making any warranty whatsoever by Customer.
Bank is responsible for making its own conclusions and
interpretations from the data supplied by Customer from
information available from other sources.

39. Cumulative Rights. The rights and remedies
provided by this Agreement are cumulative and the use of
one right or remedy by a party shall not preclude or waive th
right to use any or all of the remedies available to such party.

40. Default. If Bank is in default under this
Agreement or any Appendix, Customer may, in its
discrection, do all things necessary to affect compliance with
the laws, regulations, bylaws, directives, rules and
cuonventions referred to in this Agreement and the RFP, and
Bank shall, on demand by Customer, reimburse Customer
for all costs incurred by Customer for that purpose.

41. Remedies. Bank and Customer agree that both
parties have all rights, duties and remedies available, as
stated in the New Yorlk Uniform Commercial Code.

42, Ethics, Bank shall not accept or offer gifts or
anything of value, nor enter into any business arrangement
with any employee, official or agent of Customer.

43, Non Discrimination Requirement. In

accordance with Article 5 of the Executive Law of New
York State (also known as the Human Rights Law) and all
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other state and federal statutory and constitutional, non-
discrimination provisions, Bank agrees that neither it nor its
subcontractors shall by reason of race, creed, colox, national
origin, age, sex or disability: (a) discriminate in hiring
against any person who is qualified and available to perform
the work under this Agreement; or (b) discriminate against
or intimidate any employee hired fro the performance of
work under this Agreement.

44, Patents/Copyrights/Trademarks. Bank agrees
to protect Customer from claims involving infringement of
patents, trademarks and/or copyrights. Bank agrees to
ascertain whether the services, products, and/or software
provided by Bank will cause the rightful claim of any third
person by way of infringement or the like, Customer makes

no warranty that the services, products, and/or software
requested by Customer and provided by Bank will not cause
such a claim, and in no event shall Customer be liable to
Bank for indemnifications should Bank be sued on grounds
of infringement or the like, If Bank is of the opinion that an
infringement or the like will result, Bank shall have notified
Customer to this effect in writing within the timeframe
specified in the RFP. If Customer has not received notice
within the timeframe specified in the RFP and is
subsequently held liable for infringement or the like, Bank
will save Customer harmless. If Bank in good faith
ascertains that the services, products and/or software
provided by Bank will result in infringement or the like this
Agreement and all Appendices shall be null and void.

IN WITNESS WHEREOTF, Customer and Bank have duly caused this Agreement, including all applicable Appendices, to be

executed by an Authorized Repiesentative,
Date: 2021

TECH VALLEY HIGH SCHOOL

{Customer)

246 Tricentennial Drive

Albany, NY 12203

(Address)

By:

TD BANK, N.A

By;

(Signature of Authorized Representative)

Print Name:

(Signature of Authorized Representative)

Print Name:

Title:

Title:

Govermmental

130761
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Bank

EXHIBIT TO CASH MANAGEMENT MASTER AGREEMENT:

GOVERNMENTAL ENTITY SERVICES

This Exhibit is incorporated by reference into the parties” Cash Management Master Agreement (the “Agreement”) and applies to
all Cash Management Services made available by Bank to Customer, as a governmental entity or unit. All capitalized terms used
herein without definition shall have the meanings given to them in the Agreement. Bank and Customer agree that, notwithstanding
anything to the confrary contained in the Agreement, the following terms and provisions shall apply to the Agreement:

TERMS AND CONDITIONS
1. Section 26, “Governing Law,” of the Agreement
is hereby deleted in its entirety and replaced with the
folliowing:

26. Governing Law. Any  claim,

2.
immediat

(a)

controversy or dispute arising under or refated to
this Agreement shall be governed by and
interpreted in accordance with the laws of the
jurisdiction pursuant to which Customer was
incorporated or otherwise organized, except where
applicable federal law is controlling, In the event
of a conflict between the provisions of this
Apreement and any applicable law or regulation,
this Agreement shall be deemed modified to the
extent necessary to comply with such law or
regulation,

The following new Section 35 is hercby added

ely after Section 34:

35, Additional  Representations  and
Warranties.  For purposes of this Section,
“Governmental Unit” means: (A) any towi, city,
county or similar Jocal governmental unit, including
without limitation any school district or scheol
administrative unit of any nature, water district,
sewer district, sanitary district, housing authority,
hospital district, municipal electric district or other
political subdivision, agency, bureau, department or
other instrumentality thereof, or similar quasi-
governmental corporation or entity defined by
applicable law, and (B} any siate government or any
agency, department, bureau, office or other
instrumentality thereof,

If Customer is a Governmental Unit of the type
included in {A) above, Customer and the individual
signing below represent, warrant and agree: (i) that
this Agreement has been duly executed by the
Treasurer, Finance Director, or other officer
authorized by law with signatory authority to enter
into banking services agreements; (ii) that this
Agreement has been duly authorized and approved

HCK 4818-2426-3-481 v

(b)

{©)
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by the governing body of Customer in accordance
with applicable law, and, at Bank’s request, as
evidenced by the certification of the Secretary or
other legal authority of the governing body and
provided with this Agreement; (iii) that only
persons authorized to disburse Customer funds
from any Account will be enrolfed as Authorized
Users having access to wire transfer, ACH or
Account transfer functions; (iv) that if this
Agreement remains in effect for more than one
budget year, upon request of Bank, Customer will
ratify and provide evidence of the renewal of this
Agreement in subsequent years; and (v) that this
Agreement is the valid and binding obligation of
Customer, enforceable against Customer in
accordance with its terms.

I Customer is a Governmental Unit of the type
included in (B) above, Customer and the individual
signing below represent, warrant and agree: (i) that
this Agreement has been duly executed by a
financial or other officer authorized by law with
signatory authority to enter into banking services
agreements on behalf of Customer; (if) that this
Agreement has been duly authorized by a senior or
similar officer of Customer; (iii) that Customer has
complied with all state laws and regulations,
including any regulations or policies adopted by
Customer with respect fo electronic commerce in
entering into and performing this Agreement and
any related ACH or wire transfer service agreement;
(iv) that only persons authorized to disburse
Customer funds from any Account will be enrolled
as Authorized Usets having access to wire transfer,
ACH or Account transfer functions; and (v} that this
Agreement s the valid and binding obligation of
Customer, enforceable against Customer in
accordance with its terms.

For a Customer of the type included in either (A) or
(B) above, Customer and the individual signing
below further represent, warrant and agree: (i) that
upon Bank’s request, Customer shall provide
evidence of those persons authorized to disburse
Customer funds as described in (a)(iii) and (b)(iv)
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above; (ii) that upon Bank’s request, Customer will of each of Bank and Customer under this Exhibit shall in all
certify its compliance with (a) or (b), as applicable, cases be subject to the provisions of the Cash Management
on an annual or other periodic basis; and (iii) that Master Agreement, including, without limitation, any
Customer will provide notice to Bank if any persen provisions thereof that exclude or limit warranties made by,
authorized to disburse Customer funds as described damages payable by or remedies available from Bank or
in (a)(iii) and (b)(iv) is no longer so authorized or Customer, This Exhibit shall remain in full force and effect
his/her position of such authority is terminated for until such time as a different or amended Exhibit is accepted
any reason, in writing by Bank and Customer or the Cash Management

Master Agreement is terminated.
3. Effectiveness. Each of Bank and Customer agrees
to all the terms and conditions of this Exhibit. The liability

Remainder of page intentionally left blank.
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Bank

APPENDIX I

TD ¢ TREASURY SERVICES

This Appendix is incorporated by reference into the parties” Cash Management Master Agreement and governs Customer’s use of
the Bank Internet System (the “Services” or “eTreasury™). This Appendix may be referred to as the Bank Intranet System Appendix.
All capitalized terms used herein without definition shall have the meanings given to them in the parties’ Cash Management Master
Agreement, Except as otherwise expressly provided in this Appendix, to the extent that this Appendix is inconsistent with the
provisions of the Cash Management Master Agresment, this Appendix and any amendment hereto from time to time shall control,

but only to the extent necessary to resolve such conflict.

TERMS AND CONDITIONS

1. Definitions.

“Account(s)” means, with respect to eTreasury, a
checking, regular statement savings, money market deposit,
certificate of deposit, investment or commercial loan or line
of credit account(s) Customer maintains with Bank for
business or non-consummer purposes that is designated by
Customer for use with the Services, as described below.

“decount Agreement” means, in addition to the
meaning contained in the parties’ Cash Management Master
Agreement, any and all agreements between Customer and
Bank which govern Customer Accounts (as defined above)
and which were provided to Customer when Customer
opened its Account(s), or any other documents governing
Customer’s Account{s}, cach as may be amended from time
to time.

“Administrator” or “Accownt Administrator”
means Customer’s employee(s) or other person(s) that
Customer (ot any Administrator designated by Customer)
designates on the Services’ Setup Form(s) (or by on-line
changes to such designations as described below) as being
its Authorized Representative, or as authorized to act on
Customer’s behalf, with respect to the Services.

“Authorized User" means any person Customer’s
Administrator designates as being authorized to access or
use any of the Services on Customer’s behalf.,

“Login ID” means the electronic identification, in
letters and numerals, assigned to Customer by Bank or to any
additional Authorized Users designated by Customer’s
Account Administrator.

“Mobile Application” or “Mobile App” means the
downloadable software application on a Mobile Device that
Cusiomer may use to perform certain ¢lectronic banking
tasks in lieu of Customer’s Computer,

“Mobile Device” means an eligible mobile

communications device, which may include a mobile phone
or a tablet.

HC# 4821-9381-3350

“Payment” means a transfer of funds to or from
Customer’s Accouni(s}),

2. Services.

2.1 This Appendix describes the terms and
conditions under which Bank will provide Customer with
access to and use of any of the electronic information
delivery and transaction initiation services that Bank makes
available using the Bank Internet System.

2.2 By accessing the Services via
Customer’s Computer with the Access Devices (as defined
in the Cash Management Master Agreement), Customer may
perform any or all of the Services described in this Appendix
and selected for use in the Services’ Setup Form(s) and that
Bank has approved for Customer’s use, Some of the
Services described in this Appendix may also be available
via Customer’s Mobile Device using the Mobile App. Bank
reserves the right to reject Customer’s Services’ Setup
Form(s), schedules and other required documents and to
refuse Customer access to or use of the Services for any
reason and in Bank’s sole discretion. Bank may, in its sole
and exclusive discretion, introduce new features of the
Services from time to time but is not required to notify
Customer of the availability of any such new features,

2.3 By subscribing to the Services,
Customer will have access to the Services’ basic features,
which include but may not be limited to, in Bank’s sole and
exclusive discretion, the following:

2.3.1 Previous-Day Balance
Reporting, Previous-Day Balance Reporting allows
Customes o review the balances and transaction history in
Customer’s checking, savings, money market deposit and
loan Account(s) for such period of time as described in the
Services’ Setup Form(s). Cusiomer may also view images
of deposit tickeis, deposit items, paid checks and return
deposited items, This information may be viewed upon
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implementation of the Services. The scope of the time
periods for which transactional history and check images
may be viewed (including pre-implementation periods) may
vary and depend upon various factors, such as when
Account(s) were opened and when the Services were first
implemented and set-up.

232 Real-Time Balance
Reporting. Real-Time Balance Reporting allows Customer
to review current Account balance(s) and transaction activity
in real-time,

2.33 Book Transfers. Book
Transfers allows Customer to make intra-Bank fund
transfers between Customer’s checking, savings and loan
Accounts.
2.3.3.1 General Book
Transfers may be made as one-time or recurring, same-day
or in the fiture. Book Transfers may also be initiated from
(i) one-Account-to-one-Account, (ii) one-Account-to-many-
Accoumts, or (ili)  many-Accounts-to-one-Account.
Recurring Book Transfers may utilize one of several
repeating frequency options (weekly, monthly, etc.), as set
forth in the Services. Book Transfer templates may be
created and saved for frequently executed transfers, Pending
Book Transfers and templates may be edited or deleted
{cancelled) through the Services by Authorized Users at any
time prior to the Business Day on which the associated
transfer is scheduled to occur. Book Transfer amounts and
the order in which such transfers occur are limited to the
available balance in the Account(s) on the effective date of
the transfer. For same-day transactions, Customer will need
to have a sufficient available balance in the Account from
which funds are to be transferred to cover the amount of the
Book Transfer. For future or recurring Book Transfers,
Customer will need to have sufficient available funds on the
day the transaction is to occur, The number of Book
Transfers from interest bearing checking and savings
Accounts are subject to the terms of the Account Agreement
and federal regulations. Book Transfers that Customer
transmits by Bank’s cut-off time as set forth on the Services’
designated website or the Services” Setup Form(s) on a
Business Day will be posted to the Account as of that
Business Day; however, a request (whether a same-day
funds transfer or a future-dated transfer) may not result in an
immediate transfer of funds or immediate availability
because of the time required to process the transaction,
Customer is solely responsible for the review of the previous
day’s transaction report and the status of the Book Transfer
request within the Services to ensure that the transaction was
processed. Only Book Transfers initiated through the
Services will be displayed on the Services’ “Transfer”
reports tab. All transfers are subject to the Account
Agreement.

2332 Future-Dated
Book Transfer. In conjunction with Book Transfers, a
request to transfer funds between Customer’s Accounts may
be initiated and approved for a future date. The future
transfer date may be scheduled for such date in advance as
may be permitted from time to time by Bank and as set forth
within the Bank Internet System. Future-dated transfers may
be scheduled as a one-time request or a recurring request in
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a pre-determined amount, based on the instructions entered
by Customer with the request. Future-dated Book Transfers
will be initiated on the Business Day requested by Customer,
not on the date Customer entered the transaction using the
Services.

234 Stop Payment. Stop
payments of checks drawn on Customer’s Account(s) are
subject to the terms and conditions of the Account
Agreement. Notwithstanding anything in the Account
Agreement to the contrary, Customer may use the Services
to initiate stop payment orders for an individual check or a
range of checks. Bank shall have no responsibility for losses
resulting from any delay in Bank’s receipt of stop payment
orders transmitted by means of the Bank Intetnet System or
for Customer not taking additional actions when a response
message from the Bank Internet System indicates a response
other than a successful confirmation.  Customer must
provide Bank with the EXACT CHECK NUMBER OR
RANGE OF CHECK NUMBERS. When known,
Customer should also provide the EXACT AMOUNT OF
THE CHECK. Ifthe check number is incorrect in any way
or the amount of the check is inaccurate by one cent or more
in the stop payment order, payment will not be stopped and
Bank will not be responsible for resulting losses. All other
information must be reasonably accurate. Requests are
generally effective when successfully entered and submitted
by Customer via the Services, Notwithstanding the
foregoing, Customer understands that if the stop payment
request comes too late for Bank to have a reasonable time to
act on it prior to paying, settling for, posting or becoming
accountable for the check described in the request, then
Customer’s stop payment request shall be of no effect. Stop
payments requesied using the Bank Internet System are
effective for three hundred sixty-five (365) Calendar Days
unless renewed before the end of the 305-day period.
Customer is solely responsible for confirming the status of a
stop payment order. Except as otherwise provided by
Compliance Laws or the terms of the Cash Management
Master Agreement, Customer shall not have the righi to stop
payment on or recall any electronic fund transfers or similar
payment order or transfer request given hereunder after it has
been transmitted te Bank. Only stop payment orders
initiated or recalled through the Bank Internet System will
be displayed on the Barnk Internet System’s Stop Payments
screen. Stop payment orders that are not initiated through
the Bank Internet System may aiso be cancelled through the
Bank Internet System.

2.3.5 E-Learning. E-Learning is
a self-paced, interactive educational tool available via the
Services that Customer may use to learn more about the
various features or modules related to the Services, as weli
as how to use them,

23.6 Customizable Dashboard.
Using this feature, Customer can configure and save
Account balance views, as well as command one-click
access to detailed information, balance and payment reports,
and high-use transaction initiation features. It is Customer’s
responsibility to view the “Dashboard” for Bank notices
when designating another section of the Bank Internet
System as the desired landing page.
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24 In addition to the Services as described
in this Appendix and/or in the Secrvices” Setup Form(s),
additional features, modules or other Cash Management
Services related to eTreasury may be offered from time to
time by Bank, in its sole and exclusive discretion, including
but not limited to the following:

2.4.1 Wire Transfers. Wire
transfers are subject to the terms and conditions of the TD
Wire Transfer Services Appendix, Once approved by Bank
for use by Customer, this Service allows Customer to
transfer funds electronically using the Fedwire or similar
funds transfer system, typically from Customer’s Account(s)
to other account(s) with Bank or to account(s) at other banks.
Domestic or foreign wire transfers entered through the
Services will be processed as set forth in the TD Wire
Transfer Services Appendix.

242 ACH Originations. ACH
originations are subject to the terms and conditions of the TD
Automated Clearing House (ACH) Origination Appendix,
the TD Third-Party Sender Services Appendix or the TD
ACH Third Party Service Provider Agreement, as
applicable. Once approved by Bank for use by Customer,
this Service allows Customer to initiate and approve ACH
transactions that Customer desires Bank to enter into the
ACH network on Customer’s behalf. ACH iransactions
entered through the Services will be processed and settled)
as set forth in the TD Automated Clearing House (ACH)
Origination Appendix, the TD Third-Party Sender Services
Appendix or the TD ACH Third Party Service Provider
Agreement, as applicable.

243 File Transfers. File transfers
is a method for Customer and Bank to send and receive
reports and files (including, but not limited to, ACH,
Reconciliation, Lockbox, and BAI files) to each other
through the Internet and are subject to the terms and
conditions of applicable Appendices. Such reports and files
may also be auto-generated and auto-delivered.

2.5 Mabile App.

2.5.1 The Mobile App may not be
available on all types of Mobile Devices, Customer also
acknowledges that the Services may not be available on
Customer’s Mobile Device or may have limited utility over
some mobile networks, such as when roaming.

252 Customer understands that
standard data and fext messaging rates charged by the
telecommunications  carrier providing service for
Customer’s Mebile Device will apply when Customer uses
its Mobile Device to enroll in and use the Services.

3 Hours of Access, Customer generally may access
the Services 24 hours a day, seven (7) days a week
Customer may not be able to access some or all of the
Services from time to time, however, during any special or
other scheduled maintenance periods, or during
emergencies, interruptions or delays due to causes beyond
Bank’s control,
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4, Account Designation.

4.1 Customer may designate any
of Customer’s Accounts maintained with Bank for business
or non-consumer purposes for use with the Services.
Generally, the taxpayer identification number for each
Account must be the same, and cach Accoust is subject to
the other conditions set forth in this Appendix, except as
Bank, in its sole discretion, may otherwise permit. Bank
reserves the right to deny any Account designation for use
with the Services in its sole discretion.

4.2 Customer may at any time add
or delete any Account that Customer has designated for use
with any of the Services, or change the Services associated
with any Account, by notifying Bank in writing.

5. Administrator(s) and Authorized Users.

5.1 Customer shall designate
Administrator(s) with Bank as set forth in the Services’
Setup Form(s). Customer is solely responsible for
designating its Administrator(s).

5.2 The Administrator(s) may designate
other Administrators and/or Authorized Users, Customer
accepts as its sole responsibility the Administrator’s
designation of other Administrators and Authorized Users.
Customer undetstands that the Administrator(s) will control,
and Customer authorizes the Administrator(s) to control,
access by other Administrators and Authorized Users of the
Services through the issuance of Access Devices. The
Administrator(s) may add, change or terminate Customer’s
Authorized User(s) from time to time and in his/her sole
discretion. Bank does not controf access by any of
Customer’s Authorized Users to any of the Services. If
Customer designates mote than one (1) Administrator, Bank
recommends that Customer manage iis use of the Services
and its Administrators by requiring dual control to set up
new Authorized Users. Bank also recommends that
Customer review and assign limits for Authorized Users that
create and/or approve wire transfers and ACH transactions,
as established on the Services® Setup Form(s). In the event
that Bank, in its sole and exclusive discretion, assists
Customer in any way with the establishment, addition or
general set-up of Authorized Users, Customer understands
and agrees that the Administrator(s) shall remain responsible
for verifying the accuracy thereof and shall otherwise control
access by any of Customer’s Authorized Users to any of the
Services.

53 Customer will require each
Administrator and each Authorized User to comply with all
provisions of this Appendix and all other applicable
agreements. Customer acknowledges and agrees that it is
fully responsible for the failure of any Administrator or any
Authorized User to so comply. Customer is responsible for
any Payment, transfer and other use of the Services and
charges incurred by any Administrator and any Authorized
User, even if such Administrator or Authorized User exceeds
his/her authorization. Bank recommends that Customer
require its Administrator(s) to review all entitlement reports

0920




internal

70

available through the Services with respect to Customer’s
Authorized User(s).

5.4 Customer acknowledges and agrees that
an Authorized User is not permitted to authorize other
persons/entities to use its Access Devices. Notwithstanding
the foregoing, if an Authorized User does authorize other
personsfentities to use the Authorized User's Access
Devices in any manner, such authorization will be
considered by Bank as ualimited in amount and manner, and
Customer is responsible for any transactions made by such
persons/entities, untif Customer’s Administrator has
deactivated the subject Authorized User’s Access Devices,
Bank will not be lHable for and will not reimburse Customer
for any losses that may occur as a result of this authorized
use of an Authorized User’s Access Devices,

5.5 Whenever any Authorized User leaves
Customer’s employ or Customer otherwise revokes the
authority of any Authorized User to access or use the
Services, the Administrator{s) are solely responsible for de-
activating such Authorized User’s Access Devices.
Customer shall notify Bank in writing whenever a sole
Customer Administrator leaves Customer’s employ or
Customer otherwise revokes a sole Administrator’s
anthority to access or use the Services.

6. Access Devices; Security Procedures.

6.1 Upon successful enroflment, Customer
can access the Services from Bank’s designated website by
using Customer’s Computer, Mobile Device or, as may be
permitted by Bank from time to time in its sole discretion
and in accordance with Bank’s terms and conditions for such
access, using other mobile or other Internet-enabled
system(s) or device(s), along with the Services® security
procedures as described from time to time. A company ID
assigned to Customer by Bank, a unique Login ID and an
individual password will be used for log-in by Customer’s
Administrator(s)  and  Authorized  User(s).  The
Administrator(s) and Authorized User(s) must change his or
her individual password from time to time for security
purposes. ).

6.2 Customer acknowledges that the
Administrator(s) will, and Customer suthorizes the
Administrator(s) to, select other Administrators and
Authorized Users by issuing to any person a unique Login
ID and password (subject to the additional security
procedures  described  below). Customer  further
acknowledges that the Administrator(s) may, and Customer
authorizes the Administrator(s) to, change or de-activate the
unique Login ID and/or password from time to time and in
his or her sole discretion (subject to the additional security
procedures described below).

6.3 Customer acknowledges that, in
addition to the above individual passwords, access to the
Services includes, as part of the Access Devices, additional
security procedures, fncluding as described below:
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6.3.1 Tokens. An  additional
security procedure incorporates use of a physical security
device or token (“Token™) for, by way of example only,
initial log-in and/or certain iransactional or administrative
functionality. A Token may be issued to any Authorized
User(s), for example, for use in initiating and/or approving
ACH transactions and wire transfers, to log in to the
Services, as well as with certain administrative functionality,
and/or for the creation of ACH and wire templates. Physical
security of each Token is Customer’s sole responsibility.
With the Token, each Authorized User will receive a PIN
number that the Authorized User must keep in a secure
place. When an Authorized User {or Administrator) lcaves
Customer’s employ, his or her Login ID must be deleted by
Customer (or by Bank upon Customer’s request) and, if a
Token had been issued to such Authorized User {or
Administrator), Bank must be promptly notified so that Bank
may deactivate such Authorized User’s (or Administrator’s)
Token, Any additional Authorized User requiring a Token
must be authorized, in writing by Customer to Bank, for
Token creation or re-creation and deployment. Ifapplicable,
fees may be assessed for additional Tokens.

6.3.2 Payment Status Alerts. A further
securily procedure requires Customer to enroll in alerts for
changes to payment status ("Payment Status Alerts") within
the Bank Internet System. Customer must designate the
Authorized User or Administrator that will receive the email
alert each time a wire transfer or ACH transaction has a
status of "Pending Approval" in the Bank Internet System.
Bank strongly recommends that the Authorized User or
Administrator to receive such Payment Status Alert is a
different Authorized User or Administrator than who will
approve the wire or ACH transaction.

6.3.2.1 Payment Status Aler(s are not encrypted
and will never include Customer’s Access Devices or full
Account number(s). However, Payment Status Alerts may
inchude Customer’s name and some information about
Customer’s Account(s), Anyone with access to Customer’s
email address on file with the Bank will be able to view the
contents of such Payment Status Alerts, Customer agrees to
test the successful receipt of the Payment Status Alerts to
make sure they are not routed to the Customer's spam or
other blocked mail folder. Bank is not responsible for how
Customer's email system may deliver or categorize the
Payment Status Alerts.

6.3.2.2 Customer acknowledges and agrees
that Customer will not include full Account number(s) or
other sensitive Customer or Account information in any
customized subject line.

6.3.23  Customer understands and
agrees that Customer's Payment Status Alerts may be
delayed or prevented by a variety of faciors. Bank will use
commercially reasonable efforts to provide Payment Status
Alerts in a timely manner with accurate information. Bank
neither guarantees the delivery mor the accuracy of the
contents of any Payment Status Alert. Customer also agrees
that Bank shall not be liable for any delays, failure to deliver,
ot misdirected delivery of any Payment Status Alert; for any
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errors in the content of an alert; or for any actions taken or
not taken by Customer or any third party in reliance cn a
Payment Status Alert. Customer agress that Bank is not
responsible for any costs or fees incuited as a result of
Payment Status Alerts sent to email addresses or phone
numbers connected with mobile or similar devices.

6.32.4 Certain voluntary alerts are also available
to the Customer as described in Section. 9.2

6.3.34 Dual Control. Customer further
acknowledges and agrees that all wire transfers and ACH
transactions initiated through the Services require “dual
control” or separation of duties. With this additional security
feature, one Authorized User will create, edit, cancel, delete
and restore ACH batches or wire transfer orders under
his/her unique Login ID, password and Token; a second
different Authorized User with his/her own unique Login [D,
password and Token will be required to approve, release or
delete ACH baiches or wire transfer orders. Customer
acknowledges and agrees that it must notify the Bank to
designate the individuals that will serve as the first
Authorized User and second Authorized User and notify the
PBank fto request any subsequent changes to these named
individuals.

6.4 Customer accepts as  its  sole
responsibility the selection, use, protection and maintenance
of confidentiality of, and access to, the Access Devices.
Customer agrees to take reasonable precautions to safeguard
the Access Devices and keep them confidential. Customer
agrees not to reveal the Access Devices to any unauthorized
person.  Customer further agrees to notify Treasury
Management Services Support immediately at 1-866-475-
7262 if Customer believes that the confidentiality of the
Access Devices has been compromised in any manner.

6.5 The Access Devices identify and
authenticate Customer (including the Administrator and
Authorized Users) to Bank when Customer accesses or uses
the Services. Customer authorizes Bank to rely on the
Access Devices to identify Customer when Customer
accesses of uses any of the Services, and as signature
authorization for any Payment, transfer or other use of the
Services. Customer acknowledges and agrees that Bank is
authorized to act on any and all communications or
instructions received using the Access Devices, where such
communications were provided to Bank in accordance with
the security procedures and other terms as sct forth in the
Cash Management Master Agreement, regardless of whether
the communications or instructions are authorized. Bank
owns the Access Devices, and Customer may not transfer
them to any other person os entity.

6.6 Customer acknowledges and agrees that
the Access Devices and other security procedures applicable
to Customer’s use of the Services and set forth in this
Appendix, as well as such security best practices as
described by Bank from time to time and made available on
the Bank Internet System, are a commercially reasonable
method for the purpose of verifying whether any Payment,
transfer or other use of the Services was initiated by
Customer. Customer also agrees that any election Customer
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may make to change or waive any optional security
procedures recommended by Bank is at Customer’s risk and
that any loss resulting in whole or in part from such change
or waiver will be Customer’s responsibility, Customer
further acknowledges and agrees that the Access Devices are
not intended, and that it is commercially reasonable that the
Access Devices are not intended, to detect any errors relating
to or arising out of a Payment, transfer or any other use of
the Services.

6.7 If Customer has reason to believe that
any Access Devices have been lost, stolen or used (or may
be used) or that a Payment or other use of the Services has
been or may be made with any Access Devices without
Custorner’s permission, Customer must contact its
Administrator and Bank. In no event will Bank be liable for
any unauthorized transaction(s) that occurs with any Access
Devices, where such communications or instructions were
provided to Bank in accordance with the security procedures
and other terms as set forth in the Cash Management Master
Agreement.

6.8 Bank may, from time to time, propose
additional or enhanced security procedures to Custormer.
Customer understands and agrees that if it declines to use any
such additional or enhanced procedures, it will be liable for any
losses that would have been prevented by such procedures,
Notwithstanding anything else contained in this Appendix, if
Bank believes immediate action is required for the security of
Bank or Customer fnds, Bank may initiate additional security
procedures immediately and provide prompt subsequent notice
thereof to Customer.

7. Debiting Customer’s Account(s), Customer
authorizes Bank to charge and automatically deduct the
amount of any Payment from Customer’s Account(s) (or any
other Account that Customer maintains with Bank, if
necessaty), in accordance with the Cash Management
Master Agreement and the Account Agreement,

8. Electronic Statements,

8.1 As an eTreasury user, and subject to
Bank’s approval and applicable set-up and enrollment
requirements, Customer may elect to stop or resume the
mailing of paper statements for eligible Accounts by
requesting this feature from Bank.

8.2 Only Accounts accessible via the
Services may be enrolled for electronic statement delivery.
Eligible Accounts are displayed on the “Statements” page of
the Services. If Customer currently receives a consolidated
periodic statement that includes multiple Accoumis and
Customer selects electronic statement delivery, all Accounts
shown on the consolidated statement will be automatically
emrolled for electronic statement delivery. For joint
Accounts, only one Account owner need enroll for electronic
statement delivery; provided, that each Account owner must
separately enroll if that Account owner wishes to receive and
have access to its Account statements electronically.

83 Customer’s electronic statement will
generally be available within 24 hours after the statement
cut-off date. The statement cut-off date for Customer’s
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electronic statement is the same as Customer’s paper
statement. Once made available as described herein, the
information contained in Customer’s clectronic statement
shall be deemed to have been delivered to Customer
personally, whether actually received or not, Customer may
view, print and download current statements and such period
of statement history as set forth on the Bank Internet System.
To view or print an electronic statement, Customer must
have an appropriate version of Adobe Acrobat software
installed on Customer’s Computer or Mobile Device
sufficient to support access to a PDF file.

84 At Customer’s request, Bank will send
Customer a paper copy of Customer’s ¢lectronic statement
previously delivered through the Services af any time,
Bank’s standard fee then in effect and charged for paper
delivery of copies of Account statements will apply. A
request for a paper copy does not cause a termination of the
electronic statement feature, A paper copy can be obtained
until the copy is no longer required to be maintained by Bank
as a record for the designated Account under applicable law
or regulation.

8.5 Customer may revoke consent for the
electronic statement feature for Customer’s Accounts at any
time by contaciing Customer’s Relationship Manager.
Electronic posting of Custemer’s electronic statement on the
Services’ site and transmission of related email notices will
confinue until: (i) termination of the electronic statement
feature; (if) termination of Customer’s designated Accounts
with Bank; or (iii) termination of this Appendix, the Cash
Management Master Agreement or Customer’s use of the
Services,

8.6 Bank may discontinue the electronic
statements feature at any time in Bank’s discretion and
resume mailing paper statements to Customer, Bank may
also add, modify or delete any feature of the electronic
statements feature in Bank’s discretion. Bank will provide
Customer with notice of any change or termination in the
electronic statement feature in accordance with the terms of
the partics” Cash Managemenf Master Agreement.

9. Voluntary Alerts.

9.1 The Services allow Customer to choose
to receive additional optional alert messages regarding
Customer’s Account(s), including but not limited to
messages to alert Customer about high or low Account
balance thresholds, debit or credit transactions cleared, and
payment status for ACH and wire transactions. Bank may
add new alerts from time to time, or cancel existing alerts. If
Customer has opted to receive an alert that is being canceled,
Bank will notify Customer in accordance with the terms of
the parties’ Cash Management Master Agreement, Each alert
has different options available, and Customer will be asked
to select from among these options upon activation of
Customer’s aler(s service,
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9.1.1 Electronic alerts will be sent
to the email address Customer has provided as Customer’s
primary email address for the Services or via the Services’
secure messaging feature. If Customer’s email address
changes, Customer is responsible for informing Bank of the
change. Customer can also choose to have alerts sent to a
secondary email address. Changes to Customer’s primary
and secondary email addresses will apply to all of
Customer’s alerts.

9.12 Customer understands and
agrees that Customer’s alerts may be delayed or prevented
by a variety of factors. Bank will use commercially
reasonable efforts to provide alerts in a timely manner with
accurate information, Bank neither guarantees the delivery
nor the accuracy of the contents of any alert, Customer also
agrees that Bank shall not be liable for any delays, failure to
deliver, or misdirected delivery of any alert, for any errors in
the content of an alert; or for any actions taken or not taken
by Customer or any third party in reliance on an alert.
Customner agrees that Bank is not responsible for any costs
or fees incurred as a result of alerts sent to email addresses
or phone numbers connected with mobile or similar devices.

9.13 Alerts are not encrypted and
will never inclode Customer’s Access Devices or full
Account number{s). However, alerts may include
Customer’s name and some information about Customer’s
Accounts, depending upon which alert(s) Customer selects.
Anyone with access to Customer’s email address will be able
to view the contents of these aleits.

9.1.4

10. Use of Financial Management (FV) Software,
Use of the Services may be supplemented by use of certain
FM software. Compatibility and functionality of the FM
software with the Services may vary depending upon the FM
sofiware Customer is using, and Bank makes no
representations or guarantees regarding use of the Services
with Customer’s FM software, Customer is responsible for
obtaining and maintaining the FM software. Customer’s use
of the FM software is governed by the software license
agreement(s) included with each software application.
Customer must agree to the terms and conditions of the
software license agreement(s) during the installation of the
FM software on Customer’s Computer. Customer is
responsible for the correct set-up and installation of the FM
software, as well as maintenance, updates and upgrades to
the FM software and/or Customer’s Computer. Bank will
provide Customer with reasonable assistance, when
requested, to enable Customer’s use of the Services with FM
software. Bank is not responsible for any problems related
to the FM software itself, Customer’s Compuier or
Customer’s ability to connect using the FM scftware as
described in this Appendix. Customer should verify all
Account data obtained and any transactions that may be
executed on Customer’s Accounts using FM software, as
applicable. Bank’s records of transactions, instructions and
communications regarding Customer’s Accounts and use of
the Services supersede any records stored or created on
Customer’s Compuier through the use of FM software.
Customet is responsible for any and all obligations to any
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software vendor arising from Customer’s use of that
vendor's FM software. Customer acknowledges and agrees
that the FM software versions supporicd by Bank for
purposes of use with the Services shall be in accordance with
the sunset policy of the FM sofiware provider,

i1, Additional Security Terms. In addition to the
other terms of this Appendix and of the parties’ Cash
Management Master Agreement, Customer agrees not to
disclose any proprietary information regarding the Services
to any third party (except to Customer’s Administrator(s)
and Authorized User(s)). Customer acknowledges that there
can be no gnarantee of secure transmissions over the Internet
and agrees to comply with any operating and commercially
reasonable security procedures Bank may establish from
time to time with respect to the Services. Customer will be
denied access to the Services if Customer fails to comply
with any of these procedures. Customer is responsible for
reviewing the transaction reports Bank provides on-line and
in Customer’s monthly statements to detect unauthorized or
suspicious transactions. In addition to any other provision
hereof regarding authorization of transactions using the
Services or in the parties’ Cash Management Master
Apreement, all transactions will be deemed to be authorized
by Customer and to be cormectly executed thirty (30)
Calendar Days after Bank first provides Customer with a
statement or online transaction report showing that
transaction, unless Customer has provided written notice
that the transaction was unauthorized or erroneously
executed within that period. In order to minimize risk of loss,
Customer agrees to cause its Administrator or designated
Authorized User(s) to review the transaction audit log
available with the Services to detect unauthorized or
erroneous fransactions not less frequently than once every
five (5) Calendar Days.

12, Terminating this Appendix; Liability.

121 This Appendix may be terminated in
accordance with the terms and conditions of the Cash
Management Master Agreement,

122 The provisions of this Appendix relating
to Customer’s and Bank’s liability and the disclaimer of
warranties set forth in the Cash Management Master
Agreement and incorporated herein by reference shall
survive the termination of this Appendix.

13. Changes to the Services and this Appendix.
Bank may change the Services and this Appendix (including
any amendments hereto} in accordance with the terms and
conditions of the Cash Management Master Agreement.

14. Notices. Notices required by this Appendix shall
be provided in sccordance with the terms and conditions of
the Cash Management Master Agreement.

15. Effectiveness. Each of Bank and Customer agrees
to all the terms and conditions of this Appendix. The
Hability of cach of Bank and Customer under this Appendix
shall in all cases be subject to the provisions of the Cash
Management Master Agreement, including, without
limitation, any provisions thereof that exclude or limit
warranties made by, damages payable by or remedies
available from Bank or Customer. This Appendix replaces
and supersedes all prior agreements on file with respect to
the Services and shall remain in full force and offect until
termination or such time as a different or amended Appendix
is accepted in writing by Bank and Customer or the Cash
Management Master Agreement is terminated.

REMAINDER OF PAGE INTENTIONALLY LEFT BLANK.
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APPENDIX 11

TD ACH ORIGINATION SERVICES

This Appendix is incorporated by reference into the parties” Cash Management Master Agreement and the parties’ Bank Internet
System Agreement, as applicable. This Appendix applies to all automated clearing house (“ACH”) Services made available to
Customer, in Customer’s capacily as an Originator, by Bank, as an Originating Depository Financial Institution (“ODFI”). All
capitalized terms used herein without definition shall have the meanings given to them in either the Cash Management Master
Agreement or the NACHA Rufes (as defined below), as applicable. Except as otherwise expressly provided in this Appendix, to
the extent that this Appendix is inconsistent-with the provisions of the Cash Management Master Agreement, this Appendix and
any amendment hereto from time to time shall control, but only to the extent necessary to resolve such conflict,

TERMS AND CONDITIONS

1. Services. The ACH network is a funds transfer
system which provides for the interbank clearing of
electronic credit and debit Entries for participating financial
institutions. The ACH system is governed by the National
Automated Clearing House Association’s (“NACHA™)
Operating Rules and Operating Guidelines (collectively the
“NACHA Rules™).

2. Customer Obligations.

21 Customer will comply and shall cause
its employees, officers, directors, agents and its Authorized
Represeniative(s) and Administrator(s) to comply with (i)
the NACHA Rules as amended from time to time and (if) any
specifications, advisories, interim policies, or instructions
related to0 ACH transactions issued, from time to time, by
Bank, NACHA or any federal or state regulatory authorities,
The duties of Customer set forth in this Appendix in no way
limit the requirement that Customer comply with the
NACHA Rules. Customer specifically adopts and makes to
Bank all representations and warranties of an Originator
under the NACHA Rules, including that Customer will not
initiate Entries in violation of the laws of the United States.
Customer has access to a copy of the NACHA Rules and
acknowledges receipt of a copy. (The NACHA Rules may be
obtained at NACHA’s website at www.NACHA org or by
contacting NACHA directly at 703-561-1100.) Customer
agrees to subscribe to receive revisions to the NACHA Rules
directly from NACHA,

22 Customer wifl maintain a checking
Account (“Seitlement Account”) at Bank with available
balances as of the Effective Entry Date sufficient to offset any
Entries submitted and against which any rejected or returned
Entries may be credited or debited. Bank reserves the right, in
its sole and exclusive discretion and at any time, to require
ACH pre-funding of credit Entries requested by Customer, in
accordance with the terms and conditions of any agreement
between Bank and Customer relating to pre-funding of such
Entries, including as otherwise set forth in this Appendix. Bank
also reserves the right, in its sole and exclusive discretion and
at any time, to delayed settlement of debit Entries requested by
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Customer, in accordance with the terms and conditions of any
agreement between Bank and Customer relating thereto.

23 Customer agrees from time to fime,
upon Bank’s request and in accordance with this Appendix
and the parties’ Cash Management Master Agreement, to
prompily provide Bank with information pertaining to
Customer’s financial condition as Bank may request,
including without limitation, the name(s) of other financial
institutions that Customer is using to originate Entries.

24 Nothing in this Appendix or any course of
dealing between Customer and Bank (i) constitutes a
commitment or obligation of Bank to lend money to Customer,
(ii) obligates Bank to extend any credit to Customer, to make a
foan to Customer or otherwise to advance funds to Customer to
pay for any payment order contrary to Bank’s published
availability schedules and the settlement timing as reflected
herein, and in such other documents and materials as may be
provided to Customer by Bank with regard to the Services from
time to time, (iii) constitutes a modification of this Appendix,
the NACHA Rules, or the Security Procedures, or (iv)
otherwise constitutes an agreement between Bank and
Customer regardless of whatever practices and procedures
Bank and Customer may use.

2.5 Customer is responsible for all tariffs,
duties or taxes (excluding U.S. federal, staie and local taxation
of the income of Bank) that may be imposed by any
government or governmental agency in connection with any
payment order executed pursuant to this Appendix, including
without limitation any international tariffs, duties or taxes
related to international ACH Entries as further described in
Section 6 below.

2.6 Customer shall be liable for all fines
including without limitation any international {ines related to
international ACH Eniries as further described in Section 6
below, that may be incurred by Bank that are attributable to
Customer’s failure to comply with (i) the NACHA Rudes, or (if)
the laws, regulations and orders administered by the U.S,,
including without limitation, the U.S. Department of the
Treasury’s Office of Foreign Assets Control (“OFAC”) and
the U.S. Department of the Treasury’s Financial Crimes
Enforcement Network (“FinCEN”).
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3. Risk Exposure Limits.

3.1 Bank will establish for Customer, in
Bank’s sole and exclusive discretion, a fransactional “Credit
Exposure Limit” and a “Debit Exposure Limit” (“Exposure
Limit(s)"). Each Exposure Limit will be established as an
aggregate limit over multiple Settlement Dates with other
not-yet-settled transactions issued by Customer through any
ACH application with Bank. The Exposure Limits are
based on Customer’s financial condition and anticipated or
historical level(s) of Entry instructions with Bank. Bank
will notify Customer of Customer’s Exposure Limits prior
to implementation of the Services.

32 Customer shall promptly notify Bank if
Customer anticipates a significant increase or decrease in the
dollar amount of any of its ACH transactions. Bank may,
from time to time, in its sole discretion, change the amount
of Customer’s Exposure Limits, Bank may, on an annual or
more frequent basis, in Bank’s sole discretion, review
Customer’s Exposure Limits and make any adjustments to
Customer’s Exposure Limits that Bank may deem
appropriate. Bank will promptly notify Customer in writing
of any adjustments to Customer's Exposure Limits.

33 Bank monitors all Exposure Limits for
every customer that originates ACH transactions. Bank may
suspend or reject processing of any Entry instructions if such
Entry exceeds Customer’s Exposure Limii(s). Bank may,
in its sole and exclusive discretion, but shall have no
obligation, to elect to process occasional Entry instructions
that would exceed Customer’s Exposure Limil(s), If
Custemer’s Entry instructions exceed its Exposure Limit(s),
Bank tmay elect to process such instructions subject to there
being sufficient available funds in the Settlement Account,
or in any other Customer Account(s) authorized by Bank for
ACH transaction purposes, for the total amount of all credit
Entries submitted to Bank for processing. In such event,
Bank may efect to reduce available funds in the Settlement
Account, as well as place a hold on available funds in any
other Customer Account(s) authorized by Bank for ACH
transaction purposes to the extent necessary to cover the total
amount of the ACH credit Entries, on the Business Day that
Bank begins processing Customer’s ACH file. Customer’s
Settlement Account will be debited on the effective
Settlement Date of the file, simultaneously with removal of
the hold on funds in the other Customer Account(s).
Alternatively, if Customer’s Entry instructions exceed
Customer’s Exposure Limit(s), Bank may ¢lect to process
such instructions and release a file against insufficient
collected funds, subject to Customer promptly depositing
collected funds in the Settlement Account in the form of a
cash deposit, wire transfer, intra-bank fund transfer or loan
advance to cover Customer’s funding obligation,

4. File Transmission Methods; Addenda.
41 Customer may e¢lect, in accordance with

the Services” Setup Form(s), to transmit a NACHA-formatted
file to Bank via the following methods, or via such other
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methods as Bank may permit from time to time in its sole and
exclusive discretion:

4,11 Bank  Internet System
Transmission, Customer may transmit a NACHA-
formatted file to Bank via the service described in the Bank
Internet System Appendix. Customer agrees to the terms of
the Rank Internet System Appendix and its related security
procedures when initiating Entries as described therein.

412 Direct Electronic
Transmission. Customer may transmit a NACHA-formatted
file directly to Bank, as described in or as otherwise permitted
by Bank’s Appendix for Data Transmission Services.
Connectivity between Bank and Customer must be established
and successfully tested prior to live transactions,

42 Electronic Data Interchange (*EDI”).
B consists of the electronic movement of data between
Customer and Bank in a structured, computer-retrievable
data format that permits information to be transferred
between a computer program at Customer’s location and a
computer program at Bank’s location without re-keying.
Customer and Bank may transmit between each other an
ACH file that contains ACH Addenda which conform to the
NACHA Rules via EDI, and as described in or as otherwise
permitted by Bank’s Appendix for Data Transmission
Services. Bank will process and forward Addenda
information along with financial transactions through the
ACH network. Bank will, upon Customer’s request, forward
Addenda information to Customer within iwo (2) Business
Days of Bank’s receipt of such information.

5. Transmittal of Entries by Customer.

5.1 Customer will send file(s) of credit and
debit Enfries to Bank (i) with computer readable
information; (ii) with an ACH file and format consistent with
current NACHA file and Bank specifications; and (iii) on the
medium as agreed by the parties and in accordance with the
security procedures associated with that fransmission
medium, Customer agrees to initiate Entries described
herein in accordance with the requirements of, and in
compliance with its responsibilities, representations and
warranties as an Originator under, the NACHA Rules. Bank
shall comply with the NACHA Rufes, and Bank specifically
adopts and makes to Customer afl representations and
warranties of an ODFI under the NACHA Rules. Bank agrees
to process Entries described herein in accordance with the
requirements of, and in compliance with its responsibilities,
representations and warranties as an ODF1 under, the NACHA
Rules.

5.2 With respect to any credit and debit
Entries initiated and transmitted by Customer that involve
consumers, each of Customer and Bank will comply with, -
gach as may be amended from time to time: (i) all
authorization, disclosure and other requirements of the
NACHA Rules and (ii) all applicable federal and state laws
and regulations, including, without limitation, any
applicable requirements of Regulation E of the Consumer
Financial Protection Bureau {or any successor entity who
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administers Regulation E) (hereinafter “Regulation E”) and
the Federal Electronic Funds Transfer Act.

53 Customer acknowledges the right of a
consumer Receiver of an unauthorized debit Eniry, as
applicable and as described in the NACHA Rules, to obtain a
refund of the funds debited from Receiver’s account by such
Receiver sending a written notice to Receiver’s Receiving
Depository Financial Institution (“RDFI”) in accordance
with the NACHA Rules (ie, a Written Statement of
Unauthorized Debit), and where such notification is received
in time and in a manner that reasonably allows the RDFI to
meet the deadline for transmitting a Return Entry as
provided in the NACHA Rufes. Customer also acknowledges
the right of a corporate Receiver of a debit Enfry, as
applicable and as described in the NACHA Rules, to obtain a
refund of the funds debited from such Receiver’s account by
such Receiver sending a notice to Receiver’s RDFI within
two (2) Business Days following the Settlement Date of the
original Entry. Customer indemnifies Bank against any such
claim for a refund by any Receiver.

3.4 In accordance with this Appendix,
Customer may use the Services to initiate and transmit credit
and debit Entries with certain Standard Entry Class (“SEC”}
Codes. Authorized SEC Codes include PPD, PPIH, CCD,
CCD+ and CTX, All other SEC Codes may be used with
proper designation on the Services’ Setup Form(s) and in
accordance with additional instructions from and
requirements by Bank, as applicable. Bank may also suspend
or terminate Customer’s use of one or more SEC Codes at
any time in Bank’s sole and exclusive discretion.

5.5 Bank may suspend Customer's use of
one or more inactive ACH set-ups after 12 months of
inactivity and subsequently terminate Customer’s use of the
inactive ACH set-up on one or more channels of delivery,
after 16 monihs of inactivity. Non-use of ACH Origination
for 16 months, mal result in the termination and removal of
the ACH Service.

6. International ACH  Transactions (“IAT
Entries”).

6.1 An JAT Entry is a debit or credit Entry
that is part of a payment transaction involving a Financial
Apency located outside of the territorial borders of the
United States, which is processed through the domestic ACH
network, pursuant to the NACHA Rules, including the rules
pertaining to International ACH Transactions, [AT Entries
also include those that are funded directly by an incoming
international wire or similar funding source. The NACHA
Rules establish SEC Code “IAT” for all International ACH
Transactions. Customer agrees to be bound by the NACHA
Rules and all other statutes and regulations pertaining to ITAT
Entries, including all applicable OFAC and FinCEN rules
and regulations associated with IAT Entries. Customer
acknowledges that IAT Entries require additional mandatory
information, according to special formatting requirements,
in the computer record for such Entries within an ACH batch
file, Customer expressly agrees to identify and properly
initiate all IAT Entries. Bank will facilitate IAT Entries to
Receivers located in foreign countries approved by Bank and
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facilitated by the ACH or the Gateway Opcrator (hereinafter
in this Section, collectively, “ACH Operator”). Bank will
process each IAT Entry in accordance with (a) the Jaws and
payment system rules and requirements of the receiving
foreign country (“Foreign Country Rules”), (b) any
agreement governing IAT Entries between Bank and the
ACH Operator through which Bank processes the IAT
Entry, the terms of which Bank communicates to Customer
prior to Customer’s use of the Services or from to time
thereafter, and {c) the NACHA Rules.

6.2 Customer acknowledges and agrees that
JAT Entries may be subject to laws, regulations and
restrictions of U.8. and foreign governments relating fo
foreign exchange transactions. Before initiating an IAT
Entry, Customer agrees to understand and accept the Foreign
Country Rules, An IAT Entry must be authorized by the
Receiver, The form and content of the Receiver's
authorization, including whether such authorization is oral,
electronic or written, is governed by Foreign Country Rules.
Customer assumes the risk of rejection of its Entries
according to Foreign Country Rules, Bank and the ACH
Operator, Customer expressly acknowledges and agrees that
Outbound TAT Entries, once transmitled, are irrevocable and
are subject to the Foreign Country Rules; furthermore, the
time frames for return of an Bntry are determined by the
Foreign Country Rules and may exceed the sixty (60) day
return window for consumer Entries defined by the U.S,
ACH system and the NACHA Rules, as well as the return
window for non-consumer Entries. Customer also agrees
that JAT Entries may not be dishonored, reversed or settled
upon a specific date, and that pre-notifications are not
permitted with respect to IAT Entries involving certain
foreign countries, To the extent not otherwise prohibited by
law, in connection with IAT Entries, (1) Customer assumes
the risk of all fluctuations in foreign exchange rates or
availability, and (2) Customer assumes the risk of loss for
creating any and all erroncous IAT Entries. Customer
acknowledges and agrees that the processing, settlement
and/or availability of such Entries may be delayed or
suspended in the event that Bank determines that enhanced
sorutiny or verification of such Entries is necessary under the
NACHA Rules andfor applicable US. law. The ACH
Operator through which Bank processes the JAT Entry, in its
sole discretion, may also refuse to handle IAT Enfries.
Customer acknowledges that Bank shall have no liability for
such delay or refusal.

6.3 In addition to the provisions of Section 22
of this Appendix, Customer makes the following additional
representations and warranties with respect to any IAT Entry
submitted by Customer or on Customer’s behalf:

6.3.1 Customer is in compliance with U.S.
law, including, but not limited to, Customer’s obligations
under programs administered by OFAC and FinCEN; and

6.3.2 The origination of an Outbound IAT
Entry is in compliance with the Foreign Country Rules,
including any requirements regarding authorization with
respect to an JAT Entry.
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6.4  Bank will not be liable for (a) any failure
or delay by the ACH Operator, any infermediary financial
institution, or the financial institution designated to recsive
the IAT Entry in the receiving country in processing or
failing to process any JAT Entry that is transmitted to the
receiving country, or (b) the acts or omissions by a third
party, including without limitation, the delay or failure of
any third party to process, credit or debit any IAT Entry.
Bank is also not responsible for the transmission or
settlement of IAT Entries on foreign holidays or other days
on which foreign countries may not process Entries.

6.5 With respect to credit IAT Entries that
Customer wishes to originate in the currency of a designated
foreign government or intergovernmental organization
(“Foreign Currency”), Bank will originate the IAT Entries in
U.S. dollars (*USD") only. Once the Entry is transmitted by
Bank to the ACH Operator, the ACH Operator will convert
the amount to be transferred from USD to the Foreign
Currency. If the financial institution designated to receive
the funds does not pay the Receiver specified in the Entry,
or if the Entry is subsequently determined to be etroneous,
the ACH Operator will convert the amount to be returned
from the Foreign Currency to USD. Bank will not be liable
for any difference in the amount of the original Entry after it
has been converted from the Foreipgn Currency to USD.
Further, if Customer designates the currency to arrive at the
receiving financial institution in Foreign Currency, and the
designated Receiver account at the receiving financial
institution is a USD account, Customer acknowledges that
the receiving financial institution may: (1) elect to convert
the currency back to USD and post the transfer to the
Receiver’s account accordingly, or (2) return the Entry, in
which case the amount transferred is converted from Foreigh
Currency back to USD to post back to Customer’s account.
Customer assumes all foreign exchange risk associated with
any of the foregoing,

7. Security Procedures.

7.1 Customer and Bank shall comply with
the security procedures set forth or incorporated by reference
in this Appendix, the Cash Management Master Agreement,
the Bank Infernet System Appendix, Data Transmission
Services Appendix and/or associated documents provided by
Bank, including without limitation the Services” Seiup Form(s)
(collectively the “Security Procedures™), with respect to
Entries transmitted by Customer to Bank. Customer
acknowledges and agrees the Security Procedures ave a
commercially reasonable method for the purpose of
verifying the authenticity of Entries (or any request for
cancellation or amendment thereof). Customer further
acknowledges that the purpose of the Security Procedures is
not to detect an error in the transmission or content of an
Entry. No security procedures have been agreed upon
between Bank and Customer for the detection of any such
erTor.

7.2 Customer is strictly responsible for
establishing, implementing, maintaining and (as appropriate)
updating its own security procedures (a) to safeguard against
unauthorized transmissions, and (b) relating to the initiation,
processing and storage of Entries. As required by the NACHA
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Rudes with respect to the protection of ACH information {non-
public information, including financial information of
Receivers and Customer’s customers, used to create, of
contained within, an ACH Entry and any related addenda
record), Customer shall ensure thet its securily policies,
procedures and systems:

e  Protect the confideniiality and integrity of the
protected information,

s  Protect against anticipated threats or hazards to the
security or integrity of protected information until its
destruction, and

e Protect against unauthorized use of protected
information that could result in substantial harm to
the Receiver/custorner,

e Abide by all rules pertaining to commercially
reasonable data security as prescribed within the
NACHA Rules

Customer warrants to Bank that no individual will be allowed
to initiate transfers in the absence of proper supervision and
safepnards, and Customer agrees to take reasonable steps to
maintain the confidentiality of the Security Procedures and
any passwords, codes, security devices and related instructions
Bank provides in connection with the Security Procedures, If
Customer believes or suspects that any such information or
instructions have been known or accessed by an unauthorized
person, Customer agrees to notify Bank immediately by
calling 1-866-475-7262, followed by written confirmation to
TD Bank, N.A., At Treasury Management Services Suppott,
6000 Atrium Way, Mt Laurel, New Jersey, 08054. The
occurrence of unauthorized access will not affect any transfers
Bank makes in pood faith prior to, and within a reasonable time
period after, its receipt of such notification.

7.3 Bank may, from time to time, propose
additional or enhanced security procedures to Customer.
Customer understands and agrees that if it declines to use any
such enhanced provedures, it will be liable for any losses that
would have been prevented by such procedures,
Notwithstanding anything else contained in this Appendix, if
Bank believes immediate action is required for the security of
Bank or Customer funds, Bank may initiate additional security
procedures immediately and provide prompt subsequent notice
thereof to Customer. '

8. Compliance with Security Procedures.

8.1 If an Entry (or a request for cancellation
or amendment of an Eniry) received by Bank purports to
have been transmitted or authorized by Customer, it will be
deemed effective as Customer’s Entry (or request), and
Customer shall be obligated to pay Bank the amount of such
Entry (or request) even though the Entry (or request) was not
authorized by Customer, provided Bank acted in compliance
with the Security Procedures.

8.2 H an Entry (or a request for cancellation
or amendment of an Entry) received by Bank was
transmitted or authorized by Customer, Customer shall be
obligated to pay the amount of the Entry as provided herein,
whether or not Bank complied with the Security Procedures
and whether or not that Entry was erronecus in any respect
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or that error would have been detected if Bank had complied
with the Security Procedures.

9, Recording and Use of Communications.
Customer and Bank agree that all telephone conversations or
data transmissions between them or their agents made in
connection with this Appendix may be electronically
recorded and retained by ecither party by use of any
reasonable means.

10. Processing, Transmittal and Seitlement of
Entries by Bank.
10.1 Bank will process, transmit and settle for

credit and debit Entries initiated by Customer as provided in
the NACHA Rules as in effect from time to time, and pursuant
to this Appendix. Exclusive of “Same Day ACH Entries,”
which are described in Section 23 below, Bank will transmit
such Entries as an ODFI to the ACH Operator by the deadline
of the ACH Operator, provided such Enlries are received by
Bank prior to 8:00 p.m. Eastern Time (“ET”) and the ACH
Operator is open for business on such Business Day. Entries
received after 8:00 pm, ET will be deemed received the
following Business Day. Ifthe Effective Entry Date falls on a
non-Business Day, final settiement will occur on the next
Business Day. Customer may submit a NACHA-formatted file
up to the time limit in advance of the Effective Entry Date as
the Services permit, or as may otherwise be permitted by Bank
under the terms of this Appendix. Customer will hold Bank
harmless from all charges and liabilities that may be incusred
as a result of the delivery of late Entries.

10.2 If the file of Entries is received other
than in specified NACHA and Bank format, Customer will
be required to provide Bank with a corrected file. If a
corrected file of Entries is received later than 8:00 p.m, ET
on the delivery date with an intended Effective Entry Date
of next-Business Day, Customer will hold Bank harmless
from all charges and liabilities that may be incurred as a
result of the processing of late Entries.

10.3 For putposes of this Appendix, Entries
shall be deemed received by Bank, in the case of electronic
file transeission, when the transmission is completed as set
forth in Bank’s Appendix for Data Transmission Services
and/or the Services’ Setup Formgs).

104 If any of the requiremenis of this Section
10 {or of Section 23 with respect to Same Day ACH Entries)
are not met, Bank shall use reasonable efforts to transmit
such Entries to the ACH Opetator by the next deposit
deadline on which the ACH Operator is open for business.
Any stale dated Effective Entry Date, may result in "Same
Day ACH Entries",

11. On-Us Entries. Except as otherwise provided
herein, in the case of an Entry received for credit or debit to
an account maintained by Bank (an “On-Us Entry”), Bank
will credit or debit the Recefver’s account in the amount of
such Entry on the Effeclive Entry Date, provided the
requirements set forth herein are otherwise met. If those
requiremenis are not met, by reason of stale or same-day
Fffective Entry Dates on such Entries, Bank will credit or
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debit the Receiver’s account in the amount of such Entry on
the date the Entry was received by Bank, or if the Entry was
received on a non-Business Day, Bank will credit or debit
the Receiver’s account in the amount of such Entry on the
next Banking Day following the date the Entry was received
by Bank, Bank will have the right to reject an On-Us Entry
as described in Section 12, Returned or Rejected Entries. In
the case of an On-Us Enfry, Bank will have all rights of an
RDFI including, without limitation, the rights set forth in
NACHA Rules.

12, Returned or Rejected Entries.

12.1 In the event any Eniry is refurned or
rejected by the ACH Operator or any RDFI or Intermediary
Depository Financial nstitution, it shall be the responsibility of
Customer to (i) remake and resubmit such Entry, (i) with
respect to an ACH Debit Entry, enroll in Bank's Auto-
Redeposit service or (iii) otherwise resolve the returned Eniry
in accordance with the NACHA Rules.

122 Bank shall remake such Entry in any case
where rejection by the ACH Operator was due to mishandling
of such Entry by Bank and sufficient data is available to Bank
to permit it to remake such Entry. In all other instances, Bank’s
responsibility will be to receive rejected or refurned Entries
from the ACH Operator, perform necessary processing, control
and settlement functions, and to forward such Entries to
Customer. Except for an Entry retransmilted by Customer in
accordance with the requirements of Section 5, Transmittal of
Entries by Customer, or the enrollment in Bank's Auto-
Redeposit service for ACH Debit Entries, Bank shall have no
obligation to retransmit a returned Entry to the ACH Operator
if Bank complied with the terms of this Appendix and the
NACHA Rules with respect to the original Entry and the
rejection was not due to mishandling of such Entry by Bank.

123 Bank may reject any Entry which does not
comply with the requirements of Section 5, Transmittal of
Entries by Customer, or Section 7, Security Procedures. Bank
may also reject any Entry which contains a future Settlement
Date that exceeds the limits set forth within the Services. Bank
may reject an On-Us Entry for any reason for which an Entry
may be returned under the NACHA Rules. Bank may reject
any Entry or file if Customer has failed to comply with its
Settlement Account balance obligations under Section 2,
Customer Obligations, or Customer’s Exposure Limit under
Section 3, Risk Exposure Limits. Notices of rejection shall be
effective when given, Bank shall have no liability to Custemer
by reasons of the rejection of any such Entry or the fact that
such notice is not given at an earlier time than that provided for
herein, Bank may monitor Customer’s rejected or returned
Entries. Bank reserves the right, in its sole and exclusive
discretion, 1o require Customer to establish a reserve Account
in the event that an excessive number of Customer’s debit
Entries are rejected or returned.

i24 In accordance with NACHA Rules, Bank
may monitor returned Entries, and in its sole discretion, may:
{1} require Customer to lower its return rates, (2) invoke
premiumn penalty fees for unauthorized or excessive retarn
rates, and/or (3) invoke termination or suspension of the
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Services and/or this Appendix in conjunction with Section 31
of this Appendix.

12.5 In Bank's sole discretion, and upon
Customer request, Bank may enroll eligible customers in the
ACH Auto-Redeposit service for ACH debit origination. The
service automates Customers redeposit of eligible returns due
to insufficient funds (R01) and uncollected funds (R09), one or
two additional times, within nine (9) calendar days as selected
by Customer at the time of enrollment in the service. Customer
will receive notice of each return attempt and be responsible for
any associated fees. Customer's account will be setoff for the
amount of the returned Debit Entry after the final attempt to
Auto-Redeposit the Entry is determined by Bank to be
unsuccessful.

13. Cancellation or Amendment by Custemer.
Customer shall have no right to cancel or amend any Entry
or file after its receipt by Bank. However, if such request
complies with the Security Procedures applicable to the
cancellation of data, Bank shall use reasonable efforts to act
on a request by Customer for cancellation of an Eniry prior
to transmitting it to the ACH Operator, or in the case of an
On-Us Eatry, prior to crediting or debiting a Receiver’s
account, but Bank shall have no liability if such cancellation
is not effected. Customer shall reimburse Bank for any
expenses, losses, or damages Bank may incur in effecting or
attempting to effect the cancellation or amendment of an
Entry.

14. Reversing Entries/Files, If Customer discovers
that any Entry or file Customer has initiated was in error, it
may use the Services to correct the Entry or file by initiating
a reversal or adjustment, or Customer may notify Bank of
such error and Bank will utilize reasonable efforts on behalf
of Customer, consistent with the NACHA Rules, to correct
the Entry or file by initiating a reversal or adjustment of such
Entry or file. In all such cases, it shall be the responsibility
of Customer to notify the affected Receiver that an Entry or
file has been made which is at variance with the
authorization or is otherwise ecrroneous. Customer
indemnifies Bank against any claim by any Receiver that a
reversing Entry or file requested by Customer is wrongful.
Customer understands and acknowledges that certain RDFIs
may not or cannot comply with such reversal and that, in
such an event, Bank will debit Customer’s Settlement
Account in the amount of the provisional credit applied to
the Settlement Account for such Entry or file.

15, Notice of Returned Entries. Bank will use
reasonable efforts to notify Customer by electronic
transmission of the receipt of a returned Entry from the ACH
Operator no later than one (1) Business Day after the
Business Day of such receipt. Except for an Entry re-
iransmitted by Customer in accordance with the
requiremenis of Section 5, Transmittal of Entries by
Customer, or the enroliment in Bank's Auto-Redeposit service
for ACH Debit Entries, Bank shall have no obligation to re-
transmit a returned Eniry to the ACH Operator if Bank
complied with the terms of this Appendix with respect to the
original Entry.
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16. Notifications of Change.  Bank will use
reasonable efforts to notify Customer of each Noetification of
Change (“NOC”) or Corrected Notification of Change
{“Corrected NOC”) received by Bank related to Entries
transmitted by Customer within iwo (2) Business Days after
receipt thereof.  Customer shall ensure that changes
requested by the NOC or Corrected NOC are made within
six (6} Business Days of Customer’s receipt of the NOC or
Corrected NOC information from Bank or prior to initiating
another Entry to the Receiver’s account, whichever is later.

In the event that Customer has not updated the NOC, the
Bank will undertake this correction on the Customer's
behalf, before cach subsequent Entry is placed into the
Network, in order to be compliant with the NACHA Rules.
Bank will access a fee for updating the NOC as outlined in
the fee schedule.

17, Pre-Notification and  Rejection of Pre-
Notification. Bank recommends that, as permitted by the
NACHA Rules or applicable law, Customer send pre-
notifications at least three (3) Business Days prior to
initiating an authorized Entry to a particular account in a
format and medium approved by the NACHA Rules.
Customer may also initiate a new pre-notification (i} when
any changes are made to an account number, financial
institution, or individual identification number or (ii) as
otherwise stated in the NACHA Rules. Customer understands
and acknowledges that once a pre-notification has been
initiated using the Services, Customer will be restricted from
initiating any Entry to such customer(s) for three (3)
Business Days.

18. Participant Authorization for Entries.

18.1 To the extent required by the NACHA
Rules or applicable law, Customer will obtain all consents
and written authorizations for all Entries in accordance
therewith. Such authorizations and any related disclosures
shall be in a form that complies with (i) all requirernents of
the NACHA Rules and (ii) all applicable foderal and state
laws and regulations, as the same may be amended from time
to time, including, without limitation, any applicable
requirements of Regulation E, the Federal Electronic Funds
Transfer Act, and sanctions enforced by OFAC. Customer
shall obtain and maintain current information regarding
OFAC enforced sanctions. (This information may be
obtained directly from the OFAC Compliance Hotline at
(800) 540-OFAC or by visiting the OFAC website at
www.ustreas.gov/ofac.) Each Entry will be made according to
such authotization and shall comply with the NACHA Rules.
No Entry will be initiated by Customer after such authorization
has been revoked or the arrangement between Customer and
such Receiver or other party has terminated,

182 Customer shall retain all consents and
authorizations for the period required by the NACHA Rules.
Customer will firnish to Receiver, or to Bank upon its
request, an original or a copy of an authorization as required
under or for any purpose required by the NACHA Rules. No
investigation or verification procedure undertaken by Bank
shall be deemed to limit or waive Customet’s obligations
under this Section.
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19. Re-initiation of Entries. Customer may not re-
initiate Entries except as prescribed by the NACHA Rules.

20. Payment by Custemer for Enfries; Payment
by Bank for Entries.

20.1 Except as may otherwise be agreed by
Bank in its sole and exclusive discretion, Customer shall pay
Bank the amount of each credit Entry transmitted by Bank
pursuant to this Appendix at such time on the date of
transmittal by Bank of such credit Entry as Bank, in its
discretion, may determine,

20.2 Customer shall promptly pay Bank the
amount of each debit Entry returned by an RDFI pursuant to
this Appendix.

20.3 Bank will pay Customer the amount of
cach debit Emtry transmitted by Bank pursuant to this
Appendix at such time on the Settlement Date with respect
to such debit Entry as Bank, in its discretion, may determine,
and the amount of each On-Us Entry at such time on the
Effective Entry Date as Bank, in its discretion, may
determine.

20.4 Bank will use reasonable efforts to
promptly pay Customer the amount of each credit Entry
returned by an RDFI that was transmitted by Bank pursuant
to this Appendix.

20.5 Customer acknowledges and agrees that
any failure of Customer to make payment to Bank as
described in this Section may constitute an event of default
under any other agreement for credit that Customer or any of
Customer’s Affiliates has with Bank or any Affiliate of
Bank. Customer further acknowledges and agrees to execute
and deliver any further documents and instruments as Bank
may require to effectuate the cross-default contemplaied
hereby.

21. Third-Party Service Provider; Third-Party
Sender Activities.

21.1 Subject to Bank’s prior approval and in
its sole and exclusive discretion, Customer may appoint a
third party to act as Customer’s agent to process Entries on
Customer’s behalf and for purposes of the services provided
tereunder (“Third-Party Service Provider”), as set forth in
the Services® Setup Form(s), All data received by Bank from
Third-Party Service Provider, including Entries and
instructions (and cotrections or adjustments thereto), are
hereby authorized by Customer. All acts and omissions of
Third-Party Service Provider shall be the acts, omissions and
responsibility of Customer and shali be governed by the
provisions of this Appendix. Customer agrecs, jointly and
severally with Third-Party Service Provider, to indemnify
and hold Bank harmless from any and all liabilities, losses,
damages, costs and expenses of any kind (including, without
limitation, the reasonable fees and disbursements of counsel
in connection with any investigative, administrative or
judicial proceedings, whether or not Bank shall be
designated a party thereto) which may be incurred by Bank
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relating to or arising out of the acts or omissions of Third-
Party Service Provider on behalf of Customer. Customer and
Third-Party Service Provider shall execute any such other
agreement(s) or documents as deemed necessary or
appropriate by Bank prior to the initiation or continuation by
Third-Party Service Provider of any services on Customer's
behalf, including without limitation Bank’s Third-Party
Service Provider Agreement, as the same may be modified
by Bank from time to time. Notice of any termination of
Third-Party Service Provider’s authority to iransmit data and
instructions to Bank on Customer's behalf shall be given to
Bank in writing. The effective date of such termination shall
be ten (10) Business Days after Bank receives written notice
of such termination. Customer agrees that Bank retains the
right to reject any Third-Party Service Provider and any
Entries initiated by Customer’s Third-Party Service Provider
in its sole discretion,

212 Customer may not use the services
provided hereunder fo process Entries on behalf of
Customer’s clients (defined as a “Third-Party Sender” under
the NACHA Rules), except where Customer has formally
requested to engage in such activily in advance and where
Bank has provided its prior approval, which Bank may grant
or withhold in its sole and exclusive discretion. In the event
Bank approves of such use, Customer shall execute such
other agreement(s) or documents as deemed necessary or
appropriate by Bank prior to the initiation or continuation by
Customer of any ACH services in the capacity of a Third-
Party Sender. Customer agrees that Bank retains the right to
reject any requesi by Customer fo engage in Third-Party
Sender activities as well as any Entries initiated by Customer
in such capacity, in Bank’s sole discretion,

22, Customer Representations and Agreements;
Indemnity. In addition to Customer representations,
agreements and warranties otherwise described in this
Appendix, Customer further represents and warrants to Bank
and agrees, with respect to cach and every Entry transmitted
by Customer or any Third-Party Service Provider on
Customer’s behalf, that;

(i Each person shown as the Receiver of an
Entry received by Bank from Customer has authorized the
initiation of such Entry and the crediting or debiting of its
account in the amount and on the Effective Entry Date
shown on such Entry;

(ii) Such authorization is operative at the
time of transmittal or crediting or debiting by Bank as
provided herein;

(iii) Entries  transmitted to Bank by
Customer are limited as set forth in Sections 3 and 5;

(iv) Customer shall perform its obligations
under this Appendix in accordance with the laws of the
United States and all other applicable laws, regulations and
orders, including, but not limited to, the fransaction
screening and sanctions laws, regulations and orders
administered by OFAC; laws, regulations and orders
administered by FinCEN; and any state laws, regulations or
orders applicable to the Originators of ACH transactions;
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(v) Customer shall be bound by and comply
with the provisions of the NACHA Rules (among other
provisions of the NACHA Rules) that make payments of an
Entry by the RDFI to the Receiver provisional until receipt
by the RDFI of final settlement for such Entry;

(vi) Customer specifically acknowledges
that it has received notice of the rule regarding provisional
payment and of the fact that, if such settlement is not
received, the RDFI shall be entitled to a refund from the
Receiver of the amount of the Entry;

(vii) with respect to cach International ACH
Transaction (“IAT”) that Customer may be permitted by
Bank to initiate, Customer shall (a) classify and format
payments transmitted to or received from a financial agency
outside the U.S. as an IAT in accordance with the NACHA
Rules, (b) provide data necessary to accompany the
transaction in compliance with the Bank Secrecy Act’s
“Travel Rule,” (¢) screen the IAT prior to transmitting any
file(s) of Entries to the Bank in accordance with the
requirements of OFAC and comply with OFAC sanctions,
and (d) otherwise comply with and be subject to all other
requirements of U.S. law, the NACHA Rules, OFAC and
FinCEN, as well as the Foreign Country Rules;

(viii) with respect to each Internet-
initiated/mobile (*WEB”) (as defined under the NACHA
Rutlesy ACH Entry that Customer may be permitted by Bank
to initiate, (@) Customer employs (1} commercially
reasonable detection systems to minimize risk of fraud
refated to Internet-initiated payments, (2) commercially
reasonable procedures to verify validity of routing numbers,
(3) commetcially reasonable methods of authentication to
verify the identity of the Receiver, and (4) & commercially
reasonable level of encryption technology, and (b} where
required by the NACHA Rules andfor Bank, Customer
conducts annual audits as to its security practices and
procedures that include, at a minimum, verification of
adequate levels of (1) physical security to protect against
theft, tampering, or damage, (2) personnel and access
controls to protect against unauthorized access and use and
(3) network security to ensure secure capture, storage, and
distribution, and will provide proof of such audits to Bank
upon request;

(ix) with respect to each Telephone-Initiated
(“TEL”) Entry that Customer may be permitted by Bank to
initiate, Customer has (a) employed commercially
reasonable procedures to verify the identity of the Receiver,
and (b) utilized commercially reasonable procedures to
verify that routing numbers are valid;

) with  respect to each Accounts
Receivable (“ARC”) Eatry that Customer may be permitted
by Bank fo initiate, (a) the amount of the Entry, the routing
number, the account number and the check serial number are
in accordance with the source document, (b} Customer will
retain a reproducible, legible image, microfilm or copy of the
front of the Receiver’s source document for cach ARC Entry
for two (2) years from the Settlement Date of the ARC Entry,
{c) Customer has employed commercially reasonable
procedures to securely store (1) all source documenis until
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destruction and {2) afl banking information relating to ARC
Entries, (d) Customer has established reasonable procedures
under which the Receiver may notify Customer that receipt
of Receiver’s checks does not constitute authorization for
ARC Entries to the Receiver’s account and that Customer
will allow the Receiver to opt-out of check coaversion
activity, and {¢) the source document to which each ARC
Entry relates may not be presented or returned such that any
person will be required to make payment based on the source
document unless the ARC Entry is returned;

(xi) with respect to each Back Office
Conversion (“BOC”) Entry that Customer may be permitted
by Bank to initiate, (a) Customer has employed
commercially reasonable procedures to verify the identity of
the Receiver, (b) Customer has established and maintains a
working telephone number for Receiver inquiries regarding
the transaction that is answered during normal business
hours and that such number is displayed on the notice
required by the NACHA Rules for BOC Entries, (c) the
amount of the Enfry, the routing number, the account
number and the check serial number are in accordance with
the source document, (d) Customer will refain a
reproducible, legible image, microfilm or copy of the front
of the Receiver’s source document for each BOC Entry for
two (2) years from the Setilement Date of the BOC Entry,
{e) Customer has cmployed commercially reasonable
procedures to securely store (1) all source documents until
destruction and (2) all banking information relating to BOC
Entries, and (f) the source document to which each BOC
Entry relates will not be presented or returned such that any
person will be required to make payment based on the source
document unless the BOC Entry is retuined,;

(xii} with respect to each Point-of-Purchase
(“POP”} Eniry that Customer may be permitted by Bank to
initiate, the source document provided to Customer for use
in obtaining the Receiver’s routing number, account number,
and check serial number for the initiation of the POP Entry
() is returned voided to the Receiver after use by Customer
and (b) has not been provided to the Receiver for use in any
prior POP Entry; and

(xiii) with respect to each Returned Check
(“RCK>) Entry that Customer may be permitted by Bank to
initiate, {a) afl signatures on the item are authentic and
authorized, (b) the item has not been altered, (c} the item is
not subject to a defense or claim, {d) the Entry accurately
reflects the item, (€) the item will not be presented unless the
related Entry has been returned by the RDFI, (f) the
information encoded after issue in magnetic ink on the item
is correct, and {g) any restrictive endorsement placed on the
item is void or ineffective.

Customer shall indemnify and hold Bank harmless from any
loss, liability or expense (including reasonable attorneys’
fees and costs) resulting from or arfsing out of any breach of
the foregoing warranties, representations or agreements.
Customer shall also indemnify and hold Bank harmless from
any claim of any person that Bank is responsible for any acts
or omissions of Customer regarding any Entry received from
Customer, or those of any other person related thereto,
including, without limitation, any Federal Reserve Bank, ACI
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Operator or transmission or cominunications facility, any
Receiver or RDFL

23. Same Day ACH (“SDA”). Customer may be
permitted, in Bank's sole and exclusive discretion, to initiate
SDA Entries. In the event Bank approves Customer’s
initiation of SDA Entries, either on a one time or other
periodic basis, Customer agrees as follows:

23.1 Customer shall be solely responsible for
transmitting its SDA Entries with the appropriate intended
Effective Entry Date to qualify as an SDA Eniry under the
NACHA Rules.

232 Customer shall only initiate individual
Entries that comply with the transaction limit per SDA
Entry, as provided in the NACHA Rules

23.3 Customer will not initiate an SDA Entry
as an IAT, as IATs are not eligible for same-day processing
under the NACHA Rules.

234 Customer will transmit its SDA Entries
to Bank in accordance with Bank's SDA Enlry processing
deadlines, as established by Bank from time to time and
disclosed to Customer.

23.5 Customer acknowledges and agrees that
if Customer sends an Entry with a stale or invalid Effective
Entry Date, such Entry may be deemed and processed by
Bank as an SDA Entry if transmitted in accordance with
Bank's SDA Entry processing deadlines.

236 Customer acknowledges and agrees that
if any of the requirements of this Section 23 are not met,
including without fimitation a failure by Customer to meet
Bank’s or the ACH Operator’s deadline for SDA, Bank shall
use reasonable efforts to transmit such Entries to the ACH
Operator by the next available processing deadline on which
the ACH Operator is open for business,

23.7 Customer further acknowledges that
Bank witl not consider the content of the Company
Descriptive Date indicator when determining Customer's
intent for processing and settlement of SDA Entries.

23.8 Customer will not initiate SDA Entries
that are otherwise ineligible for SDA Entry processing and
settlement in accordance with the NACHA Rules.

239 Customer otherwise agrees to and will
comply with all other requirements under the NACHA Rules
and by Bank with respect to SDA Entries, including as the
same may be amended from time to time.

23.10  Customer will indemnify and hold Bank
harmless from any SDA Entry processing and scttiement that
is performed by Bank as described herein and in accordance
with the NACHA Rules, notwithstanding Customer’s intent.

23.11  Customer will indemnify and hold Bank

barmless from any intended SDA FEntry not meeting the
ACH Operator deadline due to Customer delays, or due to
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Bank processing delays that are beyond Bank’s reasonable
control.

24. Inconsistency of Name and Account Number.
Customer acknowledges and agrees that if an Entry
describes a Receiver inconsistently by name and account
number, then (i) payment of such Entry transmitted to an
RDFI may be made by the RDF] (or by Bank for an On-Us
Entry) on the basis of the account number, even if it
identifies a person different from the named Receiver and
(ii} Customer’s obligation to pay the amount of Entry to
Bank is not excused in such circumstances, Similarly, if an
Entry describes an RDFI inconsistently by name and routing
number, payment of such Entry may be made based on the
routing number, and Customer shall be liable to pay that
Entry.

25. Banks Unable to Accept ACH Fransactions, If
Customer submits an Entry to Bank relating to an RDFI
which is not a participant in the ACH, then (i) Bank may
reject such Entry and use reasonable efforts to notify
Customer of such rejection or (ii) if Bank does not reject
such Entry, upon receiving a return transaction refated fo the
Entry from the ACH Operator, Bank may offset the
Settlement Account and notify Customer of such
transaction.

26. Notices, Instructions, Etc,

26.1 Except as otherwise expressly provided
herein, Bank shall not be required to act upon any notice or
instruction received from Customer or any other person, or
to provide any notice or advice to Customer or any other
person with respect to any matter.

26.2 Bank shall be entitled to rely on any
written notice or other written communication believed by it
in good faith to be genuine and to have been provided in
accordance with the provisions of the parties” Cash
Management Master Agreement,

27. Data Retention. Customer shall retain data on
file adequate to permit remaking of Entries for five (5)
Business Days following the date of their transmittal by
Bank as provided herein and shall provide such data to Bank
upon request, Without limiting the generality of the
foregoing provision, Customer specifically agrees to be
bound by and comply with all applicable provisions of the
NACHA Rules regarding the retention of documents or any
record, including, without limitation, Customer’s
responsibilities to retain all items, source documents and
records of aunthorization, in accordance with the NACHA
Rules.

28. Pata Breaches.

28.1 Each of Bank and Customer agrees that
it will adopt and implement commercially reasonable
policies, procedures and systems to provide security as to the
information being transmitted and to receive, store, transmit
and destroy data or information in a secure manner 1o
prevent loss, theft, or unauthorized access to data or
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information (“Data Breaches®), including but not limited to,
Consumer-Level ACH Data.

28.2 Each of Bank and Customer agrees that
it will promptly investigate any suspected Data Breaches and
moniter its systems regularly for unauthorized intrusions.

28.3 Customer will provide timely and
accurate notification to Bank by calling 1-866-475-7262
with regard to any Data Breaches when known or reasonably
suspected by Customer, including but not limited to, Data
Breaches to Consumer-Level ACH Data, and will take all
reasonable measures, including, without limitation, retaining
computer forensic expetts, to determine the scope of any
data or transactions affected by any Data Breaches,
providing all such determinations to Bank.

29. Audit. Bank has the right to periodically audit
Customer’s compliance with the NACHA Rules, U.S. law
and Bank policies, including, but not limited to, this
Appendix.

30. Records. All clectronic or other files, Entries,
Security Procedures and related records used by Bank for
transactions contemplated by this Appendix shall be and
remain Bank’s property, Bank may, in its sele discretion,
make available such information upon Customer’s request,
Any expenses incurred by Bank in making such information
available to Customer shall be paid by Customer.

31. Termination. The parties may terminate this
Appendix in accordance with the terms and conditions of the
parties’ Cash Management Master Agreement. In addition,
if Customer breaches the NACHA Rules or causes Bank to
breach the NACHA Rules, this Appendix may be terminated
or suspended by Bank upon ten (10} Business Days® notice,
or such shorter period as may be provided in the parties’
Cash Management Master Agreement. Any termination of
this Appendix shall not affect any of Bank’s rights and
Customer’s obligations with respect to Entries initiated by
Customer prior o termination, the payment obligations of
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Customer with respect to services performed by Bank prior
io termination, or any other obligations or provisions that by
the nature of their terms survive termination of this
Appendix, including without limitation Sections 2, 5, 10, 12,
13, 14, 18, 20,21,22, 27,32, 33 and 34.

32. Cooperation in Loss Recovery Efforts. In the
event of any damages for which Customer or Bank may be
liable to the other or to a third party relative to the Services,
both parties shall undertake reasonable efforts to cooperate
with the other, as permitted by applicable law, in performing
loss recovery efforts and in connection with any actions that
Customer or Bank may be obligated to defend or elects io
pursue against a third party.

33. Governing Law, In addition to the terms and
conditions of the parties’ Cash Management Master
Agreement, the parties agree that if any payment order
governed by this Appendix is part of a funds transfer subject
to the federal Electronic Funds Transfer Act, then all actions
and disputes as between Customer, or any Third-Party
Setyice Provider acting on Customer’s behalf, and Bank
shall be governed by Article 4-A of the New York Uniform
Commercial Code, as varied by this Appendix.

34. Effectiveness. Each of Bank and Customer agrees
to alf the terms and conditions of this Appendix. The
liahility of each of Bank and Customer under this Appendix
shall in all cases be subject to the provisions of the Cash
Management Master  Agreement, including, without
limitation, any provisions thereof that exclude or limit
warranties made by, damages payable by or remedies
available from Bank or Customer. This Appendix replaces
and supersedes all prior agreements on file with respect to
the services described herein and shall remain in full force
and effect until termination or such time as a different or
amended Appendix is accepted in writing by Bank and
Customer or the Cash Management Master Agreement is
terminated.
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APPENDIX IIX

TD WIRE TRANSFER SERVICES

This Appendix is incorporated by reference into the parties® Cash Management Master Agreement, and the parties’ Bank Internet
System Appendix, and applies to all TD Wire Transfer Services {“Services”) made available to Customer by Bank via the Bank
Internet System. All capitalized terms used herein without definition shall have the meanings given to them in the Cash
Management Master Agreement or the Bank Internet System Appendix, as applicable. To the extent that this Appendix is
inconsistent with the provisions of the Cash Management Master Agreement, or with the terms and conditions of the Bank Internet
System Appendix, this Appendix and any amendment hereto from time to time shall control, but only to the extent necessary to

resolve such conflict,
TERMS AND CONDITIONS
1. Description of the Services.

1.1 The Services described in this Appendix
provide Customer with the capability to transfer funds from
specific Account{s) with Bank to other accounts (the
“Recipient Account(s)”) as directed via the Bank Internet
System. The Recipient Account(s) may be Customer
accounts or third-patty accounts, and may be with Bank or
with domestic or foreign third-party financial institutions.
Customer may use the Services to initiate one-time wire
transfers, or to create templates for wire transfers made on a
repetitive basis which involve the same Customer Account
and Recipient Account (“Repetitive Transfer(s)”). All wire
transfers must be initiated by an Authorized Representative
of Customer.

1.2 Prior to Custemer’s use of the Services,
Customer must first agree to and transmit alt instructions in
accordance with all of the terms, conditions and security
procedures associated with the Bank Internct System, as
further set forth in the Cash Managentent Master Agreement,
inchuding the Bank Internet System Appendix.

2. Execution of Wire Transfers.

2.1 By submitting a wire transfer, Customer
authorizes Bank to withdraw the amount of any requested
wire transfer which Customer may authorize and instruct via
the Bank Internet System, plus any applicable fees and
charges, which may be withdrawn from Customer’s
designated Account or from the wire transfer amount.
Subject to the terms of this Appendix, Bank will accept and
execute a wire transfer received from Customer that has been
authenticated by Bank and that is in conformity with the
Security Procedure (as further described below), cut-off
times and other requirements as described in this Appendix
and associated Bank Setup Form{s) and other
documentation.

2.2 All wire transfers to accounts at other
depository institutions are transmitted using the Fedwire
funds transfer system owned and operated by the Federal
Reserve Bank, or a similar wire transfer system used
primarily for funds transfers between financial institutions.
Notwithstanding the foregoing or anything to the contrary in
this Appendix, Bank may use any means of transmission,
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funds transfer system, clearing house, intermediary or
correspondent bank that Bank reasonably selects to transfer
funds from time to time.

2.3 Each wire transfer must include the
following information in addition to any information which
Bank may require for proper identification and security
purposes: (i) Account number from which the funds are to
be withdrawn, (if) amount to be transferred, (iii) currency
type, (iv) Customer’s address, {v) name and ABA routing
number or SWIFT BIC of the payee’s (i.e., beneficiary’s)
bank, and (vi} name, address and account number of the
payee (Le., beneficiary). In the event a wire transfer
describes an account number for the payee that is in a name
other than the designated payee, Bank may execute the wire
transfer to the account number so designated
notwithstanding such inconsistency.

24 Templates created by Customer for
Repetitive Transfers are the sole and exclusive responsibility
of Customer. Except as otherwise expressly prohibited or
limited by law, Customer agrees to release and hold Bank
harmless from any loss or liability which Customer may
incur after Bank has executed a Repetitive Transfer,
including without limitation, any loss due to Customer error
in creating the Repetitive Transfer template.

3. Time of Execution.

31 Bank will execute each authenticated
wire transfer that is in conformity with all security
procedures, cut-off times and other requirements set forth
herein. Bank may require additional authentication of any
wire transfer request. Bank reserves the right to refect a wire
transfer request that cannot be properly authenticated. Cuf-
off times may be established and changed by Bank from time
to time. Instructions for wire transfers received after such
cut-off times may be treated by Bank for all purposes as
having been received on the following Business Day.

32 Except for future-dated wire transfers,
domestic wire transfers (U.S.-based receivers) initiated and
approved by Bank’s cut-off time on a Business Day will be
processed that same day if that day is also a Business Day
for Bank's correspondent facility and the recipient bank;
wire transfers initiated and approved after Bank’s cut-off
time for domestic wire transfers will be processed the next
Business Day if that day is also a Business Day for Bank’s
correspondent facility and the recipient bank, Fufure-dated
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domestic wire transfers will be initiated on the effective date
requested by Customer, not on the date Customer enfered the
transaction using the Services.

33 Bank may handle wire (transfers
received from Customer in any order convenient to Bank,
regardless of the order in which they are received.

4, International Wires.

4.1 International wire transfers (non-11.5.
receivers) of foreign currency initiated and approved by
Bank’s cut-off time for international wire transfers of foreign
currency on @ Business Day, and an infernational wire
transfer of U.S. currency initiated and approved by Bank’s
cut-off time for international wire transfers of U.S, currency
on a Business Day, will be processed within the industry
standard delivery time (in most, but not all cases, two (2)
Business Days). Foreign wire transfers may be subject to
delays based on time-zone issuses; the remote location of the
recipient bank; cultural differences with respect to holidays
and times of observation, etc,; and incorrect or incomplete
information supplied by Customer.

42 Bank shall send Customer’s authorized
and authenticated wire transfers to foreign banks through
amy bank which is a member of Bank’s correspondent
network. Neither Bank nor any of Bank’s correspondents
shall be liable for any errors, delays or defaulis in the transfer
of any messages in connection with such a foreign wire
transfer by any means of transmission.  Customer
acknowledges that foreign currency wire transfers must be
based on a currency that Bank trades and that all rates of
exchange will be the rate in effect at the time of execution of
the wire transfer order, or at any other rate as may be agreed
to by the parties. If the financial institution designated to
receive the funds does mot pay the payee (beneficiary)
specified in a wire transfer order that is payable in foreign
currency and the funds are retumed to Bank, Bank will not
be liable for a sum in excess of the value of the funds after
they have been converted from foreign currency to U.S,
dollars at Bank’s buy rate for exchange at the time the
cancellation of the wire transfer order is confirmed by Bank,
fess any charges and expenses incurred by Bank, If Customer
elects to initiate an international wire transfer in U.S.
cutrency, Customer acknowledges that the receiving bank
may elect to pay the payee (beneficiary) in foreign currency
at an exchange rate determined by the receiving bank.
Customer agrees to bear all risk of loss due to fluctuation in
exchange rates, and Customer shall pay Bank any costs and
expenses of foreign currency conversion at Bank’s then-
prevailing rates, terms and conditions. Customer is advised
that Bank’s prevailing exchange rates may be less favorable
to Customer than market exchange rates.

4.3 Bank makes no guaraniee of
representation as to the availability of funds at the foreign
destination. Bank makes no express or implied warranty as
to the time or date the wire transfer will arrive af the
recetving bank, the amount of any fees to be charged by the
receiving bank, or the time or date the payee (beneficiary)
will receive credit for funds.

4.4 Customer understands and
acknowledges that if the named payee (beneficiary) does not
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match the account at the receiving bank, there is a risk the
payee may not receive the wired funds. If the transfer is not
received or credited in a timely manner, Bank will follow
normal and customary procedures to complete the wire
transfer, determine the location of the wired funds and/or
return the funds to Customer. If Bank is unable to determine
that the funds have been credited to the payee’s account or
have the funds returned, Customer assumes all financial
liability or risk of loss for the amount of the wire transfer.

4.5 International wire {ransfers are subject
to any and all applicable regulations and restrictions of U.S,
and foreign governments relating to foreign exchange
fransactions, Bank has no obligation to accept any
international wire transfer(s) directed to or through persons,
entities or countries restricted by government regulation or
prior Bank experience with particular countries. To the
extent not otherwise prohibited by law, in connection with
any international wire transfer(s) involving a transfer to or
from any country outside of the U.S., and except as
otherwise expressly prohibited or limited by law, Customer
agrees to release and hold Bank harmless from any loss or
liability which Customer may incur after Bank has executed
the international wire transfer(s), including without
limitation, any loss due to failure of a foreign bank or
intermediary to deliver the funds to a payee (beneficiary).

5. Cancellation and Amendment of a Wire.

5.1 An Authorized Representative may
request that Bank attempt to cancel or amend a wire transfer
previously received from Customer, If a cancellation or
amendment request is received by Bank before the wire
transfer is executed and with sufficient time to afford Bank
an opportunity to act upon Customer’s request, Bank may,
on its own initiative but without obligation, make a good
faith effort to act upon such request. In the event Customer’s
cancellation or amendment request is received after
execution of Customer’s wire transfer request, Bank will
attempt to have the wire transfer returned. Notwithstanding
the foregoing, Bank shalf have no liability for the failure to
effect a cancellation or amendment, and Bank makes no
representation or warranty regarding Bank’s ability to
amend or cancel a wire transfer. Except as otherwise
expressly prohibited or limited by law, Customer agrees to
indemnify Bank against any loss, liability or expense which
Bank incurs as a result of the request to cancel or amend a
wire transfer and the actions Bank takes pursuant to such
request. Without limiting the foregoing, Customer agrees to
be responsible for any losses arising from currency
conversions effected by Bank pursuant to any foreign
currency wire transfer order previously received from
Customer that Customer subsequently requests be cancelled
or amended.

5.2 Customer acknowledges and agrees that
afier a wire transfer order authorized by Customer as
described in this Appendix has been accepted by the payee’s
(beneficiary’s} financial institution, return of such funds must be
authorized by the beneficiary, and Bank has no responsibility to
procure the retom of such funds, If Customer asks Bank to
recover funds which Bank has already transferred, Bank shall
attempt to recover the funds as provided below, but Bank shall be
under no obligation to recover such funds. If Customer deposits
with Bank an amount reasonably determined in good faith by
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Bank to approximate the costs and expenses (including reasonable
attorney’s fees) which Bank may jncur in aftempting to recover
the funds transferred, Bank may, in its sole discretion make an
altempt to recover the funds. In liew of such a deposit, Bank may
request Customer to provide a bond or other assurance of payment
reasonably satisfactory fo Bank. Upon such deposit, or the
supplying of such other assurance, Bank may take such action as
it deems reasonable under the circumstances, incloding, for
example, sending a request to reverse the transfer to any financial
institution that received such finds, In no event, however, shall
Bank be deemed to have guaranteed or otherwise assured the
recovery of any portion of the amount transferred, nor to have
accepted responsibility for arty amount transferred.

6. Notice of Rejection or Return. Bank shall have
no liability for wire transfers sent by Bank as directed by
Customer which cannot be completed or which are returned
due to incomrect information furnished by Customer.
Customer is required to fully complete payee (beneficiary)
name, and address, as the payee (beneficiary) bank may elect
to return an otherwise valid wire transfer for incomplete
payee (beneficiary) information. Bank may reject or impose
conditions that must be satisfied before it will accept
Customer’s instructions for any wire transfer, in its sole
discretion, including without limitation Customer’s
violation of this Appendix, Customer’s failure to maintain a
sufficient Account balance, or Bank’s belief that the wire
transfer may not have in fact been authorized. A wire
transfer may also be rejected by an intermediary or payee
(beneficiary) bank other than Bank, or by operation of law.
If a wire transfer is rejected by Bank, Bank will notify
Customer by telephone, by electronic means, by facsimile or
by mail, depending on the method of origination. Upon
rejection or return, Bank shall have no further obligation to
act upon a wire ransfer, nor shall Bank have any liability to
Customer due to rejection by another person in the wire
transfer process, or the fact that notice was not given or was
not given at au earlier time, or within any specified time of
receipt, acceptance, ecxccution or payment of any wire
transfer.

7. Security Procedure.

7.1 Customer agrees that the sccurity
procedures used by Customer and set forth or incorporated by
reference in this Appendix and/or associated documents,
including but not limited to the Bank Internet System
Appendix, are a commercially reasonable method of providing
security against unauthorized wire transfers and for ali other
instructions from Customer to Bank (hereinafier the “Security
Procedure”). Any wire transfer by Customer shall bind
Customer, whether or not authorized, if transmitied in
Customet’s name and accepted by Bank in compliance with the
Security Procedure. Customer also agrees that any election
Customer may make to change or refuse the Security
Procedure is at Customer’s risk and that any loss resulting in
whole or in part from such change or refusal will be
Customer’s responsibility.

72 Bank may, from time to time, modify the
Security Procedure, Except as expressly provided otherwise
in this Appendix or in the parties’ Cash Management Master
Agreement, any such changes generally will be effective
immediately upon notice to Customer as described in the
parties’ Cash Management Master Agreement. Customer
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will be deemed to accept any such changes if Customer
accesses or uses any of the Services afler the date on which
the change becomes effective.

7.3 Bank may, from time to {ime, propose
additional or enhanced security procedwes to Customer.
Customer understands and agrees that if it declines to use any
such additional or enhanced procedures, it wil be liable for any
losses that would have been prevented by such procedures.
Notwithstanding anything else contained in this Appendix, if
Bank believes immediate action is required for security of
Bank or Customer funds, Bank may initiate additional seeurity
procedures immediately and provide prompt subsequent notice
thereof to Customer.

74 Customer hereby acknowledges that the
Security Procedure is neither designed nor intended to detect
errors in the content or verify the contents of a wire transfer by
Customer. Accordingly, any errors contained in wire transfers
from Customer shall be Customer’s responsibility, and
Customer shall be obligated to pay or repay (as the case may
be} the amount of any such wire transfer. No security
procedure for the detection of any such Customer error has
been agreed upon between Bank and Customer.

7.5 Customer is sirictly responsible for
establishing and maintaining its own procedures (o
safeguard against unauthorized wire transfers. Customer
covenants that no employee or other individual will be
allowed to initiate wire transfers in the absence of proper
authority, supervision and safeguards, and agrees to take
reasonable steps to maintain the confidentiality of the
Security Procedure and any Access Devices and related
instructions provided by Bank in connection with any
Security Procedure utilized by Bank and/or Customer. If
Customer believes or suspects that any such Access Devices,
Security Procedure, information or instructions have been
disclosed to or accessed by unauthorized persons, Customer
agrees to notify Bank immediately by calling 1-866-475-
7262, followed by written confirmation to TD Bank, N.A,,
Attn: Treasury Management Services Support, 6000 Atrium
Way, Mt. Laurel, New Jersey, 08054, The occurrence of
unauthorized access will not affect any transfers made in
good faith by Bank prior to receipt of such notification and
within a reasonable time period thereafter.

8. Accuracy;  Inconsistency of  Receiving
Beneficiary Name and Account Number. In submitting
any order or related instructions, Customer shall be
responsible for providing all necessary information required
by Bank in conjunction with the Services. The Services are
only designed to respond to information provided by
Customer. Accordingly, any inaccuracy in any information
provided by Customer may result in an unintended transfer
of funds. Bank bears no responsibility and shall not be liable
to Customer for any information provided by Customer in an
order or refated instructions that are inaccurate, incomplete
or otherwise incorrect. When placing an international wire
transfer order, Customer may be responsible for enfering
certain information provided to Customer by Bank, which
may include, but is not limited to, the applicable exchange
rate and/or a contract number, Customer acknowledges and
agrees that Bank will not be liable for any loss, liability or
expense incurred as a result of a Customer error related to
entry of such required information. Customer acknowledges
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and agrees that, in accordance with Article 4A of the
Uniform Commercial Code, Bank shall be entitled to rely
upon the numbers supplied by Customer to identify banks,
payees (beneficiaries) and other parties to the wire transfer,
even if those numbers disagree or are inconsistent with the
names of those parties as provided by Customer. Bank and
any other receiving financial institwlion shall have no
obligation to determine whether 2 name and number identify
the same person or institution. Customer acknowledges that
payment of an order or related instructions may be made by
the payee’s (beneficiary’s) bank on the basis of an
jdentifying or bank account number even if it identifies a
person different from the named payee (beneficiary).

9. Payment; Authorization to Charge Account.
Customer agrecs to pay Bank the amount of each wire
transfer received from Customer on the Business Day Bank
executes said wire transfer or at such other time as Bank may
determine. Bank will validate that sufficient funds are
available in Customet’s Account prior to a wire transfer
being executed. Generally, if sufficient funds are not
available in Customer’s Account, the wire transfer will not
be executed by Bank. Bank may, without prior notice or
demand, obtain payment of the amount of each wire transfer
by debiting the Account designated. In the event there are
not sufficient funds available in the Account, Bank also
reserves the right to debit any other Account that Customer
maintains with Bank.

10, Wire Confirmation; Account Reconciliation,
Customer may confirm the execution of a wire transfer via
the Bank Internet System, Completed wire transfers will also
be reflected in Customer’s periodic Account statement.
Customer acknowledges and agrees that Bank is not
obligated to provide Customer with a separate advice or
notice for each completed wire transfer. If Customer
requests that Bank provide a special notice and Bank agrees
to do so, Bank reserves the right to impose a Service Fee for
such nofice in accordance with the Cash Management
Master Agreement.

11. Service Providers. Bank may use a service
provider to perform, as Bank’s agent, all or any portion of
Bank’s obligations under this Appendix. Customer may be
required to direct wire transfers and other requests to said
provider.

12. Bank Reliance; Authentication.
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12.1 Bank shall be entitled to rely in good
faith on communications it receives as being given or sent
by an Authorized Representative and as being genuine and
cotrect, Bank shall not be liable to Customer for the
consequences of such reliance.

12.2 BANK MAY TAKE SUCH
ADDITIONAL STEPS AND IMPLEMENT SUCH
PROCEDURES AS IT MAY DEEM APPROPRIATE
TO VERIFY THE AUTHENTICITY OF ANY WIRE
TRANSFER. BANK MAY DELAY THE EXECUTION
OF ANY  WIRE TRANSFER  PENDING
COMPLETION OF A CALL-BACK, OR RECEIPT OF
ANOTHER FORM OF VERIFICATION WHICH IS
SATISFACTORY TO BANK. IF BANK IS UNABLE
TO OBTAIN SATISFACTORY VERIFICATION,
BANK, IN ITS SOLE DISCRETION, MAY REFUSE
TO EXECUTE ANY WIRE TRANSFER. In no event
shall Bank be liable for any delay in executing a wire transfer
or for failure to execute a wire transfer due to the absence of
satisfactory verification.

12.3 Bank may electronically record any
telephone conversations between Rank personnel and
Customer with respect to the Services, in accordance with
applicable law.

12.4 Wire transfer transactions are subject to
all the foregoing and all regulations governing elecironic
transactions, including but not limited to Article 4A of the
Uniform Commercial Code.

13. Effectiveness. Each of Bank and Customer agrees
to all the terms and conditions of this Appendix. The
Hability of each of Bank and Customer under this Appendix
shall in all cases be subject to the provisions of the Cash
Management Master Agreemont, including, without
limitation, any provisions thereof that exclude or kimit
warrantics made by, damages payable by or remedies
available from Bank or Customer, This Appendix replaces
and supersedes all prior agreements on file with respect to
the Services and shall remain in full force and effect until
termination or such time as a different or amended Appendix
is accepted in writing by Bank and Customer or the Cash
Management Master Agreement is terminated.
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APPENDIX V

TD POSITIVE PAY SERVICES

This Appendix is incorporated by reference into the parfies® Cash Management Master Agreement and applies to all TD Positive
Pay Services (the “Services”) made available to Customer by Bank. All capitalized terms used herein without definition shall have
the meanings given to them in the Cash Management Master Agreement. Except as otherwise expressly provided in this Appendix,
to the extent that this Appendix is inconsistent with the provisions of the Cash Managoment Master Agreement, this Appendix and
any amendment hereto from time to time shall control, but only 1o the extent necessary to resolve such conflict, In the event of
inconsistency between a provision of this Appendix and the Uniform Commercial Code ("U.C.C.,” as further defined below), the
patties intend to modify the effect of the applicable U.C.C. provisions to the maximum extent permitted by law,

TERMS AND CONDITIONS
1. Definitions,
1.1 Statutory  Definitions. Unless

otherwise defined in this Appendix, words or phrases shall
have the meanings set forth in the U.C.C. in effect from time
to time under the laws of the State specified in the governing
law provision of the partics’ Cash Management Master
Agreement.

1.2 Definitions.

“Authorized Account” means the Account(s) of
Customer, maintained at Bank, to which the Services
described herein will apply.

“4vailable Funds” means funds on deposit in an
Authorized Account and available for withdrawal pursuant
to Federal Reserve Board Regulation CC and Bank's
applicable funds availability schedule and policies.

“Check Issue File” means a record describing
checks drawn by Customer on an Authorized Account and
provided by Customer to Bank in accordance with Section
2.2.

“Exception Check” means a Presented Check or a
Systematic Override Check (described in Section 2.2.2
below) that does not maich data included in a Check [ssue
File.

“Fxception Check Report” means a record
describing Exception Checks which is provided by Bank to
Customer in accordance with Section 2.3.

“Pay Decision(s)” means the instructions of
Customer to Bank instructing Bank to pay an Exception
Check.

“Presented Check” means a check, substitute
check, or electronically-presented check drawn on an
Authorized Account and presented to Bank for payment
through the check collection sysiem or over-the-counter at
one of Bank’s branch teller stations,
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“Refurin Decision(s)” means the instructions of
Customer to Bank instructing Bank not to pay an Exception
Check,

“UJ.C.C.” means the Uniform Commercial Code as
in effect under the laws of the State specified in the parties’
Cash Management Master Agreement, as it may be amended
from time to time.

2. Services.
2.1 Description.

2.1.1 The Services described in this
Appendix will provide Customer with a means to either
affirmatively approve the payment of a particular check
upon presentment or fo object to its payment, Customer
acknowledges that the Services have been identified by Bank
as reducing the risk of fraudulent items being paid against
Customer’s Account(s) when such Services are adopted and
properly utilized by Customer. By conforming to the terms
and conditions of this Appendix, Customer agrees and
acknowledges that Customer may significantly reduce the
possibility that fraudulent items will post to Customet’s
Account(s).

2,12 Customer acknowledges and
agrees that the Services apply only to magnetic ink character
recognition (MICR) encoded paper checks and documents.
Therefore, the Services and this Appendix shall not apply to
any electronic funds transfer (EFT), Automated Clearing
House (ACH) transaction, or check that has been converted
to an ACH transaction that does not contain a serial number,
Accordingly, this Appendix shall have no effect with respect
to any such transactions on Bank or Customer’s respective
rights, obligations, duties or responsibilities under any other
apreement between the parties or applicable law or
regulation,

2.2 Check Issue File.

2.2.1 Customer shall submit a
Check Issue File to Bank. The Check Issue File shall
accurately state the check number and the exact amount of
each check drawn on each Auithorized Account since the last
Check Issue File was submitted (and the payee name, if
Customer elects to receive payee verification services
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described below). Each Check Issue File shall also identify
any checks thai have been cancelled by Customer prior to
issuance.

222 Payee Verification Services.
If Customer elects to receive payee verification services in
conjunction with the Services, the following additional
terms shall also apply. Bank’s payee verification services
require the payee name to match against Customer’s Check
{ssue File at a minimum threshold or matching score, The
payee name in the Check Issue File will be elecironically
compared to the payee name on Presented Checks, Other
information related to the payee name may also be
electronically compared as part of the automated verification
process to establish a maiching score. Such compatisons that
result in & minimum threshold or matching score will be
deemed to be a matching check. Customer is responsible for
complying with the payee verification services’ check
specifications as specified by Bank from time to time in
order to ensure the highest level of performance from the
payee verification services. If Customer is unable or
unwilling to comply with the payee verification services’
check specifications as specified by Bank, Bank may, in its
sole and exclusive discretion: (a) terminate or suspend
Customer’s use of the payee verification services as
provided in the Cash Management Master Agreement, or (b)
at Customer’s request, re-configure the software associated
with the payee verification services to systematically process
Presented Checks in reliance solely on the payee name
provided by Customer to Bank in the Check Issue File and
without regard to any other information refated to the payee
name that may appear on the Presented Checks (hereinafter
“Systematic Override Checks™). Any Presented Check or
Systematic Override Check that does not result in a
minimum threshold or matching score shall be deemed an
Exception Check and reported as such in accordance with
the terms of this Appendix. Except as may otherwise be
provided in this Appendix and in the Cash Management
Master Agreement, Bank shall have no liability for
Systematic Override Checks.

2.2.3 Customer shall send the
Check Issue File to Bank in the format and medium, by the
deadline(s), at scheduled day(s), at the place(s) specified by
Bank and agreed to by Customer, as set forth in Services’
Setup Form(s}. The deadline for transmissions of the Check
Issue File to Bank shall be set forth in the Services’ Setup
Form(s).

23 Payment of Presented Checks and
Reporting of Exception Checks.

231 Bank shall compare each
Presented Check by check number, check amount and payee
name (if Customer elects to receive payee verification
services) against each Check Issue File received by Bank.
Bank may satisfy its obligation hereunder by comparing
check number, amount and payee name (if applicable) set
forth in Substitute Checks, checks presented over-the-
counter at one of Bank’s teller stations andfor electronic
presentment of checks. On each Business Day, Bank:

(a) may pay and charge to the
Authorized Account each Presented Check that matches, by
check number, amount and payee name (if applicable), a
check shown in any Check Issue File;
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(b} may pay and charge to the
Authorized Account all Systematic Override Checks that
match, by check number, amount and payee name (if
applicable and as described herein), a check shown on any
Check Issue File; and

(c) shall provide to Customer an
Exception Check Report that indicates whether Bank has
received any Exception Checks and, if so, provide the image
of the Exception Check{s) by the deadline set forth in the
Services’ Setup Form{s) via the Bank Internet System.
Customer must provide check payment approval or return
instructions to Bank on each Exception Check reporied by
the deadline set forth in the Services’ Setup Form(s) via the
Bank Internet System (“Pay or Return Decisions™).

232 Bank shall not pay any
Presented Check for which Bank has received from
Customer a stop payment request consistent with the terms
and conditions of the parties’ eTreasury Services Appendix
or the Account Agreement,

24 Payment and Dishonor of Exception
Checks. Except as provided in Section 2.4.4 below, Bank
will pay or return Exception Checks in accordance with
Customer’s Pay or Return Decisions.

2.4.1 Pay Decisions. Bank shall
finally pay and charge to ihe Authorized Account, to the
extent there are sufficient Available Funds in the Authorized
Account, any Exception Check that Customer directs Bank
to pay.

2.4.2 Return Requesis. Bank shall
return fo the depositary bank any Exception Check drawn on
an Authorized Account that Customer direcis Bank to return,

243 Default  Options. If
Customer fails to provide Pay or Return Decisions to Bank
in accordance with these requirements, Exception Checks
will be handled in accordance with the defanlt option as set
forth in the Services’ Setup Form(s) for each Authorized
Account, in accordance with the following:

(a) Return Default, Where
Customer has agreed to the return default option, Bank shall
return to the depositary bank any Exception Check drawn on
that Authorized Account.

(b) Pay  Default. Where
Customer has agreed to the pay default option, Bank may
finally pay and charge to the Authorized Account any
Exception Check drawn on that Authorized Account.

2.4.4 Checks  Presented for
Payment at Bank Teller Stations,

2.44.1 Notwithstanding
anything in this Appendix to the contrary, Bank may, in its
sole and absolute discretion, return to the person presenting
a check drawn on an Authorized Account for payment over-
the-counter at one of Bank’s teller stations any such check
that does not appear on a Check Issue File (i.e., an Exception
Check). Customer acknowledges and agrees that Bank shall
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have no obligation to inform Customer that any such check
has been presented for payment at a Bank teller station, Bank
shall have no Hability to Customer for wrongful dishonor
with respect to any such check,

2.442 If a check drawn on
an Authorized Account is presented for payment over-the-
counter during such time the Bank is experiencing an
interruption or failure of communications or data processing
facilities or systems, emergency conditions, or any other
difficulties beyond the conttol of Bank, then,
notwithstanding any other provision of this Appendix,
Customer authorizes Bank to pay the Presented Check, even
if the Presented Check is an Exception Check. Additionally,
Bank shall have no obligation to notify Custormer of any such
Presented Check.

2.5 Customer and Bank
Communications,

2.5.1 Customer or Bank, at its
diseretion, may each submit to the other party a revision of
any communication provided for under this Appendix (e.g.,
the revision of Check Issue Files, Exception Check Reports,
Pay Decisions, Return Decisions). The revised
communication must (i) be sent in its entirety and not in the
form of a partial amendment to the communication
originally sent, (i) identify the original communication, and
(iii) be sent in the format and medium, by the deadline(s),
and at the place(s) established by the receiving party, A
properly submitted revised communication serves to revoke
the original communication.

232 Bank shall use only Check
Issue Files that comply with Section 2.2 and have not been
revoked in accordance with Section 2.5.1 in the preparation
of Exception Check Reports under this Appendix,

253 Customer shall use only
Exception Check Reporis that comply with Section 2.3 and
have not been revoked in accordance with Section 2.5.1 in
the preparation of Pay Decisions and Return Decisions.
Bank shall not be obligated to comply with any Pay Decision
or Return Decision received in a format or medium, afier a
deadline, or at a place not permitted under this Appendix and
Services’ Setup Form(s), but may instead treat such a Pay
Decision or Return Decision in accordance with the default
option agreed to by Customer in the Services’ Setup
Form(s).

2.54 Bank is not responsible for
detecting any Customer error contained in any Check Issue
File, Pay Decision or Return Decision sent by Customer to
Bank.

2.6 Submission of Data Prior fo
Tmplementation of Services, Customer shall submit o
Bank a current, reconciled list of all outstanding checks
issued on each Authorized Account one (1) week prior to the
implementation of the Services hereunder. Depending on
the frequency with which Customer issues checks, Bank
reserves the right to require Customer to submit one or more
additional such lists so that all cutstanding, unpaid checks
issued on any Authorized Account have been reported to
Bank prior to the implementation of the Services.
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3 Remedies.

31 U.C.C. Liability. To the extent
applicable, the liability provisiens of U.C.C. Articles 3 and
4 shall govern this Appendix, except as modified below, To
the extent permitted by U.C.C. Articles 3 and 4, the liability
of Bank under this Appendix shall in all cases be subject to
the provisions of the parties” Cash Management Master
Agreement, including, without limitation, any provisions
thereof that exclude or limit warranties made by, damages
payable by or remedies available from Bank.

3.2 Wrongful Honor. It shall constituie
wrongful honor by Bank if Bank pays an Exception Check
listed in a timely Exception Check Report umless: (i)
Customer issued a Pay Decision, or (i) Customer agreed to
the pay default option and did not issue a Refurn Decision
by the deadline set forth in the Services” Setup Form{s}. In
the event that there is wrongful honor, the following shall

apply:

3.2.1 Bank shall be liable fo
Customer for the lesser of the amount of the wrongfully paid
Exception Check or Cuslomer's actual damages resulting
from Bank's payment of the Exception Check.

3.2.2 Bank expressly waives any
right it may have to assert that Customer is liable for the
amount of the wrongfully honored Exception Check on the
grounds that the Exception Check was properly payable
under U.C.C. Section 4-401.

323 Bank retains the right to assert
Customei's failure to exercise reasonable care under U.C.C.
Sections 3-406 and 4-406.

324 BRank retains the right to assert
the defense that Customer has sustained no actual damages
because Rank’s honor of the Exception Check discharged for
value an indebtedness of Cusiomer.

33 Wrongful Dishoner. Except as
provided below, it shall constitute wrongful dishonor by
Bank if Bank dishonors an Exception Check: (i) that Bank
has been ordered to pay pursuant to a Pay Decision, or (if)
for which Custemer has not issued a Return Decision under
the pay default option by the deadline set forth in the
Services’ Setup Form(s).

331 Bank's liability for wrongful
dishonor of an Exception Check shall be limited to the
damages for wrongful dishonor recoverable under U.C.C.
Articles 3 and 4.

332 Notwithstanding Section
3.3.1, Bank shall have no liability to Customer for wrongful
dishonor when Bank, acting in good faith, returns an
Exception Check:

(a) that it reasonably believed was not
propeily payable; or

(b if there are msufficient Available
Funds on deposit in the Authorized Account; or
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(¢) ifrequired to do so by the service of
legal process on Bank or the instructions of regulatory or
government authorities or courts.

34 Rightful Payment and Dishonor.
Except as provided in Section 3.5, the following shall apply:

3.4.1 If Bank honors an Exception
Check in accordance with the pay default option agreed to
Customer or in accordance with a Pay Decision issued by
Customer, such honor shall be rightfizl, and Customer waives
any right it may have to assert that the Exception Check was
not properly payable under U.C.C, section 4-401.

342 If Bank dishonors an
Exception Check in accordance with the return default
option agreed to by Customer or in accordance with a Return
Decision issued by Customer, the dishonor shall be rightful,
and Customer waives any right it may have to assert that the
dishonor was wrongful under the U,C.C, section 4-402.

3.4.3 Customer agrees that Bank
exercises ordinary care whenever it rightfully pays or returns
an Exception Check consistent with the provisions of this
Appendix.

3.5 Faulty Information. Subject to the
terms and conditions of the Cash Management Master
Agreement, Bank shall be liable for losses, other than
incidental or consequential damages, proximately caused by
its honor of a check that was not properly payable, or its
dishonor of a check that was properly payable, if the honor
or dishonor oceurred because Bank, in accordance with the
provisions of Section 2 of this Appendix:

{(a) should have shown the check on an Exception
Check Report but failed to do so due to Bank error, unless
Bank provided Customer with timely information that
disclosed the error; or

{b) showed the check on an Exception Check
Report but referenced the wrong check number due to Bank
etror, unless Bank provided Customer with timely
information that disclosed the error.
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3.6 Assignment.  To the extent that
Customer suffers a loss under this Appendix, Bank assigns
to Customer any claim that Bank would have against a
depositary or collecting bank to recover the loss, including
any claim of breach of warranty under U.C.C. Sections 4-
207, 4-208, and 4-209.

4. Stop Payment and Return Decisions, The
Services will not be used as a substitite for Bank’s stop
payment services. Customer will follow Bank’s standard
stop paymeni procedures if it desires to return a check that
matches the data included in a Check Issue File or other
check that was validly issued, Nothing in this Appendix will
limit Customer’s right to stop payment on any check that
matches the data included in a Check Issue File or other
check, or Bank’s right to return any check that matches the
data included in a Check Issue File or other check that
Customer has authorized Bank to pay in accordance with this
Appendix if Bank deiermines in its sole discretion that the
check is not properly payable for any reason (without Bank’s
agreeing to, or being required to, make such determination
in any circumstance) or that there are insufficient collected
or Available Funds in the Authorized Account to pay it.

5. Governing Law.  Except where expressly
required by contrary provisions of the U.C.C., any clain,
controversy or dispute arising under or related to this
Appendix shall be governed by and inferpreted in
accordance with the governing law provision of the parties’
Cash Management Master Agreement.

6. Effectiveness. Fach of Bank and Customer agrees
to all the terms and conditions of this Appendix. The
Hability of each of Bank and Customer under this Appendix
shall in all cases be subject to the provisions of the Cash
Management Master Agreement, including, without
limitation, amy provisions thereof that exclude or limit
warranties made by, damages payable by or remedies
available from Bank or Customer. This Appendix replaces
and supersedes all prior agreements on file with respect to
the Services and shall remain in full force and effect until
termination or such time as a different or amended Appendix
is accepted in writing by Bank and Customer or the parties’
Cash Management Master Agreement is terminated. In the
event of termination, all sums owed to Bank hereunder shall
be immediately due and payable.
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APPENDIX VI
TD DIGITAL EXPRESS SERVICES

This Appendix is incorporated by reference into the parties” Cash Management Master Agreement and applies to all TD Digital
Express Services (the “Services”) made available to Customer by Bank. All capitalized terms used herein without definition shall
have the meanings given to them in the Cash Management Master Agreement. Except as otherwise expressly provided in this
Appendix, to the extent that this Appendix is inconsistent with the provisions of the Cash Management Master Agreement, this
Appendix and any amendment hereto from time to time shall control, but only to the extent necessary to resolve such conflict.

TERMS AND CONDITIONS

1. Services. The Services provide Customer with an
Internet-based system designed to expedite check depositing
services by enabling Customer to use check conversion
technology to submit to Bank, for deposit to Customer’s
Account(s), electronic check images and associated
information (“Check Images”) in lieu of the original checks
from which such Check Images were obtained.  These
Services ate provided in accordance with the Check Clearing
Jor the 217 Century Act (“Check 217).

2, Hardware Requirements.

2.1 Tn order to use the Services, Customer
must utilize certain Bank-approved image/scanner hardware
(the “Hardware”), Customer must either (a) have or obtain
the Hardware, as approved by Bank (“Customer
Hardware”), or (b) utilize Hardware provided by Bank
{“Bank Hardware™). Customer must also have a Computer
as outlined in the Cash Management Master Agreement, as
Bank may specify and approve from time to time,

2.2 If Customer elects option {a), Customer
Hardware, Customer is solely responsible for the purchase,
maintenance, performance and adequacy of Customer
Hardware. Bank makes no representations or warranties
concerning, and has no responsibility or liability for,
Customer Hardware or its use with the Services. Bank shall
have no liability or responsibility whatsoever for errors,
including but not limited to processing or transmission
errors, resulting from any Check Images transmitied by
Customer using Customer Hardware,

2.3 If Customer elects option (b), Bank
Hardware, Customer agrees as follows:

i) Bank will retain ownership of
Bank Hardware provided by Baunk for use with the Setrvices.

(ii) Customer will not use Bank
Hardware in connection with any remote check deposit
service offered by any other financial institution other than
Bank.

(i) Customer acknowledges that
Bank did not manufacture Bank Hardware and has provided
the same to Customer on an “AS 1S” basis, and warrants only
that, upon delivery, Bank Hardware will conform to Bank’s
then current applicable standards for use of the Services.
Bank Hardware is provided to Customer with a standard
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manufacturer’s warranty, Customer shall thereafter be
responsible for purchasing any and all additional
manufacturer warranty period(s) beyond the standard
warranty, as may be made available by the manufactures, for
complying with all manufacturer recommendations for
preventive maintenance, or for repairing or replacing Bank
Hardware.

(iv) Customer shall bear the entire
risk of loss, theil, damage or destruction of Bank Hardware
from the date of receipt until return shipment to a Bank
branch or shipped postage-paid to Bank. Such loss, damage
or destruction of Bank Hardware shall not relieve Customer
of the obligation to make payments or to comply with any
other obligation under this Appendix,

) Upon fermination of this
Appendix by either party for any reason, Customer shall
return Bank Hardware in the same condition as when
originally provided to Customer, except for ordinary wear
and tear resalting from proper use. Bank Hardware shall be
packed for proper return shipment o such place as Bank
shall specify. In the event Bank Hardware has not been
returned within fifteen (15) Business Days of termination of
this Appendix, Customer shall make payment to Bank in an
amount equivalent to the depreciated value for Bank
Hardware. Where agreed to by Bank in its sole discretion,
Customer may purchase Bank Hardware from Bank, subject
to the terms and conditions of Bank’s bill of sale or similar
agreement.

3. Check Images; Image Replacement
Documents.
31 Customer may use the Services to

deposit original paper checks using the Hardware to scan,
capture and submit Check Images to Bank through ihe
Services® Internet site (“Services Site”). Eligible items for
deposit include original checks that Customer has received
for payment or deposit, and obligations of financial
institutions (travelers’ checks, cashier checks, official
checks, and money orders).

3.11 The following check types are nof eligible for use
with and may not be processed using the Services:

i Checks drawn on banking institutions outside the
U.S. or in currencies other than U.S, Dollars;

(ii) Irregular checks (e.g., where the numerical and
written amounts are different);
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(iii) Previously-returned checks;
{iv) Checks payable to or in cash;
) Checks cxceeding any Custoruer transaction or

file limits as Bank may establish from time to lime; and
(vi} Checks that are postdated or more than six (6)
months old.

312 The following check types are
restricted for use with and may only be processed using the
Services with prior approval by Bank (as further described
below):

(i) Checks payable to a third party (rather than to
Customer) (hereinafter “Third Party Checks™); and

(i) Remotely-created checks (or remotely created
payment orders deposited into or cleared through the check
clearing system) (hereinafter, collectively referred io simply
as “remotely-created checks™ unless otherwise expressly
specified).

Notwithstanding the foregoing, under no circumstances may
Customer use the Services to deposit any check types that
Customer is banned or prohibited from using or accepting
under applicable law, including, by way of example only, the
use or acceptance by sellers and telemarketers of remotely
created payment orders (which include remotely-created
checks) as defined and described in the Federal Trade
Commission’s Telemarketing Sales Rule,

32 Third Party_Checks. Customer shall
request approval from Bank prior to any use of the Services
to process Third Party Checks, which permission Bank may
grant or refuse in its sole and exclusive discretion. Such use
of the Servives and the scope of permitted Third Party
Checks may be limited or restricted by Bank in its sole and
exclusive discretion, including without limitation to those
Third Party Checks that have been properly endorsed over to
Customer as further described below,

321 If approved to use the Services to process Third
Party Checks, Customer shall make the following additional
representations and warranties upon each delivery to Bank
of an Electronic Fife (as defined below) containing Third
Party Checks:

(i All endorsement(s) on the original Third Party
Checks arc legible, genuine and accurate;

(i) Customer has instituted procedures to ensure that
each original Third Party Check was authorized by the
drawer in the amount stated on the original Third Party
Check and to the payee(s) stated on the original Third Party
Check;

(iii) Each Third Party Check contains all endorsements
applied by the prior payee(s) stated on the original Third
Party Check and has been properly endorsed by such
payee(s) for payment over to Customer;

(iv) Customer is authorized to enforce each Third

Party Check that is transmitied to Bank using the Services,
and Customer is authorized to obtain payment of and each
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Third Party Check is properly payable to and enforceable by
Customer; and

Consistent with the terms of this Appendix as well as the
Account Apresment, if a Third Pariy Check is returned,
Customer owes Bank the amount of the Third Party Check,
regardiess of when the Third Party Check is returned. Bank
may withdraw funds from Customer’s Account to pay the
amount owed to Bank, and if there are insufficient funds in
Customer’s Account, Customer will owe the remaining
balance.

Except where otherwise provided, all other provisions of this
Appendix shall apply to Third Party Checks and to
Customer’s use of the Services in conjunction with Third
Party Checks.

33 Remotely-Created Checks. A remotely-created
cheek, unlike a typical check or draft, is not created by the
paying or drawer bank and does not contain the signature of
the account-holder (or a signature purporting to be the
signature of the account-holder). In place of a signature, the
check generally has a statement that the account-holder
authorized the check or has the account-holder’s name typed
or printed on the signature line. Customer shall request
approval from Bank prior to any use of the Services io
process remotely-created checks, which permission Bank
may grant or refuse in its sole and exclusive discretion, Such
use of the Services and the scope of permitted remotely-
created checks may be limited or restricted by Bank in its
sole and exclusive discretion, and/or by applicable law.

331 If approved to use the
Services to process remotely-created checks, Customer shall
be deemed to make the following additional representations
and warranties upon sach delivery to Bank of an Electronic
File containing remotely-created checks:

(i) Customer  has  received
express and verifiable authorization fo create the check in the
amount and to the payee that appears on the check;

(i) Customer will maintain proof
of the authorization for at least two (2) years from the date
of the authorization, and supply Bank with such proof, if
Bank requests it, within five (5) Business Days of the
request; and

(iii) Consistent with the terms of
this Appendix as well as the Account Agreement, if a
remotely-created check is returned, Customer owes Bank the
amount of the check, regardless of when the check is
returned. Bank may withdraw funds from Customer’s
Account to pay the amount owed to Bank, and if there are
insufficient funds in Customer’s Account, Customer will
owe the remaining balance,

All other provisions of this Appendix shall apply fo
remotely-created checks and to Customer’s use of the
Services in conjunction with remotely-created checks.

332 Each of Bank and Customer

agrees to operate in accordance with applicable laws and
regulations regarding remotely-created checks, including
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but not limited to, Regulation CC and applicable warranties,
the Uniform Commercial Code and applicable warranties,
the Bank Secrecy Act, USA Patriot Act, and the Federal
Trade Commission Telemarketing Sales Rule, as the same
may be amended from time to time. Without limiting the
foregoing, Customer represents, warrants and covenants that
it will not use the Services to deposit any check types that
Customer is banned or prohibited from using or accepting
under applicable law,

34 If at any time Bank believes that
Customer’s use of the Services to deposit Third Party
Checks and/or remotely-created checks may create a risk of
financial loss or otherwise result in unacceptable exposure
to Bank, including but not limited to unacceptable rates of
returned items, or may be subject to or otherwise involve
irregular, unauthorized, fraudulent or illegal activity, Bank
may, at its sole discretion, immediately and without prior
notice to Customer, suspend or terminate Customer’s use of
the Services, and/or Customer’s use in conjunction with
Third Party Checks and/or remotely-created checks, in
addition to but not in lieu of all other rights and remedies
available to Bank under this Appendix and the Agreement,
Bank shall provide prompt subsequent notice to Customer of
any such suspension or termination of Customer's use of the
Service,

3.5 Customer shall enter check information into the
Services Site, imaging the front and the back of each paper
check and capturing the information contained in the MICR
line of the paper check, Customer shall review each Check
Image for clarity to ensure that the item is legible and can be
reproduced as an Image Replacement Document (“IRD(s)”
or “Substitute Check(s)"). Using the Services, an electronic
file will be created (“Electronic File™} that contains
electronic information relating to and converted from the
paper checks that have otherwise been truncated or removed
from the forward collection and payment process (each an
“Electronic Item™), To ensure accuracy, Customer shall
balance the dollar total of each deposit to the sum of the
Electronic Ttems priot to transmitting the Electronic File to
Bank.

3.6 Customer authorizes and agrees that Bank may, in
conjunction with and via the Services, add the image of an
endorsement, an electronic endorsement or a “virtual
endorsement” for Customer (o the Check Image of any check
or item deposited under the terms of this Appendix, and that
such endorsement shall be legally enforceable against
Customer even though the endorsement did not appear and
was not placed on the original paper check or item. In the
event Bank does supply a virtual or similar endorsement,
Bank may instruct Customer not to otherwise endorse the
check or ifem so as to minimize any conflict with the
legibility of the virtual endorsement,

3.7 Customer shall determine that the Elecirenic Fiie
has been received based on the confirmation page of the
Services Site. Bank will indicate accepiance of the
transactions and any transactions rejected by the Services on
the Services Site. Customer shall process any rejected
transactions as paper checks through the normal paper check
deposit process.
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38 Custemer shall enter the dollar amount
of a paper check(s), along with any other optionat
information that Customer would like retained by the
Services Site. The Services Site provides for reporis and
exporting of the information that has besn entered.

3.9 Bank shall electronicafly deliver to
Customer, through the Services Site, a confirmation of
receipt for each deposit submitted, and the deposit shall be
considered received by Bank when such confirmation is
delivered to Customer. Deposits received via the Service by
9:00 p.m. Eastern Time on any Business Day or at any time
on any Calendar Day that is not a Business Day will be
posted to Customer’s Account on the same Business Day,
with next Business Day availability of deposits based on
Bank’s Account Agreement. Bank reserves the right to
reject any single Check Image or group of Check Images for
any reason, before or after delivery of confirmation of
receipt.

3.10 Customer acknowledges and agrees that
in the event any deposited item converted to a Check Image
is remrned for any reason (for example, non-sufficient
funds), Bank may return the item to Customer by delivery of
either a Substitute Check or the Check Image, including all
return information. Return items will be handled in the same
manner as check deposits in accordance with the Account
Agreement.

4. Customer Responsibilities and Obligations.

4.1 Customer represents, warrants and
covenants that after truncation of an original check,
Customer shall safeguard the Electronic Items and original
checks identified in any Electronic File previously sent to
Bank in order to enmsure that such original checks and
Electronic Hems: (i) shall not be submitted for deposit with
Bank or any other financial institution, except in accordance
with the terms and conditions of this Appendix related to un-
processable Electronic Items and (ii} shall not be transferred
for value to any other person or other endity. As an additional
security control, Customer shall ensure that the front of cach
original check is property marked with wording or other
marking in order to reflect that the deposit has been sent for
processing.

4.2 Upon receipt of any transmitted
Electronic File, Bank shall be the lawful owner of such
Electronic File and each Electronic Item with respect to
original checks imaged in that Electronic File. Customer
shall retain all original checks truncated pursuant to this
Appendix for a period of thirty (30) Calendar Days in a
manner that is mutuatly agreed upon between the parties
hereto, However, for accounting, auditing and other legal
purposes, Customer may keep electronic records regarding
its receipt and deposit of such checks, provided such internal
electronic records cannot be used to generate duplicate
Electronic Files for purposes of depositing and presenting
such checks for payment,

4.3 Customer shall deliver promptly to
Bank, upon its request, the original check if a request is made
within the retention period provided above, or Substitute
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Check or Sufficient Copy thereof, for each Electronic Item
created by Customer. The term “Sufficient Copy” means a
copy of an original check that accurately represenis all of the
information on the front and back of the original check as of
the time the original check was truncated or is otherwise
sufficient to determine whether or not a claim is valid.

4.4 Customer shall not create at any time an
Electronic File under this Appendix or otherwise use the
Services to capture or maintain tax identification numbers or
non-public personal information of any third-party from
whom Customer has received an original check for payment
or deposit or which Cusiomer has selected for truncation.

4.5 Customer aprees to abide by all federal
and state laws, and rules and regulations applicable to a
customer of the banking transactions described in this
Appendix.

4.6 If Bank receives a returned item for a
check deposited by Customer after Customer has terminated
this Appendix, then Customer agrees that Bank may debit
Customer’s Account, or if such Account has been closed by
Customer, Bank will send a request for payment to
Customer, and Customer agrees to pay Bank within a
commercially reasonable period of time.

4.7 Customer agrees to have controls in
place to ensure that the Services, including the Hardware and
checks processed through the Hardware, are properly
safeguarded and stored in accordance with the timeframe set
forth in Section 4.2 above and in a secure location, under
effective control, in order to safeguard against unauthorized
access and use. Customer shall ensure that all such checks
are thereafter destroyed by a cross-shredder, and/or pulped
or otherwise destroyed in such a manner that doss not permit
recovery, reconstruction or future use of the checks,
Customer agrees that it will not simply throw out such paper
checks with other classes of records or with miscelianeous
trash, Customer agrees to be responsible for all damages
resulting from lack of proper controls over processed checks.

4.8 Cusiomer shall notify Bank of any
interruptions in, delay or unavailability of, or errors caused
by the Services immediately upon discovery thereof
Notwithstanding the foregoing, in the case of any etror
caused by the Services and subject to Section 11 of the
parties’ Cash Management Master Agreement, Customer
shall provide such notice within thirty (30) Calendar Days of
the date of the earliest notice to Customer which reflects the
error. Failure of Customer to provide such notice to Bank
shall relieve Bank of any liability or responsibility for such
error, omission ot discrepancy.

5. Customer Warranties, Covenants. Customer
makes the following tepresentations, warraniies and
covenants as of the effective date of this Appendix and upon
each delivery of an Electronic File to Bank:

5.1 An Flectronic File may include an
electronic representation of a Substitute Check. Customer
shall redeposit a returned original check or a returned
Electronic Item by delivering the same to any Bank branch
location. A returned originak check or returned Electronic
Item may not be re-submitted by Customer using the
Services. Customer may only use the Services to re-submit
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an IRD or Substitute Check that has been returned to
Customer for non-sufficient funds.

5.2 With respect to each Electronic Iiem in
any Electronic File delivered to Bank, the Electronic Item
accurately represents all of the information on the front and
back of the original check as of the time that the original
check was created hy the payor; contains all required and
valid endorsements; replicates the MICR line of the original
check; and meets all FRB standards of and technical
requirements for sending Electronic Items to any as set forth
int the applicable FRE operating circular, or as established by
the American National Standards Institute (“ANSI") or any
other regulatory agency, clearing house or association,
Specifically, each Electronic Item of each original check
shall be of such quality that the following information can
clearty be read and understood by sight review of such
Electronic Item:

(i) the amount of the check;
(it the payee of the check;
(iii} the signature of the payor of the check;
(iv) the date of the check;
(v) the check number;
(vi) the information identifying

the payor and the paying bank that is preprinted on the check,
including the MICR line; and

(vii) all other information placed
on the original check prior to the time an image of the
original check is captured, such as any required
identification written on the front of the check and any
endorsements appled to the back of the check.

5.3 Customer shall also ensure that the
following information is captured from the MICR line of
each original check:

(i) the  American  Bankers
Association rouating transit number (“RTN");

(ii) the number of the account on
which the check is drawn;

(iif) when encoded, the amount of
the check; and

(iv) when encoded, the auxiliary

on-us field (serial number) and the process control field of
the check.

54 The Electronic Item bears all
endorsements, if any, applied by previous parties that
handled the check in any form (including the original check,
as Substitute Check, or another paper or electronic
representation of such original check or Substitute Check)
for transfer, forward collection or return.

3.5 Customer is entitled to enforce the
original check, or Customer is authorized to obtain payment
of the original check on behalf of a person who is either
entitled to enforce the original check or is authorized to
obtain payment on behalf of a persen entitled to enforce the
original check.
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5.6 Customer will submit financial andfor
other additional information to Bank upon request in order
for Bank to establish or amend Customer’s deposit and file
litnits as further described in Section 6 and as established by
Bank and communicated to Customer, or {0 otherwise
monitor or audit Customer’s use of the Services and
compliance with this Appendix. Customer will also notify
Bank of any change in transaction volumes or financial
condition that may have an effect on this Appendix or
Customer’s use of the Services.

5.7 Customer shall also request permission
from Bank in advance of any change in locations at which
the Services are used or change in the physical location or
address of any Hardware from its original Bank-approved
location or address, which permission Bank may not
unreasonably withhold provided that the new physical
location or address remains within the continental United
States and in those states in which Bank operates from time
to time. In addition to but not in lieu of the foregoing,
Customer shall request advance permission from Bank prior
to using the Services and/or any Hardware outside the
continental United States and/or outside of those states
(including the District of Columbia) in which Bank operates
from time to time. Bank may grant or decline such request
in its sole and exclusive discretion and in consideration of
applicable law.

58 Both Customer and the clients with
whom it does business are reputable and are not using Bank
as a conduit for money laundering or other illicit purposes.

59 None of Customer’s authorized
transactions to be processed by Bank are prohibited by any
applicable federal or state law, regulation, order, rule or
judgment,

5.10 Customer Electronic Files will not
contain viruses that originate from Customer’s Computer, in
accordance with the requirements of Section 7 of the Cash
Management Master Agreement.

5.11 None of Customer’s employees are a
national of a designated blocked country or “Specially
Designated National”, “Blocked Entity”, “Specially
Designated Terrorist”, “Specially Designated Narcotics
Trafficker”, or “Foreign Terrorist Organizations™ as defined
by the United States Office of Foreign Assets Control.

512 Customer  is  responsible  for
implementing operational controls and risk-monitoring
processes, as well as conducting periodic self-assessments of
the security of the Services and its processes and practices
with regard to use of the Services.

6. Deposit and File Limits. Customer’s use of the
Services is limited as more particularly described in the
Services® Setup Form(s), and as the partics may otherwise
agree from time to time. Such limits may include but are not
limited to, e.g, maximum total daily dellar amounts;
meaximum per item dolfar amounts; maximum percentage of
monthly transactions refurned; and maximum number of
items to be deposited per day.

7. Administrator(s) and Authorized Users.
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7.1 Customer may designate
Administrator(s) relative to the Services, as set forth in the
Services’ Setup Form(s). Customer is solely responsible for
designating its Administrator(s).  Customer agrees to
provide Bank, upon Bank’s request, with any certificate or
documentation that is acceptable to Bank specifying the
name of the person who is authorized to be designated as
Administrator(s) from time to time.

7.2 The Administrator(s) may designate
other Administrators and/or Authorized Users. Customer
accepts as its sole responsibility an Administrator’s
designation of other Administrators and Authorized Users.
Customer understands that the Administrator(s) will control,
and Customer authorizes the Administrator(s) to control,
access by other Administrator(s) and Authorized Users of
the Services through the issuance of passwords. The
Administrator(s) may add, change or terminate Customer’s
Authorized Users from time to time and in hisfher sole
discretion. Bank does not control access by any of
Customer’s Authorized Users to any of the Services,

7.3 Customer will require each
Administrator and each Authorized User to comply with all
provisions of this Appendix and all other applicable
agreements. Customer acknowledges and agrees that it is
fully responsible for the failure of any Administrator or any
Authorized User to so comply.

7.4 Whenever any Authorized User leaves
Customer’s employ or Customer otherwise revokes the
authority of any Authorized User to access or use the
Services, Customer must notify the Administrator
immediately, and the Administrator is solely responsible for
de-activating such Authorized User’s password. Whenever
an Administrator leaves Customer’s employ or Customer
otherwise revoke an Administrator’s authority to access or
use the Services, Customer remains fully responsible for all
use of the passwords and the Services.

8. Security Procedures.

8.1 Upon successful enroflment, Customer
can access the Services via the Services Site, or any website
that Bank may designaie from time fo time, using the
security procedures as described from time to time, Bank
will provide Customer with an organizational or User ID that
is the clectronic identification, in letiers and numerals,
assigned to Customer by Bank that will be used for log-in by
Customer’s Administrator(s) and Authorized User(s). Bank
will also provide the Administrator(s) initially designated by
Customer with an initial individual password to gain access
to the Services. The Administrator(s) and Authorized
User(s) must change his or her individual password from
time to time for security purposes, as prompted by the
Services Site, or more frequently.

8.2 Customer acknowledges that
Administrator(s)  will, and Customer authorizes
Administrator(s) to, select other Administrators and
Authorized Users by issuing to any person an individual
password. Customer further acknowledges  that
Administrator(s) may, and Customer authorizes
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Administrator(s) to, change or de-activate the individual
password and/or any individual password from time to time
and in his or her sole discretion.

8.3 Customer  acknowledges that, in
addition to the above individual passwords, access to the
Services includes, as part of the Access Devices, a multi-
factor authentication security procedure at log-in for
Customer, including Adminisirator(s) and Authorized Users.
This additional security procedure involves an additional
access code and Computer registration that is in addition to
User ID and individual password security (hereinafter
“Enhanced Log-in Security™).

8.4 Bank does recommend as a
commiercially reasonable security procedure that Customer
implement dual contrel of the Services, whereby one
Authorized User creates, edits, cancels, deletes and restores
an Electronic File, and a second different Authorized User
reviews the Electronic File prior to it being released.

8.5 Customer acoepts as its  sole
responsibility the selection, use, protection and maintenance
of confidentiality of, and access to, the Access Devices.
Customer agrees to take reasonable precautions to safeguard
the Access Devices and keep them confidential. Customer
agrees not to reveal the Access Devices to any unauthorized
person. Customer further agrees to notify Bank immediately
if Customer believes that the confidentiality of the Access
Devices has been compromised in any manner.

8.6 The Access Devices identify and
authenticate Customer (including Adminisirator(s) and
Authorized Users) to Bank when Customer accesses or uses
the Services. Customer authorizes Bank to rely on the
Access Devices to identify Customer when Customer
accesses or uses any of the Services, and as signature
authorization for any transaction, transfer or other use of the
Services. Customer acknowledges and agrees that Bank is
authorized to act on any and all communications or
instructions received using the Access Devices, regardless of
whether the communications or instructions are authorized.
Bank owns the Access Devices, and Customer may not
transfer them to any other person or entity. If this Appendix
is terminated, Customer’s access to the Services will be
immediately terminated.

8.7 Customer acknowledges and agrees that
the Access Devices and other security procedures applicable
to Customer’s use of the Services are a commercially
reasonable method for the purpose of verifying whether any
transaction, transfer or other use of the Services was initiated
by Customer, Customer agrees to be responsible for any
transmission Bank receives through the Services that is
processed by Bank in accordance with the security
procedures, even if such transmission is not authorized by
Customer, including any fraudulent t{ransmission by
Customer’s employees or agents. Customer agrees that any
election Customer may make to change or waive any
optional security procedurss recommended by Bank is at
Customer’s risk and that any loss resulting in whole or in
part from such change or waiver will be Customer’s
responsibility. Customer further acknowledges and agrees
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that the Access Devices are not intended, and that it is
commercially reasonable that the Access Devices are not
intended, to detect any errors relating to or arising out of a
transaction, transfer or any other use of the Services.

88 If Customer has reason to believe that
any Access Devices have been lost, stolen or used {or may
be used) or that a transaction, transfer or other use of the
Services has been or may be made with any Access Devices
without Customer's permission, Customer must contact its
Administrator, Customer also agrees to provide Bank with
immediate notice of any actual or suspected breach in the
security of or other unauthorized access to the Services
through use of Customer’s Computer. Such notice shall
include a description of the incident in general terms; a
description of the type of information or data related thereto
that was the subject of unauthorized access or use; a
description of what Customer has done to protect the
information or data from further unauthorized access; and a
telephone number or other contact information so that Bank
can call for further information or inquiry. In no event will
Bank be liable for any unauthorized transaction(s) that
occurs with any Access Devices, where such
communications or instructions were provided to Bank in
accordance with the security procedures and other terms as
set forth in the Cash Management Master Agreement, except
for any damages resulting from any acts or omissions of
Bank.

9. Limitation of Liability, Tn addition to but not in
licu of the limitations of liability and related provisions
contained in the parties’ Cash Management Master
Agreement, Bank shall have no Hability for any error or
delay in performing the Services and shall have no Hability
for not affecting a Check Image, ift

(i) Bank reccives actual notice or has
treasonable belief that Customer has filed or commenced a
petition or proceeding for relief under any bankrupicy or
similar law;

(ii) The ownership of funds involving a
Check Image or Customer's authorized representative’s
authority to transmit a Check Image is in question;

(iii) Bank reasonably suspects a breach of
the security procedures;
{iv} Bank  reasonably  suspects  that

Customer’s Account has been used for illegal or fraudulent
PUrposes; or

4] Bank reasonably believes that a Check
Image is prohibited by federal law or regulation, or
otherwise so provided in the Appendix.

Further, Bank will not be liable to Customer for any
unauthorized actions or fraud initiated or caused by
Customer or its employees or agents. Bank will also be
excused from failing to transmit or delay in transmitting a
Check Image if such transmittal would resuft in it exceeding
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any limitation imposed on it by any governmental or
regulatory body.

10, Audit Rights and Site Visits; Internal Centrols.
Bank, its accountants, auditors or agents shall have the right
to conduct site visits of Customer, as well as review, inspect
and audit, at Bank’s expense and with reasonable notice, and
at any time as Bank may in good faith deem necessary or
reasonable during or after the term of this Appendix,
Customer’s compliance with the terms of this Appendix,
including but not limited to Customer’s use of the Services,
its Computer and security infrastructure, and the books and
records of Customer related to; (i} Customer’s activities
hereunder and/or (i) conformance with Customer’s
obligations hereunder, In addition, Bank reserves the right,
in its sole and exclusive discretion, to require Customer to
implement additional internal controls at Customer
tocation(s) where use of the Services occurs and to request
information from Customer relative to Customer’s security
infrastructure. Any review, inspection or audit to be
performed by or for Bank pursuant to this Section 10 shall
be conducted only during normal business hours, using
reasonable care not to cause damage and not to interrupt the
normal business operations of Customer.

11. Survival, The provisions of Section 9, as well as
Customer’s obligation to produce the original of, or a
Sufficient Copy of, any item accepted within any deposit
upon Bank’s request in accordance with Section 4 hereof,
and Customet’s liability for breach of any representation
and/or warranty made in Sections 3, 4 and 5 hereof shall
survive termination of this Appendix andfor the Cash
Management Master Agreement.

12. Effectiveness. Each of Bank and Customer agrees
to all the terms and conditions of this Appendix. The
liability of each of Bank and Customer under this Appendix
shall in all cases be subject to the provisions of the Cash
Management Master Agreement, including, without
limitation, any provisions thereof that exclude or limit
warranties made by, damages payable by or remedies
available from Bank or Customer. This Appendix replaces
and supersedes all prior agreements on file with respect to
the Services and shall remain in full force and effect until
termination or such time as a different or amended Appendix
is accepted in writing by Bank and Customer or the Cash
Management Master Agreement is terminated,
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APPENDIX IX

TD ACCOUNT RECONCILEMENT SERVICES - FULL

This Appendix is incorporated by reference into the parties’ Cash Management Master Agreement and applies to all TD Account
Reconcilement Services — Full (the “Services) made available to Customer by Bank. All capitalized terms used herein without
definition shafl have the meanings given to them in the Cash Management Master Agreement. Except as otherwisc expressly
provided in this Appendix, to the extent that this Appendix is inconsistent with the provisions of the Cash Management Master
Agreement, this Appendix and any amendment hereto from time to time shall control, but only to the extent necessary to resolve

such conflict.
TERMS AND CONDITIONS

1. Services. The Services described in this
Appendix will assist Customer in reconciling and managing
the check and deposit activity in Customer’s designated
checking Account(s) (“Autherized Accounts™). Use of the
Services does not affect any of Customer’s obligations,
which are described in the Account Agreement, to discover
and report unauthorized or missing signatures and
endorsements, or alterations on checks drawn on Customer’s
Accounts.

2. Submission of Data.

2.1 Customer shall have its checks prepared
in accordance with Bank specifications, and will supply
Bank with twenty-five (25) voided checks to be used for
testing. The checks will be tested to ensure the paper stock
is of 2 minimum weight and is encoded with Bank's ABA
(routing and transit) number, account number and check
number to ensure the readability of the MICR line on Bank’s
equipment.

22 Customer shall send a file to Bank
containing information regarding checks that have been
issued by Customer (“Check Issue File™) in the format and
medium, by the scheduled day(s) and to the place(s)
specified by Bank and agreed to by Customer as set forth in
the Services® Setup Form{s). The Check Issue File shall
include check issue date, check issue amount, payee, stop
payments, and voided or cancelled checks, if applicable.

2.3 Prior to implementation of the Services,
Customer shall submit to Bank a cutrent, reconciled list of
all outstanding checks issued on each Authorized Account
one (1} week prior to the implementation of the Services
hereunder. Depending on the frequency with which
Customer issues checks, Bank reserves the right to require
Customer to submit one or more additional lists so that all
outstanding, unpaid checks issued on any Authorized
Account have been reported to Bank prior to the
implementation of the Services hereunder.

2.4 Customer will send to Bank a fest file in
the format and medium as identified in the Services’ Setup
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Form(s) to ensurc the readabitity of the Check Tssue File on
Bank’s equipment.

2.5 Customer agrees to receive its paid
check data (“Paid Check Data™) from Bank in the specified
format and medium, on the scheduled day(s) and at the
place(s) specified by Bank and as set forth in the Services’
Setup Form(s).

2.6 Prior to receiving a file from Bank
containing Customer’s Paid Check Data, Customer will be
provided with a test file by Bank to ensure the readability of
the Paid Check Data, on Customer’s equipment, Customer
agrees to report any test file failures.

27 Bank shall compare each of Customer’s
paid checks by check number and amount against each
Check Issue File received by Bank. Bank does not, and shall
not be obligated to, compare any other data (such as payee
names) on a presented check with a Check Issue File, even
if a Check Issue File contains such other data. Bank may
satisfy its obligation hereunder by comparing check numbers
and amounts received in Substitute Checks (as defined in the
Cash Management Master Agreement) and/or via electronic
presentment of checks.

3. Statement of Transactions. Within five (5)
Business Days following the scheduled date for
reconcilement, as set forth in the Services® Setup Form(s), or
receipt of the fina! Check Issue File for the current
reconcilement period as set forth in the Services’ Setup
Form{s), Bank will provide a fully reconciled report
including a listing in check number sequence of all
outstanding paid, issued, voided, stopped and cancelled
items from the statement schedule. Customer shall review
the listing and report any errors as set forth in the Cash
Management Master Agreement between Bank and
Customer. Customer’s use of the Services or Bank’s receipt
of information associated with the Services does not increase
Bank’s or Customer's duties or obligations with respect to
Customer’s Accounts.

4. Effectiveness. Each of Bank and Customer agrees
to all the terms and conditions of this Appendix. Each of
Bank’s and Customer's liability under this Appendix shall in
all cases be subject to the provisions of the Cash
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Management Master Agreement, including, without
limmitation, any provisions thereof that exclude or limit
warranties made by, damages payable by or remedies
available from Bank or Customer, This Appendix replaces
and supersedes all prior agreements on file with respect to

the Services and shall remain in full force and effect until
termination or such time as a different or amended Full
Reconcilement Services Appendix is accepted in writing by
Bank and Customer or the Cash Management Master
Agreement is terminated.

Remainder of page intentionally left blank.
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APPENDIX X1V
TD CURRENCY SERVICES

This Appendix is incorporated by reference into the parties’ Cash Management Master Agreement and applies to all TD Currency
Services (the “Services”) made available to Customer by Bank or Bank’s third-party service provider. All capitalized terms used
herein without definition shall have the meanings given to them in the Cash Management Master Agreement. Except as otherwise
expressly provided in this Appendix, to the extent that this Appendix is inconsistent with the provisions of the Cash Management
Master Agreement, this Appendix and any amendment heteto from time to time shall control, but only to the extent necessary to

resolve such conflict,
TERMS AND CONDITIONS

1. Services.  The Services described in this
Appendix provide Customer with (1) money room cash and
check deposit processing, as described in further detail
below, including: counting, validating, posting and
adjustments to Customer’s Account, and (2) cash
disbursement orders, as described in further detail below,
including: packaging of coin and cwrency orders and
debiting of Customer’s Account.

2. Money Room Cash and Check Deposits.

2.1 With respect to money room cash and
check deposit processing services, Customer shall directly
engage and execute an agreement between Customer and an
armored carrier company (“Armored Carrier™) that is on
Bank’s approved list of Armored Carriers. Customer will
disclose to Bank its chosen Armored Carrier and provide
Bank with a copy of Customer’s agreement with the
Armored Carrier (hereinafter the “Armored Carrier
Agreement™) upon Bank’s request. Customer will arrange
for the Armored Carrier to reivieve and transport all U.S. or
Canadian (the latter being subject to Bank’s pre-approval
and acceptance in limited geographic arcas only) coin and
currency (“Cash Deposits”) and checks (*Check Deposits™)
{collectively, the “Deposits™) from certain of Customer’s
locations. Bank will designate a Bank money room
processing location (each a “Cash Processing Center”) to
which Armored Carrier shall deliver Customer’s Cash
Deposits. Customer will inform Bank of any requested
changes to these arrangements. Customer will prepare all
Deposits in accordance with Bank’s Deposit Preparation
Guidelines to ensure accurate and timely credit. Bank will
provide Customer with a copy of Bank’s Deposit Preparation
Guidelines.

22 At the time of pick-up of the Deposits,
the Armored Carrier will sign-off on a log that is maintained
at Customer’s location(s) which indicates the date, time and
bar code for each plastic bag associated with the Deposits.
The Armored Carrier will transport the Deposits to
Customer’s Bank-designated Cash Processing Center in the
same condition as they wete received. The Cash Processing
Center will count all Cash Deposits and record the total
amount of funds to be credited on Bank’s books and records
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as a Cash Deposit to Customer’s Account(s). To the extent
the Deposits include Check Deposits, Bank shall arrange for
transport of these Check Deposits to a Bank-designated
Bank check processing location (cach a “Check Processing
Center”),

2.3 In accordance with the Bank’s Deposit
Preparation Guidelines, Cash Deposits shall be prepared
separately from Check Deposits and bundled separately by
Customer for pick-up by Customer’s Armored Carrier and
delivery to Bank’s Cash Processing Center.

2.4 Bank will provide Customer with same-
Business-Day provisional credit for Cash Deposits received
from the Armored Carrier by the Bank-designated Cash
Processing Center in accordance with the Cash Processing
Center’s cut-off time of 6:00 pm. ET. Bank is not
responsible if Customer’s Armored Carrier does not deliver
to the Bank-designated Cash Processing Center in time to
meet the same-Business-Day provisional credit cut-off time.
Credit may not be issued same-Business-Day if the Deposits
are not prepared in accordance with Bank’s Deposit
Preparation Guidelines. Deposits remain the sole and
exclusive property of Customer until Customer’s Armored
Carrier has delivered the Deposits to Bank’s Cash
Processing Center. Bank will not be responsible for any loss,
thefi, damage or destruction of the Deposits upon
Customer’s Armored Carrier pick-up of the Deposits until
delivery to Bank’s Cash Processing Center.

2.5 Customer acknowledges and agrees that
it may only nse the Services in connection with deposits to
its own Account(s) with Bank. Customer agrees that no third
patties, including employees of Customer, may use the
Services for deposits to accounts other than Customer’s
Account(s). Without limiting the foregoing, should
Customer permit any such third party usage, Customer
agrees to defend, indemnify and hold Bank harmless from
any claims by such third parties, including, but not limited
to, those arising from the loss, damage or alteration of the
third party deposit(s).

3. Currency Requisitions.
3.1 Customer may initiate a request for coin
and currency (a “Cash Order’) via a Bank-designated Cash
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Processing Center’s automated touchtone system, or, by
special arrangement with Bank only, via Bank’s local branch
office(s). Cash Orders via Bank’s automated touchtone
system shall be initiated by Customer using its Bank-issued
User ID and personal identification number (“PIN”). The
ordering deadline for Cash Orders on a Business Day for
delivery the following Business Day varies by Cash
Processing Center, Cash Orders must be made by the
designated Cash Processing Center’s ordering deadline on a
Business Day for the Armored Carrier’s pick-up on the
following Business Day,

32 For Cash Orders placed by Customer in
accordance with this Section 3, Bank will fulfill Customer’s
Cash Order and debit Customer’s Account on the Business
Day priot to the Business Day for pick-up by Customer’s
Armored Carrier. Cash Orders on a Customer Account with
insufficient funds may not be processed, in Bank’s sole and
exclusive discretion, Cash remains the sole and exclusive
property of Bank untit Customer’s Armored Carrier signs the
Bank-designated Cash Processing Center’s manifest
confirming Customer’s Armored Carrier’s pick-up of the
Cash Order, Bank will not be responsible for any loss, theit,
damage or destruction of the Cash Order upon Customer’s
Armored Carrier signing the Cash Processing Center’s
manifest confirming the Armored Carrier’s pick-up of the
Cash Order,

4, Armored Carrier as Customer’s Authorized
Agent and Independent Service Provider.

4.1 Customer represents and warrants that
its Armored Carrier is acting as Customer’s duly authorized
agent at all times when interacting with Bank as described in
this Appendix. Customer authorizes Bank to rely upon that
authorization when interacting with Customer’s Armored
Carrier. Cusiomer agrees that Bank’s reliance on the
foregoing when interacting with Customer’s Armored
Carrier shall be deemed reasonable, and further agrees fo
defend, indemnify, and hold Bank harmless from any and all
claims, demands, damages, and kabilities (including
reasonable atiorneys” fees and expenses) directly or
indirectly arising out of or incurred by reason of the Armored
Carrier interacting with Bank as an agent for Customer.

42 Customer acknowledges and agrees that
{i) Bank does not own or control the Armored Carrier; (if)
the Armored Carrier retains the discretion to determine what
customers and geographic areas it will serve and maintains
the ultimate responsibility for scheduling, movement and
routing; (iii) the Armored Carrier acts as Customer’s
exclusive agent when Deposits are in transit and is
responsible for the Deposits during transit; and (iv) the
Armored Carrier is responsible for maintaining adequate
insurance covering thefi, employee fidelity and other in-
transit losses, Bank is not and shall not be considered an
insurer of any Deposits or other property placed with or
under or in the possession, care, custody and/or control of
the Armored Carrier. Deposits delivered by Customer to the
Armored Carrier will be deemed deposited only when
delivered to Bank and credited to Customer’s Account as
described in this Appendix.
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S. Disputes Regarding Validity of Instructions;
Deliveries.

5.1 Customer agrees that any and all
disputes, claims, confroversies, or causes of action that it
may have now or in the future that are or may be directly or
indirectly related to either (a) the legitimacy, accuracy, or
timeliness of arrival of any Deposits to the Bank-designated
Cash Processing Center, or (b) the pick-up of Cash Orders
by Customer’s Armored Carrier from the Bank-designated
Cash Processing Center, shall be solely and exclusively
hetween the Armored Carrier and Customer. Customer
agrees that Bank shall be held harmless and excluded from
anry and all such matters.

52 Customer further agrees that Bank may
make any and all adjustments to amounts deposited to or
withdrawn from Customer’s Account(s) if, subsequent to
receipt and/or processing of a Deposit or a Cash Order, Bank
discovers or becomes aware of a discrepancy, error in or
omission from such Deposit or Cash Order. The parties
understand and agree, however, that this right of correction
and adjustment shall be at Bank’s sole and exclusive
discretion and shall not create any obligation or duty of Bank
to examine, inspect, scrulinize or question any Deposit or
Cash Order it receives from Cusiomer or its Armored
Carrier.

6. Adjustments te Cash Order(s). Customer will
verify each Cash Order within twenty-four (24) hours of its
receipt. In the event Customer believes there is a discrepancy
with a delivery of a Cash Order, Customer must send a
writter. notice of discrepancy to Bank no later than ten (10)
Business Days after Customer’s receipt of the Cash Order,
The written notice shall be on Customer’s letterhead, signed
by an Authorized Signer on the Account, and shall describe
the discrepancy and request research and resolution of the
discrepancy. Customer should include originals of any
currency straps involved, and copies of any and all Bank
materials provided with the Cash Order delivery. If
Customer fails to notify Bank within such time period, and
Bank is required to adjust Customer’s Account, Bank will
not pay interest to Customer on the amount of the
adjustment,

7. Adjustments to Check Deposits and Cash
Deposits. Bank shall also have the right to make any and all
adjustments to the amount to be credited to Customer’s
Account(s) as a Check Deposit or Cash Deposit if,
subsequent to Bank’s receipt and/or processing, Bank
discovers or becomes aware of a discrepancy, error or
omission in the Deposit.

8. Availability of Deposits. Customer understands and
agrees that the availability for withdrawal, including for the
fulfillment of any Cash Order(s), of any deposit of Cash
Deposits or Check Deposits, shalf be governed by the funds
availability provisions of this Appendix and the Account
Agreement, as the same may be amended from time to time.

9, Additional Customer Warranties. In addition to
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the other warranties in this Appendix and the Cash
Management Master Agreement, Customer represents and
warrants that: (a) Customer will obtain the right from the
Armored Carrier to provide a copy of the Armored Carrier
Agreement to Bank; (b) Customer has given all necessary
consents and approvals to the Armored Carrier allowing the
Armored Carrier to provide Bank with the Deposits; (c)
Customer and/or the Armored Carrier as Customer’s agent
shall safeguard the currency until it is physically delivered
to Bank or Bank’s agent; and {d) Custorner will immediately
notify Bank, and Customer will cause the Armored Carrier
to iminediately notify Bank, if thers has been any breach of
security related to the Armored Carrier activities hereunder
or otherwise in conjunction with Customer’s use of the
Services.

10.  Customer Request for Investigations. In addition
to and not in lien of Customer’s obligations under this
Appendix, the Cash Management Master Agreement or the
Account Agreement, Customer may submit a written notice
to Bank requesting an investigation of any loss, discrepancy
or dispute relating to the performance and delivery of the
Services. Customer agrees to provide such notice to Bank
within thirty (30) Calendar Days of the event giving rise to
the loss, discrepancy or dispute. Customer agrees to
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cooperate firlly, and cause its employees, agents, officers and
contractors to cocoperate fully, with Bank in any such
investigation, If Customer fails to cooperate, or fails to
provide notice to Bank within the time period required in this
Section, Bank will be released from any obligation to
investigate the loss, discrepancy or dispute, and will also be
released from any liabilitics, claims or expenses incurred by
Customer or any third party in conncction with such loss,
discrepancy or dispute.

11.  Effectiveness. Each of Bank and Customer agrees
to all the terms and conditions of this Appendix. The
liability of each of Bank and Customer under this Appendix
shall in all cases be subject to the provisions of the Cash
Management Master Agreement, including, without
limitation, any provisions thereof that exclude or limit
warrantics made by, damages payable to or remedies
available from Bank or Customer. This Appendix replaces
and supersedes all prior agreements on file with respect to
the Services and shall remain in full force and effect until
termination or such time as a different or amended Appendix
is accepted in writing by Bank and Customer or the Cash
Management Master Agreement is terminated.
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APPENDIX XXI

TD DATA TRANSMISSION SERVICES

This Appendix is incorporated by reference into the parties’ Cash Management Master Agreement and applics to TD Data
Transmission Services made available to Customer by Bank or Bank’s third-party service provider. All capitalized terms used
herein without definition shall have the meanings given to them in the Cash Managetment Master Agreement. Except as
otherwise expressly provided in this Appendix, to the extent that this Appendix is inconsistent with the provisions of the Cash
Management Master Agreement, this Appendix and any amendment hereto from time to time shall control, but only to the extent

necessary to resolve such conflict,

TERMS AND CONDITIONS

I. Services. The Data Transmission Services (the
“Services™) provide Customer with the ability to exchange
information files with Bank’s (or its third-party service
provider’s) information systems for a variety of needs and
functions. This Service allows Customer fo send and/or
receive its Bank files using File Transfer Protocol (“FTP”),
Hypertext Transfer Protocol Secure (“Secure Web”), Secure
File Transfer Protocol (“SFTP”), SWIFT Transmission, or
via such other method as the parties may agree upon from
time to time, as may be set forth in a Services” Setup
Form(s), and as further described below,

2. FTP Transmission.

2.1 This method of data transmission
permits Customer to deliver and/or receive encrypted files to
a Bank-maintained FTP server. Bank will create a drop-box
directory on the server where Customer may upload and
deliver data files. To send data to Bank, Customer will either
push the data files to Bank’s directory, or Customer will give
Bank a unique user name, password and Customer service
address, and Bank will deliver the file. For data Bank sends
Customer, Customer will pull the data files from its
outbound directory on the server,

22 The technical requirements for FTP over
the Internet include an Imternet connection, FTP client
capabhilities, and Prefty Good Privacy (“PGP”) or equivalent
software for file encryption and decryption.

2.3 Files for transmission by FTP must be
encrypted using PGP Version 4.0 or higher. PGP provides
encryption technology including encryption, decryption, key
management, encrypted email, digital signatures, key
generation, certified keys and key revocation. Bank will
generate a public key/private key pair for Customer. The
public part of the key will be sent to Customer via
Customer’s assigned mailbox on Bank’s transmission
platform. The private part of the key will be securely kept
within Bank. Customer will also generate a key pair for files
that it sends to Bank, The public part of this key pair will be
sent to Bank, also via the mailbox, while only Custormer will
know the private key.
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24 To begin transmission by FTP, Bank
will establish Customer’s access to Bank's FTP server. Bank
will provide Customer with the domain name required for
the FTP connection. Customer will be provided a User ID
and password that is unique to Customer and wilk be required
each time Customer wishes to connect to Bank’s
transmission platform to send or receive files. PGP public
keys for encryption will be exchanged. Bank and Customer
will perform, to their mutual satisfaction, connectivity
testing between platforms and encryption testing on
transmitied files prior to Customer’s use of the Service via
FTP transmission.

3. Secure Web Transmission,

3.1 This method of data transmission
permits Customer to deliver and/or receive files using an
Internet connection, User ID and password. Bank will
provide Customer with the domain name of a website that
will display a web page with Customer’s root directory.
Customer can upload data files to this directory by clicking
the Browse button and selecting the file from Customer’s
local network. Data files sent by Bank will be displayed in
Customer’s outbound directory and may be downloaded by
Customer to its local network.

32 The technical requirements for Secure
Web include an Internet connection and browser supporiing
128-bit Secure Sockets Layer (“SS1.”) encryption.

33 Files for transmission through Secure
Web are encrypted using SSL. SSL is an open protocol for
securing data communication across computer networks that
provides a secure channel for data transmission through its
encryption capabilities. SSL allows for the tramsfer of
digitally-signed certificates for authentication procedures
and provides message integrity to protect against data being
altered en route, Bank and Customer will perform, to their
mutual satisfaction, connectivity testing between platforms
and encryption testing on transmitted files prior to
Customer’s use of the Service via Secure Web,
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4, Secure FTP (SFTP) Transmission.

4.1 This method of data transmission permits
Customer to deliver to and/or receive files from a Bank-
maintained SFTP server. Files transfers through SFTP
communications are encrypted using Secure Shelt (“SSH”).
SSH is an open protocol for securing data communication
across computer networks providing a secure channel for
data transmission. The encryption used by SSH is intended
to provide confidentiality and integrity of data over an
unsecured network, such as the luternet. SSH uses public-
key cryptography to authenticaie the remote computer and
alfow the remote computer to authenticate the user, if
necessary.

4.2 Customer has the option to push files to Bank’s
SFTP server or have Bank pull Customer’s files. For
Customer push, Bank will create a drop-box directory on the
SFTP server and provide Customer with a user name,
password, and URL/domain name. Customer rust provide
an external IP address of the location sending files so that
Customer’s IP address can be added to access control lists
within Bank’s firewalls. For Bank to pull Customer’s files,
Bank will need a user name, password, URL/domain name,
and directory from Customer so that Bank can pull files from
Customer’s SETP servers. Bank and Customer will perform,
to their mutual satisfaction, connectivity testing between
platforms prior to Customer’s use of the Services.

43 Customer also has the option for Bank to push
Customer files (recommended by Bank) or Customer can
pull the files from Bank’s SFTP server. For Bank to push
Customer’s file, Bank needs Customer’s URL/domain
name, unique user name, password, and directory. For
Customer to pull files from Bank’s SFTP server, Customer
must provide the external IP address of the location pulling
the files so that Customer’s IP address can be added to access
control lists within Bank’s firewalls. If Customer chooses o
pull files from Bank’s SFTP server, then files must be PGP
encrypted, since files will reside on an SFTP server within
Bank’s DMZ. Bank will need Customer’s public PGP key so
that Bank can encrypt files. Bank and Customer will
perform, to their mutual satisfaction, connectivity testing
between platforms and encryption testing {if necessary) on
transmitted files prior to Customer’s use of the Services.

4.4 Customer will need an FTP client capable of using
the SSH protocol. If Customer decides to pull files from
Bank, Customer will need an application/utility capable of
creating a PGP key pair and decrypting PGP files.

5. Secure Software.

5.1  This method of data transmission involves
the use of a Java®-based program that serves as a secure
access channel through which information may be
exchanged between Customer’s Computer and Bank. This
software is provided by Bank and must be installed on a
Customer's Computer or network. Secure Software
facilitates the secure transfer of files both to and from
Customer’s network location,
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5.2  The technical requiremenis for Secure Software
include an Internet connection.

5.3 Files for transmission through Secure Software are
encrypted using SSL. SSL is an open protocol for securing
data communication acress computer networks that provides
a secure channe] for data transmission through its encryption
capabilities. SSL. allows for the transfer of digitally-signed
certificates for autheniication procedures and provides
message integrity to protect against data being altered en
route. Bank and Customer will perform, to their mutual
satisfaction, connectivity testing between platforms and
encryption testing on transmitted files prior to Customer’s
use of the Services via Secure Software,

6. SWIFT Transmission.

6.1 This method of transmission provides
Customer with the ability to use Society of Worldwide
Interbank Financial Telecommunications operaling as
S W.LF.T. SCRL, Limited Liability Cooperative Society
(“SWIFT™) messaging services as described in this Section
to engage in certain ¢lectronic communications with Bank
{hereinafter the “SWIFT Services™). With the SWIFT
Services, Customer may: () transmit certain SWIFT
messages and documents to Bank and receive certain SWIFT
messages and documents from Bank and other financial
institutions, using SWIFT FIN and/or SWIFTNet FileAct,
the latter of which is a file transfer service that allows the
transmission of messages and documents over the SWIFT
network in all formats agreed upon by Bank, and (2) transmit
and receive SWIFT Instructions (as further described below)
{rom Bank and other financial institutions in connection with
cerlain Cash Management Services as agreed by the parties
from time to time. Bank is a participating depository
financial institution in SWIFT.

6.2 SWIFT Rules, The “SWIFT Rules” are
the documents and other publications as amended by SWIFT
from time to time that Customer may access at
www.swift.com, whether in paper or electronic format,
providing specific terms and conditions and other details
relating to the provision and use of the SWIFT Services,
including without limitation the SWIFT Contractual
Arrangements; the SWIFT General Terms and Conditions;
the SWIFT Service Bureau Policy and the SWIFT Data
Retrieval Policy; the SWIFT MA-CUG, SCORE and TRCO
Service Descriptions and any other SWIFT Service
Descriptions applicable to the SWIFT Services; and the
SWIFT On-line Support Service information. This
Appendix, the SWIFT Services provided hereunder and the
rights and obligations of the parties hereto shall be subject to
the SWIFT Rules, as they may be amended from time to
time. The parties agree to comply with the SWIFT Rules and
to be aware of and comply with changes or updates to the
SWIFT Rules.

6.3 SWIFT Instructions.

6.3.1 Bank may honor and act upon
any authenticated SWIFT message, communication or
instruction, including any Payment Order (hereinafter a
“SWIFT Instruction”} received in Custorner’s name or under
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any SWIFT Business Identifier Code {BIC) that: (1) is
unique to Custorner, (2) is owned by a parent company or
other affiliate of Customer, or (3) is owned by an unrelated
third party and/or that is otherwise operating by agreement
with Customer as Customer’s agent for purposes of
Customer’s use of the SWIFT Services. Rach such BIC(S)
shall be identified by or through Customer in the Services’
Setup Form{s} (hercinafter, collectively, “Customer’s
BIC(sy”). Customer acknowledges that the Services” Setup
Form(s) shall also set out the key features and requirements
that shall apply to Customer’s use of the SWIFT Services,
which may include but are not limited to the following:

i. the SWIFT messaging services to be
used to transmit SWIFT Instructions to Bank (e.g., SWIFT
FIN and/or SWIFTNet FileAct);

il the SWIFT message types and file
formats that are supported by Bank under the SWIFT
Services, including the types of Payment Orders that
Customer may transmit;

iii. the technical parameters associated with
and required for SWIFTNet FileAct (e.g., file transfer mode
options and file transfer fields, etc.);

iv. the type of information that Bank shall
provide in conjunction with any SWIFT message sent by
Bank to Customer within the SWIFT Services, including any
account status or other information made available by Bank;

v. the Customer Accouni(s} to be used in
connection with the SWIFT Services; and

vi, the SWIFT access model (e.g., SCORE,
MA-CUG, ete) and connectivity (e.g., direct access,
Alliance Lite, member, service bureau, etc.) associated with
Customer’s use of the SWIFT Services.

6.3.2 SWIFT Instructions made in
accordance with this Appendix, the SWIFT Rules, and the
Security Procedures (defined below) shall be deemed to have
been given by an individual authorized to act on behalf of
Customer. Bank wili act in reliance on the accuracy and
completeness of the SWIFT Instruction received by Bank in
Customet’s name or via Customer’s BIC(s). Customer shall
ensure that any SWIFT Instruction sent to Bank fully and
accurately reflects the advice, request, instruction or
commntunication intended to be provided to Bank by
Customer and is duly authorized, Customer irrevocably
authorizes Bank io (a) treat as accurate, authentic and
properly authorized, rely upon and implement any SWIFT
Instruction made in accordance with this Appendix, the
SWIFT Rules, and the Security Procedures received by Bank
which originates (or appears to originate) from Customer
{including, in the case of a Payment Order, debiting the
Account as specified in the SWIFT Instruction), and (b) to
process each such SWIFT Instruction as described in this
Section 6.

63.3 Notwithstanding the
foregoing, Bank is not obligated to act on a SWIFT
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Instruction or treat a SWIFT Instruction as accurate,
authentic or authorized, if:

s the SWIFT Instruction does not meet the
requirements of the SWIFT Rules or
otherwise appears nof to have been
prepared or sent in accordance with this
Section;

e  Bank considers that the exccution of that
SWIFT Instruction may place Bank in
breach of any law or regulation; or

s  Bank reasonably suspects that the SWIFT
Instruction received by Bank (a) may not
fully and accurately reflect an advice,
request, instruction or communication
that Custotner intended to give to Bank;
or {b) may not have been given in
accordance with Customer’s
authorization procedures.

Except fo the extent prevented by applicable law or
regulation, Bank shall notify Customer if, under this Section
6.3, it does not act on a SWIFT Instruction.
6.4 Secure Communications Channel.

6.4.1 SWIFT  offers SWIFT
messaging services as a secure communications channet,
SWIFT has established procedures and requirements for
conirolling access to SWIFT messaging services (each, an
“Access Control”) that may inctude, without Hmitation,
access codes, message authentication codes, securc card
readers, digital signatures, and hardware sccurity modules,
In addition, SWIFT authenticates certain messages based on
SWIFT message type prior to accepting them for routing as
SWIFT Instructions (each, an “Authenticated Message”).
This authentication may include confirming that the sender
and recipient of the message have exchanged bilateral keys
(“BKE™), entered inic a relationship management
application ("RMA”™) agreement, or taken other steps to
secure the transmission of SWIFT Instructions between
them as SWIFT requires from time to time (each, an
“Authentication Procedure™). Collectively, the Access
Controls and Authentication Procedures shall be referred to
herein as the “SWIFT Security Procedures.”

6.4.2 Bank and Customer rely on SWIFT’s
Access Controls and, in the case of an Authenticated
Message, the Authentication Procedures, if any, that SWIFT
requires to secure the fransmission of Customer’s SWIFT
Instructions. Bank does not undertake and will have no
obligation to Customer to separately authenticats any
SWIFT Instruction that Bank receives in Customer’s name
or under Customer’s BIC, whether or not Customer actually
issued the SWIFT Instruction. Bank may, at Bank’s sole
election and option, contact Customer with respect to any
SWIFT Instruction that Bank receives in Customer’s name
or under Customer’s BIC, but Bank’s election to contact
Custormer with respect to one or more SWIFT Instruction
will not obligate Bank to contact Customer with respect to
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subsequeni SWIFT Instructions that Bank receives in
Customer’s name or under Customer’s BIC.

6.5 Customer ___Representations
and Warranties, Customer represents and warrants with
respect to itself and the Customer's BIC(s) identified by or
through Customer in the Services’ Setup Form(s) that it:

. is registered with SWIFT as either a “Member
Administered Closed User Group” and/or “Closed User
Group” andfor “SCORE (Standardized Corporate
Environment)” member;

. is in compliance with applicable SWIFT Rules;

*  isnot in violation of any applicable federal, state
or local laws with respect to the SWIFT Services;

¢ is a duly organized and validly existing legal
entity;

. is in good standing financially and in compliance
with all laws and regulations applicable to Customer; and

*  is subject to regular audits in accordance with
internationally recognized accounting standards by
independent auditors,

6.6 Third-Party Service Providers; Third
Party-Service Provider Activities.

6.6.1 Customer may appoint & third
party, whether a SWIFT registered user/member, SWIFT
authorized service bureau or other third party, to send or
receive SWIFT Instructions, perform other functions and/or
otherwise act as Customer’s agent for purposes of the
SWIFT Services provided hereunder (a “Third-Party Service
Provider™), as shall be set forth in the Services’ Setup
Form(s). In such event, Customer agrees that the Third-
Party Service Provider shall have all the powers of Customer
in relation to the SWIFT Services, Customer unconditionally
authorizes Bank to deal directly with the Third-Party Service
Provider in connection with all matters relating to the
SWIFT Services, including, without limitation, the receiving
and sending of SWIFT Instructions (including Payment
Orders), and any testing to be completed with respect to the
SWIFT Services. All SWIFT Instructions made in
accordance with this Appendix, the SWIFT Rules, and the
Security Procedures received by Bank from Third-Party
Service Provider are hereby authorized by Customer. All
acts and omissions of Third-Party Service Provider shall be
the acts, omissions and responsibility of Customer and shall
be governed by the provisions of this Appendix. For the
avoidance of doubt, Customer shall ensure the Third-Party
Service Provider complies with the relevant provisions of
this Appendix. Notice of any termination of Third-Party
Service Provider’s authority to receive and send SWIFT
Instructions to Bank on Customer's behalf shall be given to
Bank in writing, The effective date of such termination shall
be ten {10) Business Days after Bank receives written notice
of such termination, Notwithstanding the foregoing,
Customer agrees that Bank retains the right to reject any such
Third-Party Service Provider and thus any associated
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SWIFT Instructions initiated by Customer’s Third-Party
Service Provider in Bank’s sole discretion.

6.6.2 Subject to Bank’s prior approval and in
its sole and exclusive discretion, Customer may be
permitted to use the SWIFT Services provided
hereunder on behalf of and in conjunction with
Accounts that belong to Customer’s clients, as well as
on Customer’s own behalf. Customer shall provide an
appropriate letter of authority and/or execute any such
other agreementi(s) or documents as deemed necessary
or appropriate by Bank prior fo the initiation or
continuation by Customer of the SWIFT Services in the
capacity of a third-party service provider, Customer
agrees that Bank retains the right to reject any request
by Customer to engage in such activities as well as any
SWIFT Instructions by Customer in such capacity, in
Bank’s sole discretion. In the event Bank approves
Customer’s use of the SWIFT Services as a third-party
service provider, then the following shall also apply:

(a) Customer represents and warrants to
Bank that each Customer client has given Customer
authority to access and engage in SWIFT Instructions
with respect to its Accounts through use of the SWIFT
Services to the same extent as if Customer owned them,
including in the capacity of a “third party service
provider;”

() each reference to “Customer” herein
will be deemed to be a collective reference to Customer
and each Customer client whose Accounts are included
in Bank’s implementation of Customer’s set-up for the
SWIFT Services;

{c)  all of the provisions set forth herein will
apply to the Customer client’s Accouni(s) as if
Customer owned them;

(&)  each person who is authorized to act on
Customer’s behalf with respect to the SWIFT Services
is also authorized to act on Customer’s behalf to the
same extent with respect to the Accounts of each
Customer client whose Accounts are included in
Bank’s implementation of Customer’s set-up for the
SWIFT Services; and

(e) Customer shall be liable for all
monetary, confidentiality and other obligations to Bank
hereunder as they relate to Customer’s use of the
SWIFT Services for itself as well as each such
Customer client. Customer agrees to notify Bank
immediately if Customer’s authority with respect to
Customer’s clieni(s) is revoked or changed.

6.7 Customer Direction and Limitation of Liability.
6.7.1 In the event that the BIC(s)
identified by or through Customer in the Services’ Setup
Form(s) are owned by a parent company or other affiliate of
Customer, or are owned by an unrelated third party and/or
such third party is otherwise operating by agreement with
Customer as Customer’s Third-Party Service Provider for
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purposes of the SWIFT Services, Bank is prepared to act on
a SWIET Instruction from Customer’s SWIFT BIC(s) only
upon receipt of the limitation of liability provided in this
Section 6. This indemmity shall be in addition to and not in
lieu of an additional Hmitation of liability provided by
Customer in the Cash Management Master Agreement.

6.7.2 Bank is authorized to accept
and honor any files and/or SWIFT Instructions sent from any
of Customer’s SWIFT BIC(s) without making any inquiry as
to the validity or sufficiency of the SWIFT Instructions and
to consider the SWIFT Instructions of like force and effect
as written orders made in accordance with the signing
authorities held by Bank from time to time for the operation
of Customer’s Account(s) with Bank.

6.7.3 Without limiting the scope of
Section 6.7.2, Bank is authorized to disclose information
about Customer, its Accounts and banking relationship with
Bank, including any changes to such information, in
response to and as directed in the SWIFT Instructions as
required to process the same.

6.74 Bank shall not be liable for
any loss or damage incurred by Customer, or any third party
arising from or in any way related to Bank acting upon or
refusing to act upon any SWIFT Instructions made in
accordance with this Appendix, SWIFT Rules, and the
Security Procedures from Customer's BIC(s), unless due to
the gross negligence or willful misconduct of Bank.
Notwithstanding the foregoing, in no event shall Bank be
Hable for any indirect, special or inconsequential damages
incurred by Customer or any third party arising from cr in
any way related to Bank acting upon or refusing to act upon
any SWIFT Instructions.

6.7.5 Customer agrees that Bank
shafl not be responsible or liable under this Agreement for
any losses, liabilities, claims, damages, fees, or expenses
whatsoever that are pursuant to, in connection with, or in any
way related to Bank acting upon, delaying in acting upon or
refusing to act upon any SWIFT Instructions from
Customer's BIC(s).

6.8 Termination of SWIFT Services. In
addition to but not in lieu of the provisions of the Cash
Management Master Agreement, the SWIFT Services shall
terminate automatically in the event that:

e  cither party loses user status as defined in the
SWIFT General Terms and Conditions of the By-
laws;

s  SWIFT has ceased to provide, and not resumed
providing, any of the SWIFT messaging services;

s SWIFT, in exercise of its rights under the SWIFT
Rules, has required either party to terminate the
SWIFT Services; or

e Bank has ceased to provide the Cash Management
Services.
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6.9 Suspension of SWIFT Services. In addition to but
not in lieu of the provisions of the Cash Management Master
Agreement, either party may suspend the use of the SWIFT
Services for such period(s) as it considers appropriate in its
absolute discretion by written notice to the other party if (a)
suspension is necessary for the purpose of (routine or
emergency) maintenance; (b) for security or SWIFT
Services for such period(s) as it considers appropriate in it
absolute discretion by written notice to the other party if: (a)
suspension is necessary for the purposes of (routine or
emergency) maintenance; (b) for security or technical
reasons, including a suspension of the SWIFT messaging
services by SWIFT, use of the SWIFT messaging services is
impossible or cannot be achicved without unreasonabic cost
to Bank or Customer; (c) suspension is required by SWIFT
or the SWIFT Rules; or (d) suspension is necessary to avoid
or reduce any material damage or disadvantage to either

party.

7. Security Procedures,

7.1 Customer agrees that the security procedures set
forth or incorporated by reference in this Appendix
(including without limitation the SWIFT Security
Procedures), the Cash Management Master Agreement
and/or associated documents provided by Bank, including
without limitation the Services’ Setup Form{s), are a
commercially reasonable method of providing security
against unauthorized access to or interception of
transtnissions between Customer and Bank (hereinafter
collectively the “Security Procedures”). Any transmission
by Customer shall be deemed authorized if transmitted in
accordance with the Security Procedures. Bank may, from
time to time, modify the Security Procedures. Such
modifications shall become effective upon receipt of notice
by Customer or such later date as may be stated in the Bank’s
notice to Customer. If Customer fails to object to such
change, it shall be deemed to agree to such change.

72 With respect to SWIFT in particular,
Customer further acknowledges that the SWIFT Security
Procedures are the only securiiy procedures offered for
SWIFT Instructions that Customer transmits through the
SWIFT Services. Customer has solely determined that the
SWIFT Security Procedures best meet Customer’s
requirements with regard to the size, type and frequency of
the SWIFT Instructions issued by Customer fo Bank using
the SWIFT Services and that the SWIFT Security
Procedures are a commercially reasonable method of
providing security against unauthorized access to or
interception of transmissions between Customer and Bank.
Customer acknowledges that it is bound by the terms and
conditions of each SWIFT Instruction, including any request
to cancel or amend a SWIFT Instruction, whether or not
authorized by Customer, that Bank receives in Customer’s
name or under Customer’s BIC(s)through the SWIFT
Services and in accordance with the SWIFT Security
Procedures.

73 Nothing in this Appendix shall be deemed a

representation or warranty by Bank that FTP, Secure Web,
SFTP or SWIFT communications are secure. Rather, after
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review of the alternatives, Customer has selected a
communication method that it believes best suits its needs.

7.4 Bank and/or SWIFT (as applicable} may, from
time to time, propose different, additional or enhanced
security procedures to Customer. Customer understands and
agrees that if it declines to use any such enhanced
procedures, it will be liable for any losses that would have
been prevented by such procedures. Notwithstanding
anything else contained in this Appendix, if Bank and/or
SWIFT believes immediate action is required for the security
of Bank, SWIFT or Customer funds or data, Bank and/or
SWIFT may initiate additional security procedures
immediately and provide prompt subsequent notice thereof
to Customer.

7.5 Customer hereby acknowledges that the Security
Procedures are neither designed tor infended to detect errors
in the content or verify the contents of a transmission
between the parties, Accordingly, any errors contained in a
transmission from Customer shall be Customer’s
responsibility. Except as otherwise expressly provided in
the parties’ Cash Management Master Agreement or other
Appendix between the parties, no security procedure for the
detection of any such Customer error has been agreed upon
between Bank and Customer.,

7.6 Customer is strictly responsible for establishing
and maintaining procedures to safeguard against, detect and
mitipate unauthorized access to or interception of
transmissions. Customer covenants that no employee or
other individual under Customer’s comtrol will be allowed to
initiate transmissions in the absence of proper authority,
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supervision and safeguards, and agrees to take reasonable
steps to maintain the confidentiality of the Security
Procedures and any passwords, codes, seeurity devices and
related instructions provided by Bank in connection with any
Security Procedure utilized by Bank, SWIFT and/or
Customer. If Customer believes or suspects that any such
password, code, security device, Security Procedure,
information or instructions have been disclosed to or
aceessed by unauthorized persons, Customer agrees to notify
Bank immediately followed by written confirmation as
provided in the Services’ Setup Form(s).

7.7 Customer shall retain data files for five (5)
Business Days following the date of their transmittal by
Customer as provided herein, and shall provide such data
files to Bank upon written request,

8. Effectiveness. Fach of Bank and Customer
agrees to all the terms and conditions of this Appendix. The
liability of each of Bank and Customer under this Appendix
shall in all cases be subject to the provisions of the Cash
Management Master Agreement, including, without
limitation, any provisions thereof that exclude or limit
warranties made by, damages payable by or remedies
available from Bank or Customer. This Appendix replaces
and supersedes all prior agreements on file with respect to
Data Transmission Services and shall remain in full force
and effect until termination or such time as a different or
amended Appendix is accepted in writing by Bank and
Customer or the parties” Cash Management Master
Agreement is terminated,
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Bank

APPENDIX XXII

TD ACH POSITIVE PAY SERVICES

This Appendix is incorporated by reference into the parties’ Cash Management Master Agreement and applies to all TD Automated
Clearing House (“ACH”) Positive Pay Services (the “Services”) made available to Customer by Bank. All capitalized terms used
herein without definition shall have the meanings given to them in the Cash Management Master Agreement or the NACHA Rules
(as defined below). Except as otherwise expressly provided in this Appendix, to the extent that this Appendix is inconsistent with
the provisions of the Cash Management Master Agreement, this Appendix and any amendment hereto from time to time shall
control, but only to the extent necessary to resolve such conflict.

TERMS AND CONBITIONS
1. Definitions.

“duthorized Account” means Customer’s
Account(s) designated by Customer and maintained at Bank
to which the Services will apply.

“ACH Entry” means an order or request for the
transfer of money to an Authorized Account (a “Debit
Entry”) as also defined in the NACHA Rules.

“ACH Authorizations” means Customer’s written
instructions and authorization criteria provided io Bank in
conjunction with the set-up and implementation of the
Services, including the Services’ Setup Form(s) and/or via a
separate ACH block and filter agreement with Bank
(hereinafter the “Filter Agreement”), and/or otherwise in
accordance with the Services as described in this Appendix,
which either prohibits all ACH Entries or permits only the
posting of specified ACH Entries to an Authorized Account.

“FEyception Entry” means an ACH Entry
(excluding ARC, BOC, POP, RCK, or XCK SEC Codes)
that does not meet Customer’s ACH Authorizations
previously provided to Barnk (and may also be refeired to
within the Services as a “Rejected” Eniry), and that is
therefore scheduled te be returned to the Originator of the
ACH Entry.

“NACHA Rules” means the National Automated
Clearing House Association’s (“"NACHA”) Operating Rules
and Operaring Guidelines, which govern the ACH system,

“Pay Decision(s)” mears Customer’s
confirmation instruction to Bank to pay/post an Exception
Entry.

“Return  Decision(s)” mecans  Customer’s
confirmation instruction to Bank to not pay/post an
Exception Entry but to instead return the ACH Entry to the
Originator.

“Refurn Default Disposition” means the Services’
automatic default disposition of all ACH Entries that do not
meet Customer’s ACH Authorizations, whereby all such
ACH Entries are scheduled to be returned to the Originator
of the ACH Eniry.
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2, Services.

2.1 The Services described in this
Appendix will provide Customer with a means to: (1) review
ACH Entries received on a particular Customer Account that
are scheduled to be retumed fo the Originator as an
Exception Entry in accordance with Customer’s ACH
Authorizations and the Return Default Disposition; and (2)
confirm the return of the Exception Entry through a Return
Decision, or to override the Return Default Disposition and
insiruct Bank to pay/post the Exception Eniry to Customer’s
Account through a Pay Decision.

22 Customer acknowledges that the
Services have been identified by Bank as a service that can
reduce the risk of fraudulent ACH Entries being posted
against Customer’s Account(s) when such Services are
adopted and properly utilized by Customer, By conforming
to the terms and conditions of this Appendix, Customer
acknowledges and agrees that it may significantly reduce the
chance that fraudulent ACH Entries will post to Customer’s
Account(s) by electronically matching incoming ACH
transactions to ACH Authorizations.

3. Customer Authorizations.

3.1 Customer will designate Authorized
Account(s) to be used with the Services via the Services’
Setup Form(s).

32 As applicable, Customer shall begin use
of the Services with either; (a) any ACH Authorizations
initially submitted by Customer to Bank and then established
by Bank on Customer’s behalf in conjunction with the set-
up and implementation of the Services, or (b) any exisling
ACH Authorizations on Customer’s Authorized Account(s)
that have been established via a Filter Agreement. Customer
may add to or modify those initial or existing ACH
Authorizations from time to time as set forth herein,
Customer shall be responsible for the accuracy and
completeness of all information provided to Bank both
through the use of the Services and via the Services’ Setup
Form(s).

3.3 Customer may submit additional ACH
Authorizations, make changes to initial or existing ACH
Authorizations, or delete initial or existing ACH
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Authorizations related to the Authorized Account(s) online
via the Services® module of the Bank Internet System. Such
changes shall become effective on the next Business Day
following the day on which the changes were made by
Customer. Fach Business Day, Bank will provide an
updated list of successfully processed ACH Authorizations
to Customer via the Services. In the event Customer submits
a change or addition to the ACH Authorizations that is
incomplete, contains an error or that cannot otherwise be
processed by Bank, Bank will use commercially reasonable
efforts to notify Customer on the nexi Business Day that the
associated ACH Authorization(s) has been rejected. Until
such time as Customer reviews and corrects it, the rejected
ACH Authorization(s) will not appear on the updated list of
successfully processed ACH Authorizations that Customer
receives.

3.4 In the event Customer fails to fully and
accurately populate or complete all requested fields
associated with the ACH Authorizations, the following will
also apply:

(a) If Customer does not insert a
specified maximum dollar amount, then no maximum dollar
amount shall apply with respect to the applicable ACH
Eniry(ies) or transaction(s) subject to the ACH
Authorization(s).

{b) ¥ Customer does not insert a
specified expiration date, then no expiration date shall apply
to the applicable ACH Entry(ies) or transaction(s) subject to
the ACH Authorization(s).

4. Processing of ACH Entries and Reporting of
Exception Entries. Bank will electronically compare each
ACH Entry presented to Bank for seftlement against
Customer’s Authorized Account(s) on a Business Day
(including those presented by other depository institutions,
ACH Operators or by Bank) with Customer’s ACH
Authorizations. In accordance with that review, on each
Business Day, Bank will:

(a) allow incoming ACH Entries
that match Customer’s ACH Authorizations
to post to Customer’s Authorized Account(s);
and

(b) treat as Exception Entries all incoming ACH
Entries that do not match Customer’'s ACH Authorizations
and will provide to Customer, through the Bank Internet
System, a listing of all Exception Entries that are otherwise
scheduled for Return Default Disposition, Customer must
monitor, review and issue a Pay Decision or Return Decision
on each Exception Entry reported through the Bank Internet
System by the pre-established deadline set forth within the
Services. Customer may also set up alerls to be sent to
Customer by a pre-established time each Business Day
advising Customer whether or not there are any Exception
Entries to be reviewed that Business Day.

3. Payment and Dishonor of Exception Entries.
5.1 Customer may cheose to confirm the
Return Default Disposition of individual Exception Entries

presented via the Services by providing a Return Decision to
Bank by the pre-established deadline set forth within the
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Services, in which case such Exception Entries will be
automatically returned to the Originator.

52 Customer may choose to override the
Return Default Disposition of individual Exception Entries
presented via the Services by providing a Pay Decision to
Bank by the pre-established deadline set forth within the
Services, in which case such Exception Entries will be
paid/posted to Cusiomer’s Authorized Account(s) at the end
of the corrent Business Day.

5.3 Customer may choose not to or may
otherwise fail to review and provide a Pay Decision or a
Return Decision for any Exception Entries by the pre-
established deadline, in which case the Refurn Default
Disposition will apply and all such Exception Entries will be
automatically returned to the Originator.

6. Customer and Bank Communications.

6.1 Customer shall use the Services” module
of the Bank Internet System fo report all Pay Decisions or
Return Decisions. Bank shall not be obligated to comply
with any Pay Decision or Return Decision received in a
format or medium, after a pre-cstablished deadline, or at a
place not permitted under this Appendix or the Services’
Setup Form(s), and may instead treat any such
comnunication from Customer as a Return Decision or
otherwise apply the Retwn Default Disposition to such
communication,

6.2 Bank is not responsible for detecting
any Customer error contained in any ACH Entries presented,
decisioned, returned or processed, or in any Pay Decision or
Return Decision by Customer.

6.3 In the event that Bank is unable to
provide Customer with a listing of Exception Entries through
the Bank Internet System for Customer’s Pay Decision or
Return Decision as described in Section 4, the Return
Default Disposition shall apply in accordance with
Customer’s previously established ACH Authorizations.

6.4 Customer’s ACH  Authorizations
hereunder will be accepted by Bank subject to the condition
that ACH transactions have not already been posted or are
not otherwise in the process of posting, and that Bank will
have a reasonable opportunity to act on Customer’s ACH
Authorizations before any such processing.

6.5 Bank shall have a reasonable time after
receipt of Customer’s request to implement the Services and
shall not assume responsibility for stopping ACH
transactions that have already been posted to Customer’s
Accouni(s).

6.6 Bank shall be bound only to exercise
ordinary care in attempting to post or return ACH Entries as
described in this Appendix.

7. Remedies.

7.1 Bank Liability. To the extent permitted
by applicable law, the liability of each of Bank and Customer
under this Appendix shall in all cases be subject to the
provisions of the pariles” Cash Management Master
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Agreement, including, without limitation, any provisions
thereof that exclude or limit warrantics made by, damages
payable by or remedies available from Bank or Customer.

7.2 Wrongful Payment/Posting. It shall
constitute wrongful payment/posting by Bank if Bank
pays/posts an Exception Entry for which Customer has
provided & Return Decision by the pre-established deadline
set forth within the Services and otherwise in accordance
with the other terms of this Appendix. In the event that there
is wrongful payment/posting, Bank shall be liable to
Customer for the lesser of the amount of the wrongfully
paid/posted Exception Entry or Customer’s actual damages
resulting from Bank’s posting of the Exception Entry,
subject to the terms of the parties’ Cash Management Master
Apgreement.

73 Rightful Payment and Return.

7.3.1 If Bank honors an Exception
Entry in accordance with a Pay Decision by Customer as
described in Section 5.2, such payment/posting shall be
rightful, and Customer waives any right it may have to assert
otherwise,

7.3.2 If Bank returns an Exception
Entry in accordance with a Return Decision by Customer as
described in Section 5.1, or otherwise pursuant to a Return
Default Disposition as described in this Appendix, the return
shall be rightful, and Customer waives any right it may have
to assert otherwise.

7.33 Customer agrees that Bank
¢xercises ordinary care whenever it rightfully pays/posts or
returns an Exception Entry consistent with the provisions of
this Appendix.

8. Other Terms of the Services.

8.1 Customer acknowledges that the
Services do not preclude Bank’s standard ACH processing
procedures or the application of the NACHA Rules, which
may cause an ACH Entry to be dishonored even if
Customer’s instructions do not ofherwise require Bank to
return such ACH Entry.

8.2 Customer acknowledges that the
Services do not apply to transactions between Customer and
Bank, inchiding any Bank affiliates and subsidiaries, such as
loan or credit card payments (“Bank-Related Entries”).
Bank is permitted to pay Bank-Related Entries whether or

not Customer has included these in Customer’s ACH
Authorizations as reflected in this Appendix and until such
time as Customer’s authorization with respect to the
underiying Bank-Related Entries is revoked or otherwise
terminated.

83 Customer acknowledges that the
Services are intended to be used to identify and retarn ACH
Entries which Customer suspects in goed faith are
fraudulent, unauthorized or otherwise unwarranted. The
Services are NOT intended to be a substitute for
authorization instructions or to delay Customer’s decision on
ACH Entries, including but not limited to stop payment
orders on ACH Entries which are not suspected in good faith
to be unauthorized. If Bank suspects or deems, in Bank’s
sole discretion, that Customer is using the Services contrary
to those intentions, Bank may require Customer to provide
evidence that ACH Entries that Bank returns pursuant to
Customer’s instructions were in good faith suspected to be
unauthorized. In addition, Bank may hold Customer liable
for actual losses that Bank sustains on ACH Entries which
Bank is requested to return under the Services and which
Customer does not reasonably establish as wnauthorized
ACH Entries, as provided under the NACHA Rules.

9. Termination; Effectiveness.

9.1 The parties may terminate this
Appendix and/or the Services in accordance with the terms
and conditions of the Cash Management Master Agresment.
This Appendix and the associated Services shall
automatically terminate in the cvent the underlying
Authorized Account(s) are closed. In the event of
termination of this Appendix and the associated Services,
Customer’s ACH Autherizations in effect as of the daie of
termination will remain in effect with respect to Customer’s
Authorized Accounts, and all ACH Eniries will thereafter be
processed in accordance with such ACH Authorizations.

9.2 Each of Bank and Customer agrees to all
the terms and conditions of this Appendix. The liability of
each of Bank and Customer under this Appendix shall in all
cases be subject to the provisions of the Cash Management
Master Agreement, including, without limitation, any
provisions thereof that exclude or limit warranties made by,
damages payable by or remedies available from Bank or
Customer. This Appendix replaces and supersedes all prior
agreements on file with respect to the Services, except for
any existing ACH Authorizations currently on record with
regard to the Authorized Account(s) as of the date of this
Appendix,
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TECH VALLEY REGIONAL TECHNOLOGY INSTITUTE
STATEMENT OF NET POSITION
JUNE 30, 2021

Assets and Deferred Outflows of Resources

Current Assets:
Cash
State and Federal Aid Receivable
Total Current Assets

Noncurrent Assets:
Capital Assets - Net

Total Assets
Deferred Outflows of Resources:
Pension
OPEB
Total Deferred Outflows of Resources

Total Assets and Deferred Outflows of Resources

Liabilities and Deferred Inflows of Resources

Cuarrent Liabilities:
Accounts Payable and Accrued Expenses
Due to Retirement Systems
Total Curtent Liabilities

Noncurrent Liabilities:
Proportionate Share of Net Pension Liability
Accrued Other Postemployment Benefits

Total Noncurrent Liabilities
Total Liabilities
Deferred Inflows of Resources
Pension
QPEBR

Total Deferred Inflows of Resources

Net Position (Deficit)

Invested in Capital Assets
Usnrestricted (Deficit)
Total Net Position (Deficit)

Total Liabilities, Deferred Inflows of Resources and
Net Position {Deficit)

See accompanying notes and independent auditor’s report.

$ 1,332,493
179,549
1,512,042

386702
1,898,744

791,617

291,222

1,082,839

$ 2981583
$ 23,912

149,038

172,950

213,268

2,414,507

2,627,775

' 2,800,725

267,634

1,275,701

1,543,335

386,702

(1,749,179)
(1,362,477)

$ 2.981,583
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TECH VALLEY REGIONAI TECHNOLOGY INSTITUTE
NOTES 7O FINANCIAL STATEMENTS (CONTINUED)
JUNE 30, 2021

6. PENSION PLANS (CONTINUED)
Discount Rate

The discount rate used to calculate the total pension liability was 7.10% for TRS and 5.9% for ERS. The
projection of cash flows used to determine the discount rate assumes that contributions from plan members
will be made at the current contribution rates and that contributions from employers will be made at
statutorily required rates, actuarially determined. Based upon the assumptions, the System’s fiduciary net
position was projected to be available to make all projected future benefit payments of cutrent plan members,
Therefore the long term expected rate of return on pension plan investments was applied to all periods of
projected benefit payments to determine the total pension asset or liability.

Sensitivity of the Proportionate Share of the Net Pension Asset/Liability to the Discount Rate
Assumption

The following presents the Institute’s proportionate shate of the net pension (asset)/liability calculated using
the discount rate of 7.10% (TRS) and 5.9% (ERS), as well as what the Institute’s proportionate share of the
net pension (asset)/Hability would be if it were caloulated using a discount rate that is 1-percentage point
lower or 1-percentage point higher than the current rate:

1% Current 1%
Decrease Assumption Increase

TRS
Employet’s proportionate share

of the net pension liability $ 1,345078 % 212942 § (737,208)
ERS
Employer’s proportionate share

of the net pension liability by 93278 3§ 336§ {(85,378)

Pension Plan Fiduciary Net Position

The components of the net pension liability (TRS and ERS) of the employer as of June 30, 2020 and March
31, 2021, respectively, were as follows (in thousands):

TRS ERS
Employers’ total pension liability $ (123,242,776) $ (220,680,157)
Plan fiduciary net position 120,479,505) 220,580,583
Employers’ net pension liability § (2763271 $ {99,574)
Ratio of plan fiduciary net position to the
employers’ total pension Hability 97.80% 99.95%

30
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TECH VALLEY REGIONAL TECHNOLOGY INSTITUTE
NOTES TO FINANCIAL STATEMENTS {CONTINUED)
JUNE 30, 2021

7. OTHER POSTEMPLOYMENT BENEFITS (CONTINUED)

Total OPEB Liability

The Institute’s total OPEB liability of $2,414,507 was measured as of JTune 30, 2021 and was determined by
an actuarial valuation as of July 1, 2020.

Actuarial Assumptions and Other Inputs - The total OPEB liability in the July 1, 2020 actuarial valuation was
determined using the following actuarial assumptions and other inputs, applied to all periods included in the
measurement, unless otherwise specified:

Accrual Cost Method Entry age nosmal

Salary Increases 2.6 percent, average, including inflation
Discount Rate 2.16 percent

Healthcare Cost Trend Rates 5.3 to 4.1 percent over 55 years

Retirees’ Share of Benefit-Related Costs 100 percent of projected health insurance premiums for
retirees

The discount rate was based on the Bond Buyer General Obligation 20 Year Municipal Bond Index.

The valuation reflects the adoption of the Pub-2010 Mortality Table (from RP-2014 adjusted to 2006 Total
Dataset Table) with generational projection of future improvements per the MP-2019 Ultimate Scale.

Covered Payroll b 1,160,883

Changes in the Total OPEB Liability

Balance at June 30, 2020 3 159,970
Changes for the Year -
Service cost 18,652
Interest on total OPEB liability 3,947
Effect of plan changes * 2,040,275
Effect of demographic gains or losses {90,307)
Effect of assumptions changes or inputs 281,970
Net Changes 2,254,537
Balance at June 30, 2021 $ 2,414,507

* Effect of plan changes of $2,040,275 is primarily a result of teachers now being eligible for
postemployment benefits.
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